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4600 Public Access Facility

The purpose of this guidance is to provide instruction for COTPs and facility owner or operators regarding application, review, and granting Public Access Facility (PAF) exemptions per 33 CFR 105.110(d).  Designation of a PAF does not constitute total exemption of 33 CFR Part 105.  To ensure national consistency, COTPs shall incorporate this guidance when considering exemption requests.

4610 Designation of Public Access Facilities (PAF)

PAF Exemption Request

(a)
An owner or operator of a facility seeking exemption of 33 CFR 105 may request to the cognizant COTP, designation as a Public Access Facility (PAF).  As per 33 CFR 101.105, the definition of a PAF is an area with public access that is primarily used for recreation or entertainment purposes, and which primary purpose does not include receiving or servicing vessels regulated under 33 CFR 104.  This may include a public pier, wharf, dock, waterside restaurant or marina that contains minimal infrastructure, such as only bollards, cleats, or ticket booths.  Tab E has been developed to aid in determining PAF exemption applicability.  Tab F provides a sample exemption request letter.

Review and Evaluation of Request

(a)
The COTP shall conduct a complete review and evaluation of the PAF exemption request.  This review and evaluation should also consider the results and impacts related to the AMS Assessment.

(b)
To assist the COTP with considering this request, an on-site evaluation may be necessary to verify PAF exemption applicability.

Establishment of Conditions

(a)
Once PAF exemption applicability has been determined, the COTP should coordinate with the owner or operator of the facility to establish conditions for which this exemption is granted.  Tab G provides required and additional security measures the COTP may impose.  To ensure consistency the additional security measures should be limited to those listed in the “Additional Requirements to Review for Applicability” column.

Use of the PAF Security Measures Tool

This tool was developed considering the existing Facility Security regulations.  The tool provides required and recommended security measures.  The “Required Measures” indicated on the tool, are the minimal security measures applicable to all PAFs.

The “Additional Requirements to Review for Applicability” listed in the tool must be considered and shall be implemented as necessary based on COTP port assessments.

Issuance of Designation Letter

(a)
After a complete evaluation of the facility has been conducted and security conditions have been established, the COTP shall issue a PAF Designation Letter.  Tab H provides a sample designation letter.  At a minimum the designation letter shall include a list of established security conditions that shall be implemented at the PAF.  Security conditions shall be included as an enclosure to the designation letter and considered SSI.  See Section 3500 of this NVIC for further guidance on the handling of SSI.  The PAF owner/operator shall acknowledge and accept these conditions in writing.

(b)
A copy of the designation letter and acknowledgement shall be kept on file with the AMS Plan for as long as the designation is valid.

(c)
Appropriate MISLE entries, including Facility Identification Number and 24-hour contact number of the individual with security responsibilities shall be completed.

Note:  PAFs should be designated in MISLE as a “MTSA Facility – No Plan Required”. [Note for reviewer - Check MISLE for exact entry information].
4620 Vessel Responsibilities When Calling at a PAF

General Responsibilities

(a) The Vessel Security Plan must address security concerns while at the PAF, per 33 CFR 104.292(d). 

(b) The vessel is responsible for implementing all appropriate security measures while at the PAF, however, they may liaison with the PAF to determine who will actually perform security activities.

MARSEC 1 Responsibilities

(a)
At MARSEC 1, the vessel owner/operator, VSO or CSO should contact the Individual with Security Responsibilities at the PAF prior to their first visit to determine security measures that will be in place at the PAF.  The appropriate Area Maritime Security Plan includes a list of PAFs, their designated Individuals with Security Responsibilities and COTP requirements.

(b)
A vessel that frequently interfaces with the same PAF should also contact the Individual with Security Responsibilities at the PAF when there is a significant change in operations.

(c)
If the vessel is unable to contact the PAF prior to arrival, the vessel will perform all security activities and notify the COTP.

MARSEC 2 Responsibilities

(a)
At MARSEC 2, the vessel owner/operator, VSO or CSO must contact the Individual with Security Responsibilities at the PAF and execute a Declaration of Security (DoS) prior to each visit to determine security measures that will be in place at the PAF.

(b)
A vessel that frequently interfaces with the same PAF may execute a continuing DoS for multiple visits with an effective period of not more than 30 days.

(c)
If the vessel is unable to contact the PAF prior to arrival, the vessel will perform all security activities and notify the COTP.

MARSEC 3 Responsibilities

(a)
At MARSEC 3, the vessel owner/operator, VSO or CSO must contact the Individual with Security Responsibilities at the PAF and execute a Declaration of Security (DoS) prior to each visit to determine security measures that will be in place at the PAF.

(b)
If the vessel is unable to contact the PAF prior to arrival, the vessel will perform all security activities and notify the COTP.

4630 Compliance and Enforcement

PAF Submissions

(a) Submission of request for Designation as a Public Access Facility.

(1) Facilities that were in operation on or before December 31, 2003 should have submitted an FSP and a request for designation as a PAF prior to January 01, 2004.

(2) Facilities that have submitted an FSP and wish to be considered for designation as a PAF prior to July 01, 2004 must submit a request to the COTP no later than May 01, 2004.

(3) Facilities operating under an approved FSP that wish to be considered for designation as a PAF after July 01, 2004 must submit a request to the COTP at least 60 days prior to the requested designation date.

(4) Facilities not in operation before December 31, 2003 that wish to be considered for designation as a PAF must submit a request for Designation as a Public Access Facility to the COTP no later than 60 days prior to beginning operations.

i) Facilities requesting designation as a PAF must comply with the Facility Security Plan submission requirements in 33 CFR 105.410(b) {i.e. 60 days prior to beginning operations} until such time as the PAF designation is granted.

(5) If a facility has a change in ownership, the Individual with Security Responsibilities must submit updated contact information to the COTP.  The owner/operator of the PAF shall conduct a review of the PAF designation and conditions and notify the COTP of any changes to the facility’s operations that may affect security requirements.  The new owner/operator or Individual with Security Responsibilities must sign an acknowledgement of the PAF Designation letter and conditions.
(b) After receiving the request, the COTP will either:

(1) Approve it with conditions via PAF Designation Letter.

(2) Request additional information to make a determination.

(3) Disapprove it, with a letter restating requirements under 33 CFR 105 (or stating facility does not meet requirements of 33 CFR 105).

(c) The PAF designation and COTP conditions will be evaluated annually to ensure the exemption remains appropriate.

(d) Any changes to the operations or description of the facility must be immediately reported to the COTP.

Enforcement Actions

(Do not include specific enforcement actions in the AMS Plan, include only a general discussion that enforcement actions will be taken when COTP deems necessary.)

(a) Three anticipated types of non-compliance:

(1) Incorrect contact information for Individual with Security Responsibilities

(2) PAF will only be temporarily out of compliance with COTP Conditions

(3) Permanent or frequent non-compliance

(b) Possible enforcement actions:

(1) Informal request for immediate correction/update for administrative discrepancies.

(2) COTP letter request for correction/update within a specified/reasonable timeframe.

(3) COTP Order suspending operations with 104 vessels until in compliance.

(4) Consider civil penalty action.

(5) Revoke their designation as PAF, require full compliance with 33 CFR Part 105, and consider issuing a COTP Order with conditions under which they will be allowed to operate until their FSP is approved.

