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IMISS Blueprint - 

An international maritime information safety system 

By Glen Kraatz, Alexander C. Landsburg, and LCDR Scott J. Ferguson

Preface

In the December 1998 issue of the BIMCO Bulletin LCDR Ferguson and Mr. Landsburg outlined the need for a voluntary safety reporting system referred to as the National/International Maritime Safety Incident Reporting System (NMSIRS).  Since that article, the name of the system has been changed to the International Maritime Information Safety System (IMISS).  The article in December 1998 described the efforts of the industry/labor-based working group under the Society of Naval Architects and Marine Engineers (SNAME) Human Factors and Manning Panel O-38.  The working group has now completed its effort to produce a blueprint that will serve as the base document for the maritime community to drive this project through to completion.  What follows is the final version of the blueprint that was developed by the more than 450 members of the SNAME IMISS Working Group.  The authors ask that you review and provide your ideas and thoughts on how best to further detail and obtain international consensus on needed system attributes.  Through your help we can collectively determine and achieve support, both financial and moral, for the successful development and implementation of a maritime information safety system giving us an opportunity to take proactive steps to break the sequence of incident event chains and prevent marine accidents.
The IMISS Blueprint:

Background
The International Maritime Information Safety System (IMISS) will be a voluntary, non-attribution international safety trend and lessons-learned clearinghouse.  The important aspect of IMISS will be the capture of precursor actions, situations, and conditions that are present within safety incident event chains.  These precursor data are the leading indicators of actual incidents and will hopefully highlight areas for improvement in the overall area of marine transportation. 

The intent of IMISS is to capture information about maritime near-casualty events, such as near-collision situations or near-pollution incidents, plus gather reports on potentially hazardous situations and conditions that did not result in an actual occurrence or an accident, but might lead to a future incident if not corrected.  Furthermore, IMISS should be a vehicle to collect and disseminate information on various corrective actions that prevented a casualty or accident and spread that knowledge throughout the marine community.  Hopefully, IMISS will allow the maritime community to identify safety system gaps before failures or accidents occur.

IMISS should help reduce the occurrence of marine casualties.  The knowledge gained from systematic analysis of near-casualty situations and potentially hazardous conditions will help to further identify corrective actions that should reduce the number of future casualties and injuries, mitigate damage to the environment, and reduce costs for both the private and public sectors of the maritime transportation community. 

The IMISS concept was introduced as a joint initiative between the United States Coast Guard, the Maritime Administration, industry and labor at a workshop held in Washington, DC, on May 4, 1998.  There have been a total of five additional workshops held around the country to move the project through its definition stage.  This Project Blueprint Report summarizes the findings to date, outlines the IMISS mission, scope and structure, and lays out the implementation steps necessary to have a functioning system up and running in the year 2000. 

The estimated cost to operate IMISS on a reoccurring annual basis ranges between $650,000 and $3,000,000 a year, depending on the organization and size the system’s operation.  With time, it is desired that IMISS will be at least partially self-sustaining, offsetting its yearly operating cost through possible membership fees, subscriptions, or other revenue-generating activities.

Mission

The International Maritime Information Safety System (IMISS) will serve the interests of the public and maritime stakeholders by identifying potential safety problems that will allow appropriate preventive actions by the marine community to avoid endangering life, equipment, and/or the environment.  IMISS will focus on safety indicators to identify weaknesses and vulnerabilities in the maritime arena.

Scope

IMISS is a voluntary reporting system, international in scope, focusing on safety-related information and experiences.  IMISS will be an evolving system and as it matures and gains recognition within the global maritime community its focus will be expanded.  Over time, IMISS will encourage input from longshore and stevedoring operations, marine insurance activities, classification societies, vessel repair yards, new building facilities, vessel traffic services and others.  During the initial operating phase the system will focus on U. S. commercial vessels and international ship traffic in U. S. waters.  However, IMISS will not preclude reports from any source on any maritime safety issue anywhere in the world.  

IMISS will not be limited to any particular segment of maritime transportation.  All members of the marine industry will be encouraged to participate.  Participants could include those with interests in, or that are operators of, tank vessels, freighters, container ships, dry bulk and OBO vessels, passenger liners, towing vessels, barges, dredges, recreational boats, commercial fishing vessels, offshore supply craft and drilling units, commercial dive boats, Great Lakes carriers, military and sealift vessels, casino ships, high speed craft, tugs and specialty vessels, and waterfront facilities and terminals. 

Furthermore, a draft legislative amendment has been developed to preclude the use of IMISS input reports, data, or output from being used in civil, criminal, or administrative actions, or referenced in establishing any industry customs or practices for litigation purposes.  All reports and information included in IMISS will be de-identified so it cannot be traced back to the reporting parties, involved companies, or any other entities referenced in the reports.  

Marine operators, owners and mariners consider enactment of this legislation an absolute necessity. Without this legal protection, there is little expectation for meaningful IMISS participation.  Conversely, IMISS liability protection will not eliminate the need to comply with notification, report, documentation, or all other requirements stipulated by law or regulation, nor will any of these existing requirements be protected under the IMISS legislative amendment.

The system will be based on anonymous reporting with an option for callback.  A callback feature is seen as an important element in providing accurate and detailed safety information to enhance the ability of utilizing IMISS data in more in-depth causal analysis work.

IMISS Input

The purpose of IMISS is to capture those situations that have previously not been documented and are not actual recordable incidents already falling under various regulatory reporting regimes.  There will be few definitional restrictions placed on the type of information an individual could report to IMISS.  Observations, potential hazards, procedural problems, system deficiencies, barely avoided accidents, and improvement suggestions are all seen as appropriate inputs. There will be no restrictions as to who may file an IMISS report.  Ship's officers and crew, shoreside personnel, pilots, pleasure craft operators, marine related government employees, shipyard workers, offshore industry personnel, and private citizen observers are all potential input sources.

Voluntary Reporting 

Layout of Report - The data form must be simple, clear and should follow the general example included in APPENDIX I.  The amount of space available for narrative should be maximized, and the number of elements for required entry or check-off limited. 

Form of Report - The basic report form should fit on two sides of a single sheet of paper.  It should also be available over the Internet and printable by a novice computer user.  Different computer versions of the form, using “interactive form-fill-out” and/or “interactive questioning” approaches should also be an option to accommodate those wishing to file electronically. 

Content of Report - Some basic situational information should be included for check-off or fill-in to permit easy categorizing into different major file groups.  The form and instructions should be simple, straightforward, and self-contained.  No training should be necessary to successfully complete the form.  The form may offer suggestions on what to include in the narrative sections.  This could include key words so that reported information can be more effectively handled by the Data Center.  Basic instructions should be provided with the form, such as asking the reporter to indicate “what happened”, “why it happened”, “what went wrong”, “what prevented it from being worse” and “how the situation might be avoided in the future."  A brief description of the IMISS purpose should be included on each form to help in marketing. There should be a prominent statement on the form warning individuals that an IMISS submission is not a substitute for handling reportable incidents under standing laws or regulations.  In addition, a footnote should indicate that for vessels subject to the International Safety Management (ISM) Code, information reported to IMISS does not eliminate any ISM reporting requirements.

Toll Free Phone Reporting - In the first phase of system operation, identification of the individual reporting will not be requested on the form.  In lieu of this restriction, and to help the Data Center in gathering additional information, a toll free telephone number should be included on the form to encourage individuals to call in a report rather than filing one by mail or electronically.  A personal conversation would provide a more detailed account of any situation being reported and produce a more complete picture for the Data Center.

Personal Identification and Callback - In a later phase, callback capability will be initiated. The reporter could include name and contact information if he or she would not mind being called.  Callback will allow for verifying information provided and enable a more complete understanding of what actually happened.  In addition, an optional mail or e-mail contact on the report form would allow IMISS to send to the reporter various system outputs, along with a thank you letter and other feedback.

Retention of Report Forms – All submitted report forms, either paper or electronic, will be destroyed after being processed by the Data Center.  No files are to be retained of the report forms themselves and no records are to be kept of mailing lists or contact information of those who sent in reports.

IMISS Data Center

Electronic, paper, and phone reports will be accepted without attribution and entered into a standard database by the Center's personnel.  The IMISS Data Center will then organize and categorize the de-identified incoming information, looking for trends, dangerous situations, lessons for future learning, and recommendations for Government or private prevention actions.

The Database

Database System - Any systems to be utilized are to be standard, commercially available and of the simplest or lowest cost format.  This is to encourage others to analyze IMISS data and minimize the cost of providing such services for the Data Center. The database is to be of a relational type.  Private or custom software is to be avoided.

Database Structure - The information developed from the reports is to be reviewed, organized, and stored in a database structure that is designed to enable and facilitate later analysis.  The largely narrative data will need to be interpreted, de-identified, converted into a structured form, and then entered in a database (recommend using keywords to facilitate later database searches).

Internet Access - Copies of the database placed on the Internet are to be accessible by users with commonly available processing capabilities.  Use of custom software by users should not be necessary.

Database Elements - Data elements in the database are to be carefully developed and use internally consistent taxonomies that will lend them to future analysis and allow for discovery of important trends.  Human factors information, in particular, needs to be consistently identified from the reports and entered into the proper categories according to a standard structure that will be useful for future analysis and will lend itself to sharing of data.  Good background materials to aid this aspect of the development process can be found in the body of work by James Reason, Jens Rasmussen, and ICAO Circular "Human Factors Digest No. 7, Investigation of Human Factors in Accidents and Incidents," 1993.

IMISS Output
A variety of output products will be used by IMISS, each dependent on the urgency surrounding the collected information and the different needs of various recipients.  It is envisioned that the exact output formats will evolve with time.  Furthermore, requests to search the IMISS database will be entertained by the Center to accommodate the needs of Government, academia, and private industry.

Potential Outputs

Alert Bulletins - These bulletins would immediately distribute information of a serious nature to those who can rectify the problem or keep it from reoccurring.  Input reports will require prompt screening by the Data Center to quickly identify any critical problems and develop corresponding alerts for immediate release to those in authority so that further investigations and corrective actions can be quickly undertaken.  

For Your Information Notices - Safety problems involving information of a less critical nature would be distributed by notice to the maritime community.  The information would be de-identified during initial screening, messages developed, and then made available over the internet, plus distributed through various other media to reach the widest possible audience.  

Monthly Safety Bulletins – Lessons learned, safety messages, areas for improvement, precautions and data trends would be made available using both the internet and by widely distributing a regular hard copy bulletin.  These safety bulletins would focus on providing information and feedback to the marine community to heighten awareness in the area of incident prevention. 

Periodic Journal and Magazine Articles/Workshops - Articles on safety analyses and trends would be developed by the Data Center and periodically submitted for publication in relevant safety journals and maritime magazines or presented at conferences and workshops.  These articles could be an important vehicle for demonstrating the value of the IMISS voluntary reporting scheme and showcasing the utility of the data being received. 

Publicly Available Database - A database holding the information gleaned from the IMISS voluntary reports shall be publicly available on the Internet for independent research.  The information retained in that database is to be sanitized before entry.  This should include de-identification of persons, ships, companies, organizations, and other specifics to ensure that the data can not be traced to any particular incident or situation.  The exact level of sanitation must be developed and documented.  The Center should not attempt to make the database available on a real time basis in order to provide the necessary time to assure adequate de-identification of reporting parties and named entities in the reports, plus appropriately generalize the situational information to ensure complete anonymity. 

Research and Analysis Work - The Data Center staff should perform direct analysis or supervise contracted analytical efforts by others on the IMISS data for periodic reporting to the public.  Through this analysis, the staff would be expected to develop a thorough understanding of the data, and thus, be a source of knowledge for any manner of inquiry. 

Client Work and Services - The Data Center should be organized to provide reimbursable analysis services to clients.  Client work should be encouraged and could provide a source of future funding for IMISS.  Working for clients will advance the data validity, reliability and utility by turning up hidden data or database problems and limitations.  Additional products could also be developed and marketed which would strengthen the IMISS operation and improve its utility to the marine community.

Measures of Success - The effectiveness of the system should be continuously monitored using baselines and appropriate measures.  A list of measures generated from a brain storming session is included as APPENDIX II.  These should be further refined by the Steering Subcommittee during the IMISS implementation phase, then tested and improved by the Data Center staff during the early stages of its operation.  It is anticipated that no one metric will be able to indicate success or failure of IMISS.  A complimentary package of measures should be developed.

Structure

Based on the discussions conducted during the preceding year’s workshops, it is recommended that IMISS be sponsored by a Federal Government agency, managed by a separate non-regulatory agency and operated by an independent commercial vendor/contractor.  This would be similar to the model successfully established by the airline industry.  The Aviation Safety Reporting System (ASRS) was created in 1976.  The Federal Aviation Administration is the sponsoring agency, the National Aeronautics and Space Administration is the managing agency and Battelle Corporation is the ASRS operations center contractor.

Sponsoring Agency

The IMISS sponsor will be the agency of the government responsible for obtaining funding for the program.  This agency has to be willing to expend the political capital to secure not only congressional approval for the establishment of IMISS, but also convince appropriate authorities to provide reoccurring funding for its operation.

The working group explored several options for securing the sponsorship needed.  It concluded that the Secretary of Transportation provided the most appropriate entity to assume those duties.  Current emphasis within DOT is focusing on improving the country’s overall transportation system through the Secretary’s announced “ONE DOT” management strategy initiative.  IMISS is seen as a natural fit within this program.  However, actual funding through the “ONE DOT” program is understood to be problematic.  Recognizing in the end, that within DOT the sponsorship of IMISS will most likely fall to the United States Coast Guard, the working group recommends that the U.S. Coast Guard be the sponsoring agency.

Managing Agency

The managing agency, or what could be referred to as the “white hat” organization, will be responsible for contracting for and supervising the operation of the IMISS Data Center.  This agency must not have any direct, or even indirect, connection with the promulgation of marine regulations and legislation, or enforcement and disciplinary action involving maritime related activities.  

It will be important to have a clean separation between the managing agency and any legislative or regulatory authority, so that both mariners and marine companies feel completely comfortable submitting reports to the Data Center.  Confidentiality will be critical in building an IMISS that will be fully trusted.  Perception, as well as reality, must be of a “white hat” managing organization committed to safety improvement and not discipline.

The working group explored several options for such an organization.  The U.S. Maritime Administration most closely fills the “white hat” criteria and at the same time has a good working relationship with the U.S. Coast Guard should they become the sponsoring agency.  The working group also believes that it may be appropriate to appoint a Board of Governors for oversight of IMISS.  This would help to ensure the integrity of its operation and provide an additional review of all dealings with outside entities.

Data Center Operator

The Data Center Operator will be responsible for the day-to-day functioning of IMISS and all its related activities, such as receipt and review of the input reports, maintenance of and access to the database(s), and control of all IMISS outputs.  The Data Center operator will be under contract to the managing agency and work within the financial constraints established by the managing agency based on the appropriated funds coming from the sponsoring agency.

Under the umbrella of the Society of Naval Architects and Marine Engineers (SNAME) Human Factors and Manning Panel 0-38, a draft “Statement of Work” for competitive bidding from interested contractors for the role of Data Center Operator will be developed by the SNAME Working Group Steering Subcommittee as part of the managing agency’s RFP process.  An opportunity to bid will be extended to all interested parties.   

The Steering Subcommittee members are shown in APPENDIX III.  The Subcommittee must determine the level of detail for the RFP.   A decision between a detailed RFP, with a fully specified data system, and an RFP asking for contractor offered data systems, needs to be made prior to soliciting bids.  Limited RFP development money and time must be weighed against the complexity of eventual bid review and contractor selection.

Appendix IV contains a list of minimum IMISS security program items that the commercial vendor/contractor will have to address in their response to the RFP. 

Postscript

All readers are encouraged to help with further development of IMISS.  The “Blueprint” presented here requires tweaking and detailing and your thoughts for developing the best possible workable system are requested. Please forward any ideas, comments, insights, or offer to participate actively in the process to: 

Mr. Glen C. Kraatz, 925-256-6572, 2 Kulani Lane, Pleasant Hill, CA, 94523, USA, or

Mr. Alexander C. Landsburg, (202) 366-1923, Fax: (202) 493-2288, e-mail: alex.landsburg@marad.dot.gov, U.S. Maritime Administration, MAR-250, Room 7302, 400 Seventh St., SW, Washington , D.C.  20590, or

LCDR Scott J. Ferguson, U.S. Coast Guard, (202) 267-0715/1430, fax: (202) 267-1416, e-mail: sferguson@comdt.uscg.mil, Commandant (G-MOA), U.S. Coast Guard Headquarters, 2100 Second Street, SW, Washington, DC  20593-0001.

APPENDIX I

SAMPLE REPORT FORM

IMISS Report Form Questions

This report is about a(n):

· Suggestion / Good Idea / Lesson Learned

· Potential Hazard / Deficiency

· Incident (near miss, non-normal event)

· Observation / Other ______________________

Tell us about yourself.
1.  What is your role in the maritime industry?

· commercial mariner or marine pilot

· government mariner (Navy, NOAA, etc.)

· off-shore platform worker

· dock worker or terminal worker

· worker on other marine facility or structure ___________________

· shipping company employee

· other shoreside ______________________________

· passenger

· recreational boater

· non-maritime / observer

· other _____________________________

2.  What is your specific job (rank, department, etc.)?

3.  Type of vessel / facility / structure where you typically work?

Suggestions, Observations, Hazards, etc.
Got a good idea?  Know about a safety hazard?  

Want to share something you’ve learned?  Or just want to gripe?

All comments are welcome!
Please write your comment below.  Please be as specific as possible about the situation involved.  To what vessels / facilities / waterways / operations  does it apply?  What types of procedures / policies / equipment are involved?  Thank you for taking the time to comment.

Incident / Near Miss / Non-Normal Event
1.  Type of incident

· near collision


· near pollution

· near allision


· near fire

· near explosion

· near injury 

· near grounding


· near loss of vessel control

· other _____________________________

2.  When did the incident occur?    Date: ______________  Time: ____________ am/pm

3.  How were you involved in the incident?

· directly involved – I was an active participant.

· indirectly involved – I was at the scene, and saw/heard everything that happened.

· observed from a distance – I did not see/hear everything.

· not involved – I heard about this from someone else.

· other ______________________________

4.  Type of vessels, platforms, structures, or facilities involved:  

5.  Where did it happen?  (specify the waterway, port, location on ship, etc.): 

6.  What was happening at the time of the incident?  What specific operations were going on?

7.  Describe what happened.  What were the events which led up to the problem?  How was the problem discovered?  What happened next?

8.  What do you think caused the incident?

(Consider:  judgements; decisions; actions; inactions; perceptions; communication; attention; memory; information overload; fatigue; drugs or alcohol; physical or mental condition; procedures; policies; regulations; design of equipment / ship / facility / waterway; adequacy of crew / workers (training, experience, number); weather; visibility; equipment failure (why did it fail?); maintenance.)

9.  What went right?  How was an accident avoided?

(Consider:  corrective actions; contingency plans; emergency procedures; luck.)

10.  How can we prevent similar incidents?  What changes need to be made?  By whom?
APPENDIX II

IMISS EFFECTIVENESS MEASURES

The following is a compilation of brain storming suggestions for consideration as effectiveness measures:

1. Number of feedback reports from individuals citing where the information in the outgoing reports prevented an accident or a safety issue.  This might also be a good marketing tool.

2. Number of input reports by industry segment as a measure of marketing success with that segment.

3. Survey results from user groups.

4. Change in the number of otherwise reportable accidents after IMISS is operational.

5. Change in the number of particular event types as a result of IMISS.

6. Change in insurance premiums.

7. Changes in maritime operating costs and/or in industry efficiency measures.

8. Change in the operating cost of IMISS.

9. Growth in use of IMISS and a switch from paper reports to phone reporting.

10. Number of input reports received by IMISS.

11. Tracking unintended impacts on industry from the operation of IMISS, such as penalty actions and/or governmental operating interference.

12. Change in the input report data quality being received by IMISS over time.

13. Change in the number of safety issues identified and solutions implemented.

14. Change in the level of safety information sharing between companies.

15. Progress of IMISS in establishing a self-sustaining operation.

16. Number of Alert Bulletins issued and acted upon by industry.

17. Changes in the general level of all participation by industry in IMISS.

18. Tracking of the IMISS public image.

19. Tracking the number of reports submitted by various types of reporters (e.g., unlicensed crew, officers, company management, etc.).

20. Number of client service/research requests made of IMISS, number of requests accepted and completed and a breakdown of the types and origins of the requests.

21. Number of  “for your information notices” and “safety bulletins” generated and/or articles published, conference presentations made and workshops conducted.

22. Number of people who access the IMISS Internet site.

23. Number of times the data base gets downloaded from the IMISS Internet site.

24. Percentage of the input reports received that get entered into the database.

25. Percentage of the input reports received that have sufficient information and detail to support further incident analysis.

26. Percentage of reports that allow optional callback and of those, the number of follow through calls by the Data Center.

APPENDIX III

SNAME WORKING GROUP STEERING SUBCOMMITTEE

Below is the list of steering subcommittee members as of the date of publication of this article.  Please note that the membership will adjust as the project moves forward.
Mr. Richard Nikas  -  Chairman

Cogswell, Wooley, Nakazawa & Russell

Long Beach, California

Mr. Michael Bohlman 

Sea-Land Services, Inc.

Charlotte, North Carolina

LCDR Scott Ferguson

United States Coast Guard

Washington, DC

Mr. John Gelland

SeaRiver Maritime, Inc.

Houston, Texas

Ms. Leslie Hughes

North Pacific Fishing Vessel Owners’ Association

Seattle, Washington

Mr. Alexander Landsburg

Maritime Administration

Washington, DC

Mr. Vince Mellone - Technical Advisor

Aviation Safety Reporting System

Mountain View, California

Ms. Kathy Metcalf

Chamber of Shipping of America

Washington, DC

Capt. Charles Pillsbury

Master, Mates and Pilots

Linthicum Heights, Maryland

Mr. Todd Ripley

Maritime Administration

Washington, DC

Dr. Anita Rothblum

USCG Research and Development Center

Groton, Connecticut 

Mr. Kevin Mercier
California State Lands Commission

Long Beach, CA 

Mr. Robert Arceneaux
Tidewater Marine, Inc.

Amelia, LA  

Mr. Keith Gill
Mobil Shipping and Transportation Company

Fairfax, VA 

APPENDIX IV

IMISS MINIMUM SECURITY PLAN CONSIDERATIONS

The following items should be considered in developing an IMISS report security program.

1. Procedures for Maintaining Report Confidentiality

Reporter anonymity

Telephone Inquiry - Verification of Reporter


Identified materials

File Management

Sensitive materials - define

Use of reports for publication

Reports released under FOIA

Telephone privacy and phone call record control

P.O. Box Security - Mail pick up

2. Procedures for Maintaining Facility Security

Location of identified materials

Door security

Access Control

Working hours

Off-hours

Conference room use

3. Procedures for Visitors

Scheduled visitor

Unannounced visitor

Visitor log

Escort criteria

Authorized, routine visitor - cleaning staff, 

   repair and maintenance personnel, etc.

Unauthorized visitors - burglary, vandal, etc.

4. Procedures for Computer Database Security

Incident report database

Alert message database

Search request database

Publication mailing lists

IMISS research data (structured callback, 

   topical research)

IMISS research data

Password access controls - user identification, authentication, authorization

Back-up contingency databases and computer files/tapes

5. Procedures for Risk Management

Assessment of risk

Hardware failure

Software failure

Procedural failure

Fire, Explosion, Flood, Earthquake

Theft or Vandalism - physical facility, data records, etc.

Data corruption - hacker/cracker, virus, unauthorized data alteration, unintentional error

Personnel screening and training

Audit capability
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