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COMMANDANT INSTRUCTION 12630.1

Subj: COAST GUARD TELECOMMUTING PROGRAM

Ref:

(&) Departmental Personnd Manual Letter 368-1 dated 1 April 1994

PURPOSE. This Ingtruction establishes the Coast Guard's telecommuting policy. It represents our
evolving efforts to capture the benefits and efficiencies of new technology and gives us more
flexibility to meet the demands of today’ s work environmen.

ACTION. Areaand digtrict commanders, commanders of maintenance and |ogistics commands,
commanding officers of Headquarters units, assistant commandants for directorates, Chief Counsd,
and specia daff offices a Headquarters shall ensure compliance with this Ingtruction's provisons.

DIRECTIVES AFFECTED. None.

BACKGROUND. Tdecommuting isone of 50 initiatives arisng from the Presdent's 1993 Climate
Change Action Plan, developed to meet the twin challenges of responding to the threat of globa
warming and strengthening the economy. The Secretary of the Department of Transportation
subsequently issued reference (@) directing participation in telecommuting. The Commandant
supports thisinitiative as away to leverage technology and provide a flexible means to meet Service
needs while achieving nationd gods.

TELECOMMUTING. Teecommuting isamanagement tool dlowing work at dternate work sites
at least one day every two weeks. Telecommuters must report to their officia duty sation et least
one day aweek. Alternate work sitesinclude:
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C.

At home in space specificaly set asde as an office or work areg; or

At asatdlite facility the Coast Guard, Genera Services Adminigration (GSA) or another public
or private organization owns or leases, or

At mobile offices in the field where work is performed using portable equipment.

6. PARTICIPATION. Teecommuting programs must be accomplished under specific work

conditions, explained in paragraph 8. Civilian personned assigned to either appropriated or non-
gppropriated positions and military personnel assigned to either active duty or reserve billets may be
eigibleto participate. Participants must fulfill position and billet criteria and persond attributes
described in paragraph 8.e. through 8.g. Before implementing a telecommuting work arrangement
with civilian employees, locd commanders must be sure to meet their labor relations responghilities.

7. TELECOMMUTING BENEHTS.

a

C.

Uses technology to solve transportation problems by decreasing traffic, parking congestion,
energy use, and air and noise pollution;

Improves employee productivity and efficiency, recruitment and retention, and the qudity of
work life; and

Identifies potential excess office space.

PROGRAM REQUIREMENTS. Telecommuting isamanagement option. It isnot an employee

benefit or right and does not change employment terms and conditions. Take dl factorsinto
condderation when establishing a telecommuting program.

a

b.

Misson Impact. Tdecommuting must not adversely affect organizationd missons and functions.
If managers determine it does, they must immediately modify or terminate the telecommuting
arrangement, subject to fulfilling any labor relations obligations. Managers must establish
specific controls and oversight to ensure service to the public, work productivity, and that
operating costs do not suffer adverse impacts.

Funding. There are no centrd funds to support telecommuting initiatives. Organizations
edtablishing telecommuting programs must do so within existing resources. If implementing
telecommuting involves some additiond start-up, trangtion and maintenance codts, the long-term
benefits should offset them.

Other Program Requirements. Depending on the telecommuting arrangement, managers must
consder ahogt of requirements, including:  orientation, written agreements and checkli<t, labor
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management respongbilities, time and attendance accountability, computer security, and
telecommunications requirements. Enclosures (1) through (4) provide guidelines in these aress.

Participant Selection. Supervisorsidentify billets or positions for telecommuting and select
employees to participate voluntarily. Because telecommuting is a supervisor-approved work
option, continued participation is not an automatic right should supervisors change, modify, or
terminate the program due to mission needs or other digibility consderations.

Appropriate Position or Billet.

(1) Portablework activities members and employees can perform effectively outsde the office;
(2) Quantifiable or project-oriented job tasks;

(3) Unclassified work for which data security, including sendtive, nonclassified and Privacy Act
concerns is adequiate (those performing work involving classified data or information should
do so0 only in a Government office where adequate controls exist to protect the data);

(4) Technology for off-ste work is available;

(5) Theworker does not need close supervision or input from sources accessible only in the
office

(6) Theworker can gain access to speciaized equipment by periodicaly working in the office;
and

(7) The worker can meet the requirement for face-to face contact with other workers or the
public by working in the office at least one day a week.

Appropriate Employee or Member.

(1) Dependable sdf-starter who can function independently,
(2) Highly motivated,

(3) Good time-management skills,

(4) Proficient or higher performance evauations,

(5) Fully understands organization's operations,

(6) Agreesto mest dternative work Site requirements and,
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(7) Possesses knowledge and references needed to work off-site.

g. Appropriate Supervisor:

(1) Understands the employee' s telecommuting proposd,

(2) Iscomfortable evauating performance by results as opposed to direct observation,
(3) Can effectively communicate and clearly define tasks and expectations and,

(4) Understands and can adequately address security issues.

9. PROGRAM APPROVAL.

a  Areaand didrict commanders, and commanders of maintenance and logistics commands

(MLC's) shdl:

(1) Egablish an overdl telecommuting program for their respective Ares, digtrict, and MLC
daffs and respective units.

(2) Review and gpprove individuad unit telecommuting programs for repective Areg, digtrict,
and MLC and units.

(3) Designate a tedlecommuting coordinator and report names to Commandant (G-WPC).

b. Commanding Officers of Headguarters units and Commanding Officer, Coast Guard
Headquarters shal:

(1) Egablish and gpprove atedlecommuting program, if gppropriate, for their units.
(2) Designate atelecommuting coordinator and report names to Commandant (G-WPC).

c. Other Unit Commanding Officers and Officersin Charge. Within the telecommuting guiddines
established by their respective Areas, district or ML C, submit proposed unit programs through
the chain of command for approva.

10. PROGRAM ROLES AND RESPONSIBILITIES.

a.  Tdecommuting Coordinators shdl:

(1) Review proposed unit telecommuting programs and provide recommendations to their
appropriate approving authority.



COMDTINST 12630.1

(2) Serve asthe primary advisor on the logistical aspects of tdecommuting.

(3) Provide tdecommuting orientation materids, avallable from civilian command staff advisors,
for their units with only military members.

(4) Track and report telecommuting participation for their program area of responsbility and
submit summary datato Commandant (G-WPC), when requested per
enclosure (5).

b. Civilian Command Staff Advisors or NAF Personnel Liaisons shdl: Provide telecommuting
advice and orientation materias to management, telecommuting coordinators, and those units
that have both civilian and military employees.

c. If Applicable, Unit Commanding Officers (Other than Headquarters units) shal:

(1) Prepare unit program proposas for gpproval.
(2) Dedgnate atelecommuting coordinator.

(3) Submit summary participation datato respective Area, district or MLC commander
telecommuting coordinators.

d. Supavisorsshdl:

(1) Prepare, gpprove and retain a copy of individua telecommuting agreements (within an
gpproved unit telecommuting program).

(2) Identify and discuss with participants, their assgnments to accomplish under teecommuting
arrangements.

(3) Ensure the tdecommuting requirements provided in this ingtruction and enclosures are
followed.

e. Locd ADP Security Officer. The ADP System Security Officer will review enclosure (3) with
the telecommuter to ensure the adequacy of computer security

11. PROGRAM TERMINATION. Any individud or organizationd tdecommuting program may be
terminated by the immediate supervisor or othersin the chain of command and/or by Commandant
(G-CCY) if they determine the arrangement:

a. Does not support mission needs;
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b. Iscounter to public service requirements,
C. Threatensthe security of U.S. Coast Guard data, information, or equipment;
d. Islikely toincrease long-term costs; or

e. Other work-related reasons.

End: (1) Tdecommuting Program Guiddines
(2) Tdecommuting Agreement Between USCG and Employee
(3) USCG Sdf-Certification Safety Checklist
(4) USCG Sdf-Cetification Security Audit Checklist
(5) Tdecommuting Summary Report
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TELECOMMUTING PROGRAM GUIDELINES

l. GENERAL REQUIREMENTS:

A.

ORIENTATION AND TECHNICAL ASSISTANCE. Managers, supervisors, and
employees must gpproach telecommuting very differently from traditional work
arrangements. Therefore, participating managers, supervisors, and employees must
receive atedecommuting orientation before they participate in a program to ensure they
fully understand the success of each telecommuting program depends largely on the
supervisor and employee establishing ajoint commitment. Supervisors and bargaining
units must make their arrangements under any negotiated agreements. Suggested
orientation materids are available from the appropriate command staff advisor and
servicing telecommuting coordinators.

LABOR MANAGEMENT RELATIONS AND PARTNERSHIPS. Beforeinitiging,
modifying, or terminating a telecommuting program in a collective bargaining unit, dl
appropriate |abor reations obligations mugt be fulfilled. Managers and supervisors must
contact the appropriate command staff advisor to discuss these requirements.

WRITTEN AGREEMENTS. Each person in atelecommuting arrangement and his or
her immediate supervisor must Sgn and maintain awritten agreement. Enclosure (2) is
the standard written agreement to use.

WORK SCHEDULES. Employees must perform scheduled work either at the office
or an gpproved telecommuting work ste. Each tdecommuting arrangement must
identify the time for work in each setting to address face-to-face meetings, reference
and equipment access, isolaion and communication difficulties, and proper time and
attendance certification. Supervisors and bargaining units must make their arrangements
under any negotiated agreements. The arrangement should specify aweekly minimum
number of days a the officiad duty station to ensure the employee is available in the
office during the week for face-to-face meetings, accessto facilities, etc. Supervisors
should periodicaly review work schedules to meet employee and organizationa
requirements and must coordinate absences from ether office or telecommuting work
gte.

TIME AND ATTENDANCE. Monitoring and certifying employee work time are
critical. Supervisors must correctly report time and atendance to ensure employees are
paid for work performed and account for absences. To carry out this responsibility,
supervisors may vist the employegs work site (at a pre-arranged time), establish
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telecommunication contact, determine reasonableness of work output for the time spent,
or use other gppropriate certification methods.

HOME OFFICE SPACE. Employees must have adesignated work space to work at
home and communicate easily by telephone during the work day. The Coast Guard will
not provide home office furnishings. Each employee must complete a self-certification
check ligt for home work space to ensure it meets hedth, safety, building code, physica
security and other requirements. A supervisor may deny an employee the opportunity
to participate or rescind a telecommuting agreement based on safety or security
problemsin the home. Supervisors may ingpect homes by appointment. Enclosure (3)
isarequired safety check list and enclosure (4) arequired security check ligt.

FAMILY CARE. Tdecommuting is not asubdtitute for child or eder care. The
opportunity to telecommute is offered only with the understanding the telecommuting
work diteis a space and time exclusvely for work.

INFORMATION AND RECORDS MANAGEMENT. Information and records
processed are subject to the maintenance and disposition authority cited in
COMDTINST M5212.12, Paperwork Management Manua. Employees shdl manage
al such information and data processed according to applicable U.S. Coast Guard
regulations.

. COMPUTER AND TELECOMMUNICATIONS SUPPORT:

A.

ADDITIONAL COMPUTER AND TELECOMMUNICATIONS SUPPORT.
Thereis no specific requirement or obligation for additiona telecommuting computer or
telecommuni cations resources to support thisinitiative.

HOME TELECOMMUNICATIONS COSTS. Home telephone costs associated
with work a home may be reimbursable. Any reimbursement authorized isthe
gponsoring unit's or office' s respongbility. Loca units may reimburse telephone and
telecommunications cogts, including officid long distance cdls, based on satutory
authority and availability of sponsoring unit funds. Use of FT'S 2000 Cdling Cards and
FTS 2000 toll-free (800) numbers for telecommuting is prohibited. Units desiring long-
distance telecommunications access for telecommuting should obtain calling cards or
toll-free numbers from their locd telephone companies (Regiona Bell Operating
Company) or long-distance companies and charge them againg the unit's AFC 30
account. Also, the Coast Guard will not presently pay for any Internet Service Provider
(ISP) or on-line services associated with teecommuting.
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ORGANIZATION CAPABILITIES. Managers should:

1 Reconfigure organizational computer and telecommunications resources and
evauate usng employee equipment if offered.

2. Allocate U.S. Coast Guard microcomputer resources under the Microcomputer
Allowance Lig (MAL). If managers can achieve significant organizationa
improvements that require a change to the MAL, they shdl submit complete
judtifications with submissions to dter their microcomputer alowances. If
employees use U.S. Coast Guard computer and tel ecommuni cations resources,
the U. S. Coast Guard unit office sponsoring the telecommuter pays for
computer hardware, software and telecommunications maintenance, repair, and
replacement costs. The employee may be ligble for computer and
telecommunications resources issued to him or her for telecommuting and
subsequently damaged by non-employees. Employees may use Government-
owned computers only for Government purposes.

INDIVIDUAL CAPABILITIES. Employees may use persona computers and
telecommunicationsif they dedre a their own expense for maintaining, reparing, and
replacing their computer and telecommuni cations resources, including any persond files
or data. The U.S. Coast Guard is not responsible for the expense to repair, restore or
replace any persona computers, peripherals, media or data files used for telecommuting
from the home work site.

SECURITY REQUIREMENTS. Tedecommuting and any accessto U.S. Coast Guard

computers or networks from an aternate work site (such as from ahotd room while on TAD),
creates security risks for the U.S. Coast Guard's information systems hardware and software
infrastructure.

A.

The primary concerns are the transmission of software viruses, unauthorized access to
U.S. Coast Guard data, and theft of computer and telecommunication resourcetime. A
computer virusis software deliberately created to spread mischief or in severe cases
temporarily disable a company's or Government agency's telecommunication networks
and/or computers. Viruses can unknowingly reside on an individua's home computer
and spread on floppy disks or modem transmission to U.S. Coast Guard computers
and daafiles. Unauthorized access to Government data files for financid or military
advantage is an dl-too-common problem whose perpetrators range from teenage
hobbyigts to foreign governments agents. Access by unauthorized users (especialy
those with amdiciousintent) can degrade the performance of U.S. Coast Guard
software gpplications and telecommunications networks, impairing misson-critica
information sysems. All tdlecommuters will comply with the Automated Information

3
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Systems (AIS) Security Manua COMDTINST M5500.13A (series) to reduce risks to
U. S. Coast Guard computers, data, and telecommunications networks. Employees
generdly will not have remote access cgpability, pending further Commandant (G-S)
policy on remote access security issues.

Classfied information is not dlowed a home work stes. Employees shdl not gain
remote access (i.e., use modems to enter data files on another computer) to classified
dataor EFTO FOUOQ record messages. An employee will report any and al accessto
classified materid, whether accidenta or not, to the appropriate security officers, who
will declassify persona computing resources under COMDTINST M5500.13A
(series).

IV. OTHER ISSUES:

A.

NEGOTIATIONS WITH OTHER AGENCIES. In severd areas agencies are
forming consortia either among themsdves or with loca public or private sector
organizations to creete satellite telecommuting facilities, perhgpsincuding Federd
Executive Boards, locd governments, and universities. Managers are encouraged to
participate in or initiate such activities if they support mission accomplishment within
resource cgpabilities. Managers and supervisors should contact their servicing legd
office, Command Staff Advisor, and/or employee relations |abor management staff.
Managers must fulfill al gppropriate labor reations obligations before concluding any
negotiaions.

GENERAL SERVICES ADMINISTRATION (GSA) SATELLITE OFFICES. The
GSA edablishes satdllite telecommuting offices in awide variety of locations. Managers
can identify locad availability by contacting the local GSA office,
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U. S. Coast Guard and Employee Telecommuting Agreement

Approval for Alternative Work Site

Name:

Organization/Office:

Current Duty Station:

Geographical Location:

Approved Alternative
Work Place:

Geographical L ocation:

Voluntary Participation

| voluntarily agree to work at the approved aternative work Ste indicated above and agree to follow dl
gpplicable palicies and procedures. | recognize this arrangement is not an employee benefit but an
additional method the agency may approve to accomplish work.

Official Duty Station

For Coast Guard, the telecommuter’ s officiad duty station isthe main office. Working a an dternative
work steisnot abasisfor changing my sdary or benefits.

Official Duties

| shdl perform officia duties only at the officid duty station or U.S. Coast Guard-gpproved dternate
work ste and will not conduct persond business, such as caring for dependents or making home
repairs, whilein officid duty status at the dternate work sSite.

Work Scheduleand Tour of Duty
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Unlessthe U.S. Coast Guard and | agree otherwise, the number of hours | am scheduled to work
remansthe same. My officid tour of duty will be: (specify days, hours, and location such as officd
duty dtation or dternative work site). | further understand | am expected to report for work at my
officia duty station at least one day aweek. | am aso expected to attend al required staff meetings at
my officid duty sation.

Time and Attendance

My timekeeper will have a copy of my schedule. My supervisor will certify biweekly the time and
attendance for hours worked at the officia duty station and dternative work ste. (Note: the
organization may require me to complete a self-certification form.)

Leave

| shdl follow established office procedures for requesting and obtaining approva of leave.
Overtime (Not Applicablefor Military Members)

Asadcivilian, | agree to work overtime only if my supervisor so orders and gpprovesin advance.
Working overtime without such approva may result in terminating the telecommuting privilege and/or
other appropriate action.

Equipment and Supplies

| shdl protect any U.S. Coast Guard-owned equipment and useit only for officid purposes. The
agency will ingal, service, and maintain U.S. Coast Guard-owned equipment. | shdl ingal, service,
and maintain any persona equipment | use. The U.S. Coast Guard will provide and/or reimburse me
for al necessary office supplies and business-related long distance telephone calls. The U.S. Coast
Guard agrees to provide this equipment:

(specify equipment here, if applicable)

Security

| will comply with U.S. Coast Guard security policies and protect al U.S. Coast Guard resources,
including U.S. Coast Guard data and information, at the alternate work ste.

Liability
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The U.S. Coast Guard is not liable for damagesto my persond or redl property while | work at the
approved dternate work Site except to the extent the Federd Tort Claims Act or the Military Personnel
and Civilian Employees Claims Act hold the U.S. Coast Guard, as a Government agency, liable.

Work Area
| shdl provide afurnished work area adequate for performing officid duties.
Work Site Ingpection

| agree to permit the U.S. Coast Guard to ingpect my dternate work site during norma working hours
to ensure proper maintenance of U.S. Coast Guard-owned property and conformity to safety
gandards. (I will complete a self-certification safety checklist for an at-home work site.)

Alternative Work Site Costs

The U.S. Coast Guard will not pay operating costs associated with using my home as an dternate work
dte (eg., home maintenance and insurance) except for authorized home telecommunication costs.
However, | do not reinquish any entitlement to reimbursement for authorized expenses incurred while
conducting business for the U.S. Coast Guard, as provided for by statute and implementing regulations.

Injury Compensation (Check the Applicable Paragraph)

Asacivilian member, | an covered under the Federd Employee's Compensation Act
(appropriated fund employee) or Longshore & Harbor Workers' Act (NAF employee) if
injured while | actudly perform officiad duties at my officid duty station or dternate work Ste.

| agree to notify my supervisor immediately of any accident or injury that occurs at the dternate
work ste; the supervisor will investigate my report immediately.

Asamilitary member, | am covered under 10 USC 81201 if injured while | actualy perform
officid dutiesa my officiad duty Station or dternate work Ste. | agree to notify my supervisor
immediately of any accident or injury that occurs a the aternate work ste. The supervisor will
investigate my report immediately.

Work Assgnments

| shal complete all assgned work according to procedures my supervisor and | mutually agree to and
according to guideines and standards in my performance plan.

Performance
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Towork a an dternate work site, my most recent performance ratings must be at least "Proficient” or
equivdent. My supervisor may require me to report regular progress to assst in judging performance.
A decline in performance may be grounds to cancel the tdecommuting agreement.
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Disclosure

| shdl protect U.S. Coast Guard and Government records from unauthorized disclosure or damage and
will comply with requirements of the Privacy and Freedom of Information Act Manua, COMDTINST
M5260 (series). | will not store, gain accessto, or use classfied information at a home work Site.

Standar ds of Conduct

| understand the United States Coast Guard standards of conduct continue to apply to me while | work
at my telecommuting site(s) in accordance with COMDINST M5370.8 (series).

Cancdllation

After gppropriate notice to my supervisor, | may resume working my regular schedule at my officia duty
dation. After gppropriate notice to me, the U.S. Coast Guard may instruct me to resume working my
regular schedule at my officiad duty station, if my performance declines, the project fails to benefit
organizationa needs, the need for in-office interaction between me and my coworkers or customers
arises, or for other work-related reasons. The U.S. Coast Guard will follow any applicable
adminigtrative or negotiated telecommuting procedures.

Other Action

Nothing in this agreement precludes the U.S. Coast Guard from taking any appropriate disciplinary or
adverse action againg meif | fail to comply with the provisons of this agreement.

Employee's Signatur e and Date:

Supervisor's Signature and Date:

Cancellation Date
If this agreement is canceled please indicate date of cancellation below:

Cancellation Date:

Employee's Acknowledgment and Date:

Supervisor's Signature and Date:
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SUMMARY INFORMATION

Check the description that applies:

Tdecommuting Arrangement

1 day per 2 weeks More than 1 day per 2 weeks Occasiondly
(i.e., project nature)

Position or Billet Type:
Civilian: Appropriated Fund Non-Appropriated Fund (NAF)
Military: Active Duty Reserve

Please send a copy of the agreement and enclosures to your supervisor, and retain a copy for
your records.

Please send a copy of this summary information sheet to your telecommuting coordinator.
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U.S. COAST GUARD
SELF-CERTIFICATION SAFETY CHECKLIST FOR
TELECOMMUTERS WORKING AT HOME

Name:

Organization/Office:

Geographical Location:

Telephone:

This checklist assesses the overall safety of the home work site. Each participant should read,
complete, sign, and date the self-certification safety checklist.

Address of home work site location:

Describe the designated home work area:

A. WORKPLACE ENVIRONMENT

1.  Aretemperature, noise, ventilation, and lighting
levels adequate to maintain your normd leve of
job performance? QYes UNo

2. Aredl garswith four or more steps equipped
with handrails? QYes QNo

3. Doesthe dectricd system conform to appropriate
locd building codes? QYes UNo
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4, Are aides, doorways, and corners free of obstructions

to permit vighility and movement?

5. Arefile cabinets and storage closets arranged so
drawers and doors do not open into wakways?

6. Do chairs have any loose casters (whedls) and are

char legs surdy?

7. Are the phone lines, dectrical cords, and extension
wires secured under adesk or along a baseboard?

8. Is the office space nedt, clear, and free of excessve

amounts of combustibles?

0. Arefloor surfaces (including carpets) clean, dry,
levd, and free of worn or frayed seams?

10. Isthere enough light to read?

11. Istheresdence equipped with working smoke
detectors?

COMPUTER WORKSTATION (IF APPLICABLE)

12.  Isyour charr adjustable?
13. Does aback rest support your back adequately?
14.  Isyour computer monitor at eye level?

15.  When keying, are your forearms close to pardld
with the floor? Areyour wrigsfarly sraight?

Employee Signature

Date

QYes

QYes

QYes

QYes

QYes

QYes

UYes

UYes

UYes

QYes

UYes

UNo

UNo

UNo

UNo

UNo

UNo

UNo

UNo

UNo

UNo

UNo

Please attach a copy of thislist to your Telecommuting Agreement and retain a copy for your

records.
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U.S. COAST GUARD SELF-CERTIFICATION
SECURITY AUDIT CHECKLIST FOR
TELECOMMUTERS WORKING AT HOME

Name:
Organization/Office/Locetion:
Phone:

This checklist assesses the overall ability to protect U.S. Coast Guard data and information
processed, stored, or transmitted or received at the home work site. Each participant shall read,
complete, sign, and date the security audit checklist.

Home work site location:

PHYSICAL SECURITY
1 Do al doors and windows have adequate locking devices? QYes QNo

2. Is there alockable file cabinet or container available to
store floppy disks, removable hard disks, and documents? QYes QNo

HARDWARE SECURITY

1. Is the computer hardware positioned so unauthorized
persons cannot see the screen? UYes UNo

2. Arethere adequate environmental controls to protect
the hardware from extreme temperatures and humidity? QYes QNo

3. Does the computer have either akeyboard or power
supply locking device? QYes QNo

DATA SECURITY
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3.

Are the computer and removable media (e.g., floppy
disks, CD-ROM s, backup tapes) adequately protected
from unauthorized access (e.g., friends, relatives,
roommates, etc. )?

When remotely ng other systems, is your user
password encrypted?

Can others gain access to the computer from other systems
(e.g., vialnternet, did-up, etc.)?

USER SECURITY

1.

Have you received adequate Automated Information
Systems (AlS) security awvareness and training?

Have you signed an Al S user respongibility
acknowledgment form?

Do you possess an adequate working knowledge of
how your computer transmits and receives data?

Do you possess an adequate working knowledge of
what data needs to be protected when you transmit or receive?

Do you possess an adequate working knowledge on
properly storing and handling storage media (e.g., floppy
disks, CD-ROMs, backup tapes, €tc.)?

Are you familiar with computer virus detection and
eradication procedures?

SYSTEM INFORMATION

1.

2.

What is the operating system?

QYes

QYes

QYes

QYes

QYes

QYes

QYes

UYes

UYes

UNo

UNo

UNo

UNo

UNo

UNo

UNo

UNo

UNo

What is the microcomputer make and model ?
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3. If remote access will be used to access U. S. Coast Guard systems:

What is the modem speed?

|s the modem interna or external ?

What communications software isinstaled?

4. If you have Internet access, with what firm is the account?

Employee Signature Date

Please attach a copy of thislist to your Telecommuting Agreement, send a copy to your ADP
System Security Officer (ADPSSO) and retain a copy for your records.
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TELECOMMUTING SUMMARY REPORT

UNIT NAME:

Tedecommuting Coordinator name, e-mail address, and phone number:

CIVILIAN PARTICIPATION:

1. Specify totd numbers of Civilian Appropriated Fund telecommuters by the indicated categories.
1 day per 2 weeks Morethan 1 day per 2 weeks
Occasiondly(i.e., Project Nature)

2. Spedify totd numbers of Civilian Non-Appropriated Fund telecommuters by the indicated
categories.

1 day per 2 weeks Morethan 1 day per 2 weeks

Occasiondly(i.e., Project Nature)

MILITARY PARTICIPATION:

1. Specify total numbers of Military Active Duty teecommuters by the indicated categories:
___1day per 2weeks ______Morethan 1 day per 2 weeks

_____ Occasiondly(i.e., Project Nature)

2. Specify tota numbers of Military Reserve telecommuters by the indicated categories:
__1day per 2weeks ______ Morethan 1 day per 2 weeks

Occasiondly(i.e., Project Nature)



