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SMALL PASSENGER VESSEL SPECIAL BULLETIN 02-03

SECURITY REGULATIONS UPDATE

 

Background:  On November 25, 2002, President Bush signed into law the Maritime Transportation Security Act (MTSA).  The MTSA required the Coast Guard to implement and enforce the Port Security section of the Act.  On July 1, 2003 the Coast Guard published in the Federal Register a series of six interim rules consisting of Implementation of National Maritime Security Initiatives; Area Maritime Security; Vessel Security; Facility Security; Outer Continental Shelf Security; and Automatic Identification System (AIS).  These rules are effective until November 25, 2003 or until replaced by a final rule codified in the new subchapter H of Title 33 of the Code of Federal Regulations.

Summary:   These new security regulations will have an impact on many members of the local marine industry including certain small passenger vessels, barges, towing vessels and certain commercial fishing vessels.  The new rules mandate certain vessel owners to conduct security assessments and develop security plans for their vessels.  These vessel security plans must be submitted to the Marine Safety Center (MSC) by December 29, 2003. It also mandates that the vessels shall be in compliance with their approved security plan by June 30, 2004.  Additionally, facilities that receive vessels certified to carry more than 150 passengers must submit to the Captain of the Port (COTP) a Facility Security Plan by December 29, 2003 and be operating in compliance with the approved plan by June 30, 2004.  Furthermore, the rules mandate certain vessels to carry Automatic Identification System (AIS) electronic equipment by July 1, 2004.  See the references below for additional requirements.

References:  The following web-links are to the Federal Registers where the interim rules are published.  Additionally, below are links to NVIC’s concerning Vessel and Facility Security.

· National Maritime Security Initiatives: 

http://a257.g.akamaitech.net/7/257/2422/14mar20010800/edocket.access.gpo.gov/2003/pdf/03-16186.pdf
· Vessel Security (33 CFR 104, 160 and 165.  46 CFR 2, 31, 71, 91, 115, 126 and 176):

http://a257.g.akamaitech.net/7/257/2422/14mar20010800/edocket.access.gpo.gov/2003/pdf/03-16188.pdf
· Automatic Information System, AIS (33 CFR 26, 161, 164 and 165):

http://a257.g.akamaitech.net/7/257/2422/14mar20010800/edocket.access.gpo.gov/2003/pdf/03-16191.pdf
Facility Security (33 CFR 105):

http://a257.g.akamaitech.net/7/257/2422/14mar20010800/edocket.access.gpo.gov/2003/pdf/03-16189.pdf
· Security guidelines for facilities, NVIC 11-02:   http://www.uscg.mil/hq/g-m/nvic/11-02.pdf 

Security guidelines for vessels, NVIC 10-02:     http://www.uscg.mil/hq/g-m/nvic/10-02.pdf

Points of Contact:  For more information contact Lieutenant David O’Connell or Mr. Terrence McGuigan at (310) 732-2060.  For Facility Security Plans:  Ensign Tony Migliorini (310) 732-7380.

SUMMARY OF SECURITY REQUIREMENTS*

*This summary is not complete.  We encourage all mariners and other persons involved in marine security and the operation of these vessels to read the applicable interim rule for details.

I.   VESSEL SECURITY,  33 CFR Part 104

Applicability:   33 CFR 104.105.  The following vessels must have vessel security plans.

(1)  Mobile Offshore Drilling Unit (MODU), cargo, or passenger vessel subject to the International 
      Convention for Safety of Life at Sea, 1974, (SOLAS);

(2)  Foreign commercial vessels greater than 100 gross register tons not subject to SOLAS;

(3)  Commercial vessels greater than 100 gross register tons subject to 46 CFR Subchapter I, except 
      commercial fishing vessels inspected under 46 CFR part 105;

(4)  Vessel subject to 46 CFR Subchapter L (Offshore Supply Vessels);

(5)  Passenger vessel subject to 46 CFR Subchapters H or K (150+ people);

(6)  Other passenger vessel carrying more than 12 passengers that is engaged on an international voyage;

(7)  Barges subject to 46 CFR Subchapters D or O;

(8)  Barges subject to 46 CFR Subchapter I that carries Certain Dangerous Cargoes in bulk, or that is 
      engaged on an international voyage;

(9)  Tankships subject to 46 CFR Subchapters D or O; and

(10) Towing vessels greater than 8 meters in registered length that is engaged in towing a barge or barges 
        subject to this part.

Personnel:  Owner or operator:  Must ensure that the vessel operates in compliance with all requirement of the new 33 CFR 104.   He must also designate in writing a Company Security Officer (CSO) and a Vessel Security Officer (VSO) for each vessel.  33 CFR 104.200 defines specific owner/operator responsibilities.

Company Security Officer (CSO):  33 CFR 104.210 describes the CSO’s, qualification, training and responsibility.  Most importantly the CSO must ensure that:

· A Vessel Security Assessment is conducted

· A Vessel Security Plan is developed, approved and maintained

Vessel Security Officer (VSO):  33 CFR 104.215 describes the VSO’s, qualification, training and responsibility.  Most importantly the VSO must:

· Implement the Vessel Security Plan

· Ensure adequate training is provided to vessel personnel

· Ensure the vessel is operating in compliance with the plan

Vessel Assessments 33 CFR 104.305:  (a) Vessel owner/operator must ensure that the person conducting the Vessel Security Assessment (VSA) is provided with background information regarding vessel layout, procedures and operations.

(b) Ensure an on-scene survey for each vessel is conducted.

(c) The CSO must analyze the vessel background information, the on-scene survey and requirements of this part and provide recommendations for security measures the vessel should include in the Vessel Security Plan (VSP).

(d) A written VSA report must be included as part of the VSP.

 Assessment Tools 33 CFR 101.510:  (a) DHS/TSA’s vulnerability self-assessment tool located at http://www.tsa.gov/risk.

(b) USCG assessment tools located at http://www.uscg.mil/hq/g-m/nvic.  See NVIC’s titled “Security Guidelines for Vessels” NVIC 10-02 and “Security Guidelines for Facilities,”  NVIC 11-02.
Vessel Security Plan (VSP):    Must address all of the issues listed in 33 CFR 104.405.

Compliance Dates:

1. By December 29, 2003 a VSP including VSA must be submitted to Marine Safety Center (MSC), 400 Seventh Street, S.W., Room 6302, Nassif Building, Washington D.C. 20590.

2. Waivers (§104.230) and Alternative Security Programs (§104.140) must be submitted by above date.

3. By June 30, 2004 Vessels must be operating in compliance with their VSP. 

II.   AUTOMATIC IDENTIFICATION SYSTEM (AIS),  33 CFR Parts 26, 161, 164 and 165

Applicability and Compliance dates:  33 CFR 164.46

The following vessels must have an installed, operational AIS:

(1) Self propelled vessels 65 feet or more in length engaged in commercial service (including fishing vessels) and on an international voyage, not later than December 31, 2004.

(2) Vessels subject to the International Convention for Safety at Life at Sea, 1974, (SOLAS) as 
amended, that are on an international voyage must also comply with SOLAS, chapter V, as 
amended by SOLAS Amendments and Conference resolution (Incorporated by reference, see 164.03):

(3) The following vessels, transiting the Los Angeles/ Long Beach Vessel Movement Reporting System Area (The navigable waters within 25 nautical mile radius of Point Fermin Light (33-42.3N, 118-17.6W), no later than July 1, 2004.

· Each self-propelled vessel of 65 feet or more in length, engaged in commercial service;

· Each towing vessel of 26 feet or more in length and more than 600 horsepower;

· Each vessel of 100 gross tons or more carrying one or more passengers for hire; and

· Each passenger vessel certificated to carry 50 or more passengers for hire.

III.   FACILITY SECURITY,  33 CFR Part 105

Facility (definition):  Means any structure or facility of any kind located in, on, under, or adjacent to any waters subject to the jurisdiction of the U.S. and used, operated or maintained by a public or private entity, including any contiguous or adjoining property under common ownership or operation.
Facility Security Plans (FSP):  Facilities that receive vessels certified to carry more than 150 passengers must have a FSP.  See 33 CFR 105(a)(2).

Owner Operator Responsibilities:

· Designate a Facility Security Officer;
· Ensuring a Facility Security Assessment is conducted;
· Develop and submit for approval a Facility Security Plan;
· Operating the facility within the approved Plan;
· Implementing additional security required by the changes in MARSEC levels;
· Report all breaches of security and security incidents.
Compliance Dates:  33 CFR 105.115

· On or before December 29, 2003 each facility owner or operator must submit to the Captain of the Port (COTP) a FSP for approval.

· On or before June 30, 2004 each facility owner must be operating in compliance with their approved FSP.
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