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House of Representatives

PERMISSION TO OFFER AMEND-
MENT NO. 3 OUT OF ORDER AND
LIMITING DEBATE ON AMEND-
MENT NO. 3 DURING CONSIDER-
ATION OF H.R. 5005, HOMELAND
SECURITY ACT OF 2002

Mr. ARMEY. Mr. Speaker, I ask
unanimous consent that during consid-
eration in the Committee of the Whole
of H.R. 5005 pursuant to House Resolu-
tion 502, the gentleman from California
(Mr. WAXMAN), or his designee, be per-
mitted to offer amendment numbered 3
in House Report 107-615 out of the spec-
ified order, to be offered at a time des-
ignated by the chairman of the Select
Committee on Homeland Security pur-
suant to section 4 of House Resolution
502 and that debate on such amend-
ment be limited to 20 minutes.

The SPEAKER pro tempore (Mr.
SWEENEY). Is there objection to the re-
quest of the gentleman from Texas?

Ms. PELOSI. Mr. Speaker, reserving
the right to object, I have a question
for the leader. Mr. Leader, is it my un-
derstanding that the Waxman amend-
ment, No. 94, which you just sought
unanimous consent to roll until tomor-
row with the debate and the vote,
would be taken up as the first amend-
ment tomorrow when we come into the
House?

Mr. ARMEY. That would be fine with
this gentleman. I would think if the
gentleman from California (Mr. WAX-
MAN) is ready, of course, to begin, we
would naturally want to take our
votes, I think, to kind of get everybody
in the body get things going and then

move forward with the Waxman
amendment.
Ms. PELOSI. I thank the distin-

guished leader.

Mr. Speaker, I withdraw my reserva-
tion of objection.

The SPEAKER pro tempore. Is there
objection to the request of the gen-
tleman from Texas?

There was no objection.

ANNOUNCEMENT REGARDING CON-
FERENCE REPORT ON BANK-
RUPTCY BILL

Mr. ARMEY. Mr. Speaker, members
of the bankruptcy conference should
proceed to H-219 to sign the signature
sheets before they retire for the
evening. And may I reiterate to our
Members, there will be no more re-
corded votes tonight. Those Members
who wish to participate in the general
debate and in the amendments through
amendment No. 23 will want to stay
here for that participation and that de-
bate.

———

GENERAL LEAVE

Mr. ARMEY. Mr. Speaker, I ask
unanimous consent that all Members
may have 5 legislative days within
which to revise and extend their re-
marks and include extraneous material
on H.R. 5005, the Homeland Security
Act of 2002.

The SPEAKER pro tempore. Is there
objection to the request of the gen-
tleman from Texas?

There was no objection.

——
[ 2030

HOMELAND SECURITY ACT OF 2002

The SPEAKER pro tempore (Mr.
SWEENEY). Pursuant to House Resolu-
tion 502 and rule XVIII, the Chair de-
clares the House in the Committee of
the Whole House on the State of the
Union for the consideration of the bill,
H.R. 5005.

IN THE COMMITTEE OF THE WHOLE

Accordingly, the House resolved
itself into the Committee of the Whole
House on the State of the Union for the
consideration of the bill (H.R. 5005) to
establish the Department of Homeland
Security, and for other purposes, with
Mr. LAHOOD in the chair.

The Clerk read the title of the bill.

The CHAIRMAN. Pursuant to the
rule, the bill is considered as having
been read the first time.

Under the rule, the gentleman from
Texas (Mr. ARMEY) and the gentle-
woman from California (Ms. PELOSI)
each will control 45 minutes.

The Chair recognizes the gentleman
from Texas (Mr. ARMEY).

Mr. ARMEY. Mr. Chairman, I yield
myself 5 minutes.

Mr. Chairman, as Ronald Reagan
once said, ‘‘History teaches that wars
begin when governments believe the
price of aggression is cheap.”

President George W. Bush has heeded
this call. He has asked us to undertake
the most significant transformation of
our government in half a century. If we
are to do this, it is essential that we
understand why it is necessary to do
so0. We must start with a precise under-
standing of why an enormous trans-
formation of our government is re-
quired.

Mr. Chairman, the world has
changed. It is a much different world
than it was in 1947 when the last trans-
formation of our government took
place. It is a far different place than it
was a mere 10 months ago. Our place in
the world stage will never be as we
have known it.

Mr. Chairman, what will it take to
defend freedom under such cir-
cumstances? As the greatest, most free
Nation the world has ever known, how
do we protect our citizens and our cul-
ture from the forces who hate us? Do
we lock up our doors and bar the win-
dows? Are we perhaps in danger of sac-
rificing our liberty in the name of secu-
rity?

The answer is that we are here today
to act to defend individual liberty as
much as we are here to defend personal
safety. The enemies we now face take
advantage of our free society to de-
stroy us. They do so precisely because
they hate the idea that we have the
ability to choose for ourselves. We can-
not grant them the victory they seek
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by relinquishing our freedoms or clos-
ing our society.

This is an enemy not constrained by
traditional borders. It is not con-
strained by any moral compass that
distinguishes between the lives of civil-
ians, women and children. To fight
such an enemy, new solutions are re-
quired.

Here at home, the need for new solu-
tions is great. Our ability to deal with
foreign terrorists remains limited.
Many of our security resources are
scattered, our technology is outdated
on too many occasions, and the mis-
sions of our agencies on the front lines
of terrorism are unfocused. This, Mr.
Chairman, makes us vulnerable. As
long as we are vulnerable, our enemies
will believe the price of aggression is
one they can afford.

We cannot allow ourselves to forget
just how real the threat has become.
Although we may find ourselves safe
while terrorist cells are confused and
on the run, our short-term success
should not inspire complacency. In this
battle, time is of the essence. We must
not take any more time than is abso-
lutely necessary to do this job and to
do it right.

The enemies of freedom present a
great challenge to our society. Our re-
sponse must be even greater. They
must not win.

Let me close by recalling the words
of our Founders. They remind us that
the government was established, Mr.
Chairman, if I may quote from what I
consider the single greatest sentence
ever written about America, the first
sentence in the preamble to the Con-
stitution, we are told by our Founding
Fathers that our purpose is ‘“‘to provide
for the common defense, promote the
general welfare and,” Mr. Chairman,
“to secure the blessings of liberty to
ourselves and our posterity.”

We are here tonight to heed these
words. We all share an important mis-
sion, a common mission. Let us work
together to make freedom secure as we
cast our vote today.

Ms. PELOSI. Mr. Chairman, I yield
myself such time as I may consume,
not to exceed 6 minutes.

Mr. Chairman, the preamble to the
Constitution that the distinguished
majority leader just quoted tells us
that providing for the common defense
is a primary role of our government,
and every elected official takes an oath
to protect and defend the Constitution.
Clearly our Founding Fathers knew
that we could do both, defend our coun-
try and protect our liberties.

I want to say at the outset, I want to
commend the distinguished majority
leader for his vigilance, indeed, his
leadership, in protecting our civil lib-
erties in this bill.

For example, I am pleased that he re-
jected the so-called TIPS program,
which would have Americans reporting
on Americans. Throughout the debate,
throughout the hearings, throughout
the markup, he was, as I say, ever-vigi-
lant and a leader in protecting civil
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liberties. I want to make that point of
commendation and congratulations to
the leader at the outset.

We agreed on many things in the bill,
but not everything; and I wanted to
commend the gentleman for a very im-
portant value that all of us in this body
share, and many Americans are con-
cerned about at this time.

Thank you, Mr. Leader.

Mr. Chairman, on September 11, the
American people suffered a serious
blow, the intensity of which we will
never forget. Out of respect for those
who died and their loved ones, we have
a solemn obligation to work together
to make our country safer. For some of
the families of victims, the sound of a
plane flying overhead fills them with
terror. Indeed, any warning of a pos-
sible terrorist act intensifies their
grief.

As the senior Democrat on the Per-
manent Select Committee on Intel-
ligence, and as the distinguished chair-
man presiding, where he also serves, we
know full well the dangers our country
faces from the terrorists. We have be-
fore us today a historic opportunity to
shape a Department of Homeland Secu-
rity that will make the American peo-
ple safer, while also honoring the prin-
ciples and freedoms of our great Na-
tion.

Unfortunately, we do not have a bill
before us today that measures up to
the challenge of protecting the Amer-
ican people in the best possible way.
There are serious problems with the
bill in its current form.

For example, out of the blue, the Re-
publicans attempted to remove alto-
gether the deadline for installation of
devices to screen baggage for explo-
sives. When that failed, they needlessly
extended the deadline.

Then, ignoring the bipartisan rec-
ommendations of the Committee on
Government Reform, the Republican
bill weakens good government laws and
civil service protections. By doing so,
it invites problems of corruption, fa-
voritism, and low morale that were the
reasons that the civil service was es-
tablished in the first place. Civil serv-
ice is a backbone of a democratic gov-
ernment. We must preserve it.

The bill before us also ignores the bi-
partisan agreement on liability and in-
stead inserts a provision so unprece-
dented in its sweep that it prompted
the Reserve Officers Association of the
United States to write yesterday to the
gentleman from Texas (Mr. ARMEY),
“This is not the time to immunize
those who risk the lives of innocent
American troops through willful mis-
conduct.”

As for the Department itself, it is a
1950s version of the bureaucracy. I had
hoped that we could set up a Depart-
ment that would be lean and agile and
of the future, that would maximize the
use of technology, that would cap-
italize on the spirit of innovation and
new technologies. But, sadly, it does
not.

Instead, we have, as I say, this bloat-
ed 1950s Dbureaucratic Department
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which the General Accounting Office
says will take between 5 and 10 years
for the Department to be up and run-
ning, and, in its current form, will cost
$4.5 Dbillion, says the Congressional
Budget Office, to set up.

Certainly we will pay any price to
protect the American people, but there
appears to be an opportunity to cost
$4.5 billion just on management and re-
arranging Departments, money better
spent on truly protecting the American
people.

Mr. Chairman, tonight we will have
bipartisan amendments to correct the
problems in this bill. Unfortunately,
though, the rule did not allow us to
bring the DeLauro amendment to the
floor. That amendment would have pre-
vented those irresponsible businesses
that choose profit over patriotism by
fleeing into the Bermuda Triangle,
going offshore to avoid taxes needed to
pay for the war on terrorism. Instead,
they are trying to cash in on that war.
We had hoped we could have an amend-
ment that would prevent that from
happening.

I look forward to the debate and hope
that bipartisanship will prevail so that
we can vote with pride in the new De-
partment. That bipartisanship will be,
as I say, in the form of amendments
which have come from the standing
committees, in most cases by unani-
mous vote, certainly bipartisan; and
hopefully the House will work its will
in support of bipartisanship.

Mr. Chairman, as we debate the bill
tonight, we are on hallowed ground,
ground broken on September 11. We
must do our very best in memory of
those who died and as a comfort to
their loved ones. In that spirit, I thank
the chairman.

Mr. Chairman, I reserve the balance
of my time.

Mr. ARMEY. Mr. Chairman, I yield 3
minutes to the distinguished gen-
tleman from Texas (Mr. THORNBERRY),
one of the true entrepreneurs and
innovators in homeland defense in this
body.

(Mr. THORNBERRY asked and was
given permission to revise and extend
his remarks.)

Mr. THORNBERRY. Mr. Chairman, I
thank the majority leader for yielding
me time.

Mr. Chairman, since the end of the
Cold War, there have been some dis-
turbing trends. One is that chemical,
biological, nuclear and radiological
weapons are spreading to more and
more nations and more and more
groups. In addition to that, more and
more nations and more and more
groups are hostile to the United States
and will seem to stop at nothing to at-
tack us. Study after study recognized
our vulnerability and urged us to act,
and yet it has taken September 11 to
give that impetus, to force us to act,
and tonight we are acting in important
ways.

It is true that organizational reform
does not solve all of our problems. We
still have to have the best people, we
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still have to have resources, we have to
give the right authorities. But as the
Deutsch Commission found, a cardinal
truth of government is that policy
without proper organization is effec-
tively no policy at all. That is why this
organization is important. It does not
guarantee success; but without it, we
can guarantee failure.

What we found when we tried to pro-
tect our people is dozens of different
agencies scattered across Departments
all around the government. So the idea
was if we can bring some of those key
Departments and agencies together
under one umbrella, with one chain of
command, they will work better to-
gether and we will be safer.

Under this legislation, one piece re-
lates to information, so all the
cyberterrorism offices scattered
around the government will be brought
together and will work together. There
is a science and technology section
where several of the offices around the
government will be brought together to
identify, develop, and then field tech-
nologies that will keep us safer.

The third element is transportation
and infrastructure. Ninety percent of
the people in the new Department will
be devoted to border and transpor-
tation security. If somebody thinks
that this new Department is bloated,
they are going to have to get rid of
some of the people on our borders; and
I do not think many of us will want to
do that.

This brings together Border Patrol,
Customs, Coast Guard and Agriculture
inspectors, so they actually have the
same chain of command. They can ac-
tually use the same equipment under
the same regulations and working to-
gether have better border security.

A fourth element is emergency pre-
paredness and response. Building upon
the strengths of FEMA with its re-
gional offices all around the country,
this will be the key conduit of commu-
nication and training and planning and
grants for local responders, and they
all support this reorganization.

Mr. Chairman, the world has changed
a lot in the last 10 years, and our gov-
ernment institutions must evolve and
change in order to meet this new chal-
lenge. But this new Department also
has to have the tools to meet that
challenge, and that is why some of the
amendments that we are going to con-
sider, giving them the tools, the man-
agement flexibility, for example, to
hire computer experts away from Sil-
icon Valley, are so important.

0 2045

This bill is not perfect, but it makes
us safer and it should be supported.

Mr. Speaker, over the past several
days, I have distributed to our col-
leagues a series of questions and an-
swers about creating a Department of
Homeland Security. I am including
copies of them in the RECORD at this
point because they reflect a number of
the issues which have been raised
about this proposal and some of the
reasons we should support it.
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ESTABLISHING A DEPARTMENT OF HOMELAND
SECURITY

QUESTION 1: WHERE DID THIS IDEA COME FROM?

It has been said that the idea of consoli-
dating a number of government agencies into
a new Department of Homeland Security was
hatched in secret in the middle of the
night—and now we’re being asked to vote on
it less than 2 months after it was first pro-
posed.

Not true. Here are the facts.

As far as I know, the idea to create a new
Department of Homeland Security from
some of the dozens of different offices and
agencies scattered around the Government
springs from the U.S. Commission on Na-
tional Security/21st century, popularly
known as the Hart-Rudman Commission.
This bipartisan Commission was established
by Congress in 1997 and was charged with un-
dertaking a broad, in-depth study of Amer-
ica’s national security challenges over the
next 25 years.

The quality and experience of those serv-
ing on the Commission was extraordinary.
The Commission also had a top rate staff.

The Commission issued three reports—one
on the threats we face, one on an overall
strategy, and finally one with specific rec-
ommendations about what should be done.
Overall, they spent 3 years carefully looking
at the world and our role in it and concluded
that ‘‘security of the American homeland
from the threats of the new century should
be the primary national security mission of
the U.S. Government.” (Just to show you the
breadth of the study, their second rec-
ommendation dealt with the adequacy of our
math and science education.)

The Commission unanimously rec-
ommended the creation of a new Department
of Homeland Security to consolidate border
security agencies, cyber terrorism offices,
and emergency response organizations, such
as FEMA. Their final report was issued pub-
licly on February 15, 2001.

(In fairness, a number of other commis-
sions in recent years, such as the Marsh
Commission (1997), the Deutsch Commission
(1999), the Bremer Commission (2000), and the
Gilmore Commission (2001), reached similar
conclusions about the importance of reorga-
nizing the Government for homeland secu-
rity. Many of the principles and suggestions
from them were also in the Hart-Rudman re-
port or have been incorporated into the var-
ious proposals.)

On March 21, 2001, 1 introduced H.R. 1158,
to implement the Hart-Rudman rec-
ommendation and create the new Depart-
ment. The Government Reform Committee,
as well as other committees, held hearings
on this issue.

After September 11, a number of other pro-
posals were introduced in Congress, and, of
course, President Bush appointed Governor
Ridge to head a Homeland Security Office in
the White House.

Earlier this year, a bipartisan group of
House and Senate Members introduced a re-
vised proposal, H.R. 4660, to create a Depart-
ment of Homeland Security. This bill was in-
troduced by Ms. Harman, Ms. Tauscher, Mr.
Gibbons, and me, and was cosponsored by 40
Members. In the Senate, it was S. 2452 by
Senators Lieberman, Specter, and Graham.
A number of additional hearings were held
on these and other proposals. The Senate bill
was reported out of the Government Reform
Committee on May 22, 2002. The President
announced his proposal on June 6, 2002.

In sum, several years of study and work—
inside the Congress and out—have gone into
this idea. I recommend that you or your staff
take a look at the Hart-Rudman report,
which set forth the problems and some solu-
tions well before September 11. A complete
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copy of the report can be found at http:/
WWW.NSsg.gov.
QUESTION 2: NOW DOES CREATING A NEW
DEPARTMENT MAKE US SAFER? [PART 1]

Now that you know where the idea came
from (see Question 1), let’s get right to the
heart of the matter: How does this proposal
help make us safer? After all, that is what
really matters.

One way a Department of Homeland Secu-
rity can make us safer is by bringing to-
gether under one umbrella and one chain of
command many of the government agencies
responsible for homeland security. The Hart-
Rudman Commission found more than 40
government entities with some responsi-
bility for homeland security. After Sep-
tember 11, the Administration said that it is
more like 100. There is no way that many or-
ganizations spread all around the Federal
Government can effectively work together.
Their efforts are, at best, fragmented and du-
plicative, or, at worst, they are at cross-pur-
poses.

The new Department of Homeland Security
would bring together those various entities
that deal with border security, cyber ter-
rorism, emergency response, and counter-
measures for chemical, biological, nuclear,
and radiological weapons. Only by bringing
them together under one chain of command
can they be as effective as we need them to
be.

Let’s take border security as one example.
Currently, at our borders we have the Border
Patrol, part of the Immigration and Natu-
ralization Service, which is in the Depart-
ment of Justice. We also have the Customs
Service, which is a part of the Department of
the Treasury. We also have the Coast Guard,
an entity within the Department of Trans-
portation, along with the new Transpor-
tation Security Administration (inter-
national airports are like borders). We also
have inspectors from the Department of Ag-
riculture’s Animal and Plant Health Inspec-
tion Service stationed at the border to keep
out plant and livestock diseases. All of those
entities have different bosses, different
equipment, and even different regulations
that govern them. No one person or entity, is
in charge,

As a side note, over 90 percent of the per-
sonnel who will be in the new Department of
Homeland Security will be from existing
agencies charged with border and transpor-
tation security.

As Leon Panetta has said, without ‘‘direct
line authority over the policies and funding
of the agencies involved, it will be very dif-
ficult to control and coordinate their ef-
forts.” One chain of command, with direct
control over budgets, is required to make
sure that all of the communications equip-
ment is compatible; to make sure that the
dozen or so databases these agencies have
can be shared; to have clear; consistent regu-
lations and procedures for border inspec-
tions, and to have clear, reliable communica-
tions with other government agencies.

Control over our borders is essential to
protecting our homeland. We must have
those organizations and individuals respon-
sible for border security be as effective as
possible. That means they must operate as
one integrated, seamless unit. They must
have one coach, one playbook, and one quar-
terback. No team can be effective without a
clear chain of command and clear direction.

Another important consideration is that
first responders need one federal contact
rather than five or 40. Local officials have re-
peatedly expressed frustration at not know-
ing which federal agency has the lead and at
not knowing who to call in an emergency.
This plan would give them one phone num-
ber, rather than a phone book.
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Now, of course, organizational reform is no
silver bullet. We still need more top quality
people to manage our borders. We still need
the best technology we can field quickly. We
still need to review our immigration and
other laws. But all of those resources and ef-
forts will not be as effective as they could be
without the right organizational structure
to get the most out of them.

The Deutsch Commission report said that
““a cardinal truth of government is that pol-
icy without proper organization is effec-
tively no policy at all.” President Eisen-
hower believed that ‘‘the right system does
not guarantee success, but the wrong system
guarantees failure. A defective system will
suck the leadership into its cracks and fis-
sures, wasting their time as they seek to
manage dysfunction rather than making
critical decisions.”

Homeland Security is too important to
have anyone ‘manage dysfunction.” We need
the best odds we can get in order to protect
our people.

QUESTION 3: HOW DOES CREATING A NEW
DEPARTMENT MAKE US SAFER (PART 21)

Consolidating existing agencies into a new
Department of Homeland Security can help
make us safer by integrating the work of
those agencies into one seamless unit. But it
can help make us safer in other ways, too.

One way is by making homeland security a
higher priority in the day-to-day operations
of the federal government. Today, no federal
department has homeland security as its pri-
mary mission. Rather than dozens of dif-
ferent agencies with some homeland security
duties, we should have:

One department whose primary mission is
to protect the homeland;

One department to secure borders, ports,
modes of transportation and critical infra-
structure;

One department to coordinate communica-
tions with state and local governments, pri-
vate industry, and the American people;

One department to help train and equip
first responders; One department to focus re-
search and development and swift fielding of
technology;

One department with a seat at the Cabinet
table and considerable bureaucratic weight
in the inevitable battles over turf and
money.

Many of the agencies with responsibility
for homeland security are in departments
that have other, very different missions. To
continue with the example of border secu-
rity, the Customs Service is in the Depart-
ment of the Treasury, whose primary mis-
sion is managing the financial affairs of the
country. Indeed, the primary mission of the
Customs Service for much of our history was
to enforce trade laws and collect tax revenue
to help run the government. And it still
needs to do that. But even more important
to the country today is the Custom Service’s
responsibility to keep chemical, biological,
nuclear, and radiological weapons out of the
country. In light of this new, higher priority
which we must all give to homeland secu-
rity, the Customs Service should be moved
into a Department whose primary mission is
consistent with that responsibility.

We could go through similar reasoning
with the other agencies charged with border
and transportation security. Some of them
have other important missions besides home-
land security which they must perform—the
Coast Guard, for example—but if we look at
the overall needs and priorities of the coun-
try, homeland security must have a greater
emphasis. The consequences of not putting
homeland security at the top of the list of
priorities could certainly be catastrophic.

Another way that the new Department can
make us safer is by helping set priorities
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within the homeland security mission. We
could spend the whole federal budget on
homeland security and still not be 100 per-
cent safe. We have to look at our
vulnerabilities and set priorities, placing
more resources and attention in one area and
less in another. That becomes very hard to
do when the agencies charged with setting
priorities and taking steps to reduce them
are scattered around the government.

For border security, what is more impor-
tant: more people or more technology? What
if the Border Patrol decides to emphasize one
but Customs decides to emphasize the other?
Naturally, Congress plays a key role in sort-
ing out what is more important and what is
less, but the Executive Branch must have
one coherent, integrated decision process in
order to be effective.

In sum, creating a Department of Home-
land Security makes us safer by helping
make homeland security a higher national
priority and by making our homeland secu-
rity efforts more effective. It is no magic an-
swer, but given all that is at stake, every
added measure of security counts.

QUESTION 4: HOW GOES THIS REORGANIZATION
AFFECT EMERGENCY RESPONDERS?

If anyone needed a reminder that local
emergency responders are at the forefront of
our homeland security efforts, September 11
taught us that lesson in ways we will never
forget. Local police, firefighters, and emer-
gency medical personnel were first on the
scene, and they will always be the first to re-
spond to any terrorist attack.

Local law enforcement are also essential
to preventing terrorist attacks. When intel-
ligence information is received about a
threat to shopping malls, for instance, it is
the local police that will be on higher alert
and try to stop an attack.

However we reorganize federal agencies,
empowering first responders is tremendously
important to making the country safer. Or-
ganizations representing them, such as the
International Association of Chiefs of Police
and the International Association of Fire
Chiefs, support creation of a new Depart-
ment of Homeland Security for very good
reasons.

It will provide a ‘‘one-stop shop’ for state
and local officials. I suspect we have all
heard from frustrated local officials who
need help in finding the appropriate federal
office to deal with some problem. Rather
than have a whole directory of phone num-
bers of federal agencies, local officials will
have one number to call.

In addition, the Department will build
upon the strengths of FEMA, including its
existing structure with ten regional offices
across the country and its close working re-
lationships with state and local officials.

Building upon that foundation, the new
Department will administer grants to help
cities and counties acquire needed equip-
ment. It will help provide and set the stand-
ards for needed training, consolidating sev-
eral programs with similar missions. It will
assist communities in planning for emer-
gencies. Perhaps most importantly, it will
provide the primary channel of communica-
tion between the federal government and
state and local governments on homeland se-
curity—communication that will go both
ways.

For instance, if the Department receives
information that shopping malls may be a
target of attack, it will communicate with
the appropriate state and local officials. On
the other hand, if several local police depart-
ments notice a suspicious pattern of behav-
ior, they could communicate their concerns
to the Department, and the Department may
take some action. Providing a regular chan-
nel of communication between state and
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local officials and the federal government
will be one of the most important functions
of the Department of Homeland Security.

Helping coordinate and provide standards
among local responders is another. We have
learned that communication difficulties
were a key problem on September 11. Helping
to ensure that all of the emergency respond-
ers in a metropolitan area have compatible
communication equipment, for example, will
be an important benefit, not just for ter-
rorist attacks, but for emergency response
and law enforcement activities of all kinds.

The Department of Homeland Security will
empower these local heroes by helping them
do their jobs and by being their champion in
the federal government. All of our commu-
nities will be safer as a result.

QUESTION 5: HOW DO WE KNOW IF THE AGENCIES
BEING MOVED WILL STILL PERFORM THEIR
OTHER MISSIONS?

Our federal government is big and complex,
and a number of government agencies have
multiple missions. We expect FEMA to re-
spond to a disaster, whether it is caused by
a hurricane or a terrorist. We expect the
Coast Guard to perform search and rescue,
protect our maritime resources, and guard
our coastline. No cabinet department has
perfectly clean lines.

Yet, the way we organize ourselves does
say something about what we think is im-
portant. And given the changes in the world
and in technology, we have to put greater
focus on protecting Americans here at home.
But what about all of those other jobs?

Sometimes it is relatively easy to split an
organization. For example, the Animal and
Plant Health Inspection Service (APHIS) has
a section which helps provide border secu-
rity. Other sections are devoted to tasks in-
side the United States. It is possible, and
preferable, to move that portion of APHIS
which helps protect our border to the new
Department of Homeland Security while
leaving the rest of it at the Department of
Agriculture.

Other agencies are not so easily split. In
fact, the commandant of the Coast Guard
has said that dividing it would threaten its
ability to do any job properly.

The Hart-Rudman Commission called the
Coast Guard a ‘“‘model homeland security
agency given its unique blend of law enforce-
ment, regulatory, and military authorities
that allow it to operate within, across, and
beyond the U.S. border.” In fact, if you think
about it, the Coast Guard already has a num-
ber of varied missions that have little to do
with the primary focus of the Department of
Transportation. There is no reason it will
not continue to perform its many jobs, but
its critical role in protecting the United
States and its citizens will be enhanced.
(Note that the Coast Guard would be moved
in the new Department as a separate entity;
it would not be merged with other border se-
curity organizations.)

A number of the agencies moving into the
Department of Homeland Security will be in
an even better position to perform their
other duties. In order to fulfill its respon-
sibilities for homeland security, the Coast
Guard will need new ships and equipment.
Those same ships and aircraft are involved in
all of the Coast Guard’s tasks and will make
the entire organization stronger. It is also
more likely to get the additional resources it
needs as a part of the Department of Home-
land Security.

As part of the Department of Homeland Se-
curity, FEMA will be the critical link be-
tween the federal government and state and
local governments. It will provide grants,
conduct training, and be the pipeline for
communications up and down the line. Those
capabilities and those relationships, which
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will develop as a part of its homeland secu-
rity mission, will also enable FEMA to deal
even more effectively with natural disasters.

Another reason I feel confident that the
various components of the Department of
Homeland Security will perform their other
important missions is us—the Congress. We
provide their funds, and through oversight
and direction we can ensure that the impor-
tant needs of the country are met.

QUESTION 6: HOW MUCH WILL THIS NEW
DEPARTMENT COST?

With any significant proposal before Con-
gress, we face the issue of cost. In this case,
the Congressional Budget Office has esti-
mated that the President’s plan for a Depart-
ment of Homeland Security will cost about
$3 billion over five years. Some have mis-
interpreted this amount as the cost of the re-
organization. It is not.

In fact, the CBO report states that two-
thirds of their $3 billion estimate is for new
programs suggested by the President, such
as the National Bio-Weapons Defense Anal-
ysis Center, the new intelligence analysis
function, and other newly authorized activi-
ties. We may agree with the President’s rec-
ommendation to create these new programs,
but they are for new capabilities, not reorga-
nizing existing ones.

According to the CBO estimate, the cost of
consolidating agencies and providing cen-
tralized leadership, coordination, and sup-
port services in the new department is ap-
proximately $1 billion over five years. That
figure is an estimate based on the cost of ad-
ministering other, existing departments,
such as the Department of Justice. It does
not consider any cost savings from things
like consolidating overhead and support
services.

The President proposed a dramatic in-
crease in homeland security spending in his
budget for fiscal year 2003. He believes that
whatever start-up or transition costs there
may be can be accommodated within these
new, higher levels of spending.

We also have to look at the bigger picture,
however. Homeland security should not be
used as an excuse to justify new, unneces-
sary spending. There is no doubt we will be
spending significantly more money on real
homeland security, as we should. But, we
should also do everything we can to make
sure that the money is spent wisely and effi-
ciently. That is a primary purpose of the new
Department of Homeland Security and
should please even the most rigid budget
hawk.

QUESTION 7: HOW BIG SHOULD THE NEW
DEPARTMENT BE?

When the President first submitted his
proposal for a Department of Homeland Se-
curity, some complained that it was not big
enough because some essential agencies were
not included. Others have argued that it has
too many people and too many agencies,
that it needs to be ‘‘leaner and meaner.”’

What size is just right?

The short answer is that the new Depart-
ment should be whatever size it takes to do
the job. Obviously, we cannot put every func-
tion related to homeland security in one cab-
inet department. We have to choose what job
we need the Department to do and then give
the Department the agencies and tools it
needs to do it.

If we want the Department to be respon-
sible for border security, as most everyone
does, then it must have all of the border se-
curity agencies. Border and transportation
security will, in fact, be the largest compo-
nent of the new Department. About 90 per-
cent of the employees of the Department of
Homeland Security will be in that section.
To significantly reduce the size of the De-
partment, you have to either leave one of the
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border agencies out or you have to have
fewer people on the border. Neither of those
options makes us safer.

Most agree that the new Department
should take the lead on cyber security. If so,
it needs to have the entities in the federal
government which deal with that issue.

We all know that state and local emer-
gency responders are on the front lines of
homeland security and that we need to assist
them in doing their jobs. The new Depart-
ment not only can provide grants and train-
ing; it can also help ensure good communica-
tion among different levels of government
and even among various emergency respond-
ers. But, it needs to build upon the existing
FEMA structure and relationships to ‘‘hit
the ground running.”

It is important to remember that this reor-
ganization does not make government big-
ger. All of the people working for the Border
Patrol, Coast Guard, etc., will be federal em-
ployees—with or without this new Depart-
ment. The issue is not the size of the federal
workforce; it is how we can best organize
that workforce to protect our Nation.

Congressional oversight will be needed to
make sure that the bureaucracy inside the
new Department is truly ‘‘lean and mean’
and that resources go where they count the
most—on the ground at the front lines.

It boils down to this: we should look at
those areas important to homeland security
where the federal effort is fragmented, bring
them together under one chain of command,
and give them the tools they need to protect
the country—whatever size it takes to do the
job.

QUESTION 8: WHY HAS THE PRESIDENT ASKED

FOR MANAGEMENT FLEXIBILITY IN THE NEW

DEPARTMENT?

The President’s request for ‘‘management
flexibility”’ has been interpreted to mean a
number of things and raised many fears,
some unnecessarily. Here is where we find
ourselves:

Terrorists are always probing for weak-
ness. They are seeking out our
vulnerabilities. They are watching what we
do and adjusting their plans accordingly. We
have to be flexible and adaptable in order to
be successful. Unfortunately, those charac-
teristics are generally not found in govern-
ment organizations.

If we receive information that leads us to
believe that we should acquire a particular
vaccine in a hurry, we need to have a Depart-
ment that can do that, within limits, with-
out waiting on a bill from Congress or on ap-
proval of a reprogramming request. Some
funding flexibility will be especially impor-
tant during the transition phase of the new
Department.

We face even bigger challenges with peo-
ple. It takes far too long to hire qualified
personnel. It is very difficult today to reward
a federal employee who does an outstanding
job and wants to continue in the same posi-
tion. It is very difficult today to dismiss a
federal employee who does not do a satisfac-
tory job. Most managers simply try to shove
them out of the way.

To hire people with the background and ex-
perience we need to fight cyber attacks, the
federal government must compete with in-
dustry. The traditional civil service system
hinders our ability to do so. New incentives,
flexibility in hiring and firing, and greater
flexibility in hours and benefits will all help
us get and keep the top quality people we
need.

The new Department needs other kinds of
flexibility as well. Creating a new Depart-
ment in a time of war, merging various cul-
tures and organizations, and significantly in-
creasing the people and resources involved
will be a tremendous management challenge.

H5637

The new Secretary should have some ability
to reorganize inside the new Department as
developments warrant. He or she should also
have greater procurement and contracting
authority to help identify, develop, and then
field technology as rapidly as possible.

The President has been clear that he is not
trying to overturn federal employee protec-
tions in this bill. He is simply trying to give
the new Department every chance to work—
and so should we.

QUESTION 9: IF NOT THIS, WHAT?

Creating a new cabinet department, re-
aligning existing agencies, creating new ca-
pabilities to fight terrorism—it seems like a
lot in one bill. Understandably, some Mem-
bers are concerned that it is too much too
fast.

Well, what are our alternatives?

Of course, the easiest option is to leave
things as they are. We could reject the Presi-
dent’s proposal and assume that the best we
can do to keep our Nation secure is keep the
current system with dozens of different agen-
cies—each having some homeland security
responsibility.

Another option is to leave the various
agencies in their current departments but
look to a White House office to coordinate
their activities, using the Drug Czar as a
model. There is certainly a place for a White
House coordinator to help set govemment-
wide policies, in part because a number of
agencies involved with homeland security
will not be in the new Department. But, as
Tom Ridge has learned, a White House coor-
dinator is no substitute for a direct chain of
command with day-to-day operational con-
trol over—and responsibility for—key func-
tions. A coordinator and 100 people in the
White House cannot ensure that communica-
tions equipment is compatible, that data
bases are interoperable, or that every guard
at each border crossing follows the proper
procedures.

A third option is to move incrementally—
combine just two or three agencies, see how
that works, and leave the door open to add-
ing a few more down the road. Unfortu-
nately, we do not have the luxury of time be-
fore we act. We need safer borders today, and
the governmental entity charged with re-
sponsibility for our borders must have all of
the pieces of border security under one chain
of command. We need to strengthen federal
support for emergency responders today, and
we need better cyber security today. We can-
not wait.

We must avoid setting up the new Depart-
ment to fail. If we assign it the job of border
security but do not give it direct control
over all of the people and resources at the
border, it simply cannot be effective. Going
half-way is not fair to the employees in the
new agency or to the American people.

Just as when we looked at our welfare sys-
tem a few years ago, no one can credibly
argue that the present system is as good as
we can do. We must also resist the tempta-
tion to tamper around the edges in ways that
may score political points but not count for
much in dealing with future attacks. We
must do what is right.

QUESTION 10: HOW SHOULD I VOTE ON CREATING

THE NEW DEPARTMENT OF HOMELAND SECU-

RITY?

Over the past few days, I have tried to an-
swer some of the key questions and concerns
about the new Department of Homeland Se-
curity. If there is any additional information
I can provide, please let me or my office
know.

As we discuss and debate all of the details
involved in realigning so many government
agencies, we should also remember the big-
ger picture and what is at stake.

Our country was suddenly and savagely at-
tacked on September 11. Yet, we all recog-
nize that the horrible tragedy of that day
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may be only a taste of much greater tragedy
to come. I hope not. But I also know that
chemical, biological, nuclear, and radio-
logical weapons are spreading to more and
more nations and groups. I also know that
many of those nations and groups are hostile
to the United States and have little regard
for innocent human life.

As the Gilmore Commission has said: ‘“The
tragic attacks of September 11, 2001, the sub-
sequent anthrax attacks, and persistent
threats clearly demonstrate the importance
of continuing to prepare our nation to
counter more effectively the threats of ter-
rorism. These attacks underscore the ur-
gency by which we must act to implement
fully a comprehensive national approach to
preparedness.”’

September 11 must serve as our wake-up
call. We must act, and we should not be
timid about it. We will all be judged by the
adequacy of our response.

Unfortunately, it is always easier to at-
tack and criticize than it is to formulate spe-
cific proposals and take responsible action.
Some of the criticisms of creating the new
Department are genuine; others may be ex-
cuses to prevent reform. We cannot let turf
protection trump real security.

Of course, there are uncertainties with any
new endeavor. Even with perfect legislation,
the management of this new Department
will be an enormous challenge. And even if it
is managed perfectly, there are no guaran-
tees that future attacks will not be success-
ful. But, we must do everything we can to be
ready.

This reorganization will help us to be
ready and to be safer. But our work will not
end there. Everyone of us will have a con-
tinuing duty, through our committees and
individually, to pursue a host of issues re-
lated to homeland security.

We are at war. Many lives and our vital
freedoms are at stake. Those trying to hurt
us are always probing for vulnerabilities and
will stop at nothing, using any method of at-
tack they can get their hands on. We have no
silver bullets in this war. But it seems to me
that we owe the people we represent, those
who came before, and those who will come
after us our very best efforts to preserve and
secure this great country and its people.

Creating a Department of Homeland Secu-
rity will make us safer—not perfectly safe,
but safer. Please vote ‘‘yes’” on H.R. 5005.

Ms. PELOSI. Mr. Chairman, I am
pleased to yield 5 minutes to the gen-
tleman from New Jersey (Mr. MENEN-
DEZ), the vice chair of our Democratic
Caucus and a valued member of the Se-
lect Committee on Homeland Security.

(Mr. MENENDEZ asked and was
given permission to revise and extend
his remarks.)

Mr. MENENDEZ. Mr. Chairman, I
thank the gentlewoman for her leader-
ship on the Select Committee on
Homeland Security on our side of the
aisle in leading us on some of the key
issues that we wanted to pursue.

Mr. Chairman, in the work of secur-
ing the homeland, there are no Demo-
crats or Republicans, there are only pa-
triots. America has never been so pow-
erful. Our culture, our government, our
commerce, our ideals, our humanity,
virtually everything we do and all that
we stand for has a global reach that is
unprecedented in the history of civili-
zation. Yet, America has never been so
vulnerable as it was on September 11. I
will never forget that day; it will be
seared in my memory forever, that I
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visited Ground Zero at the World Trade
Center with the President and my col-
leagues from the tri-State area.

Winston Churchill once said, ‘“You
can always rely on America to do the
right thing, once it has exhausted the
alternatives.”

Let me suggest that the gravity of
the challenges we face in the wake of
September 11 impels us to prove
Churchill wrong on his latter senti-
ment. As we seek to protect the Amer-
ican people, as we work to establish
the new Department of Homeland Se-
curity, we must get this right the first
time.

Let us get this right for Kelly
Colasanti of Hoboken, New Jersey,
whose husband was killed in the attack
on the World Trade Center. Let us not
forget Kelly and the more than 100 con-
stituents from my congressional dis-
trict in northern New Jersey who were
killed, and all of the other victims of
the horrific attacks of September 11.

How we project American power
abroad determines our success as a
global power. It defines us in the eyes
of others. America now faces the awe-
some responsibility to protect her peo-
ple from terrorism.

How we project American power do-
mestically is an entirely different mat-
ter. The establishment of this new De-
partment will have profound implica-
tions. Let us keep that in mind as we
proceed to establish a very powerful
domestic security agency. Let us also
refrain from questioning or impugning
the motives of those who have a dif-
ferent view as to how we protect the
American people and, yes, American
workers.

Let me underscore a few items.

A Nation that can put a man on the
moon and lead the information age can
surely figure out a way to get the bomb
detection technology we need in just
400 airports. Secretary Mineta testified
before the Committee on Transpor-
tation and Infrastructure 2 days ago
that the TSA would meet the dead-
lines. He said the same before the Se-
lect Committee on Homeland Security.
The Department’s Inspector General
testified that it was premature to say
TSA would not be able to meet the
deadlines. As a Congress, we need to
speak with one voice that excuses and
delays will not be tolerated, and that is
why I will offer an amendment with
the gentleman from Minnesota (Mr.
OBERSTAR) to make sure the traveling
public keeps safe and we Kkeep the
TSA’s feet to the fire.

Secondly, the most glaring problem,
even crisis, I would say, with govern-
ment performance leading up to Sep-
tember 11 was an unacceptable lack of
coordination and information-sharing
among Federal intelligence and law en-
forcement agencies and between the
agencies and State and local authori-
ties, first responders, and the private
sector. This bill must include mecha-
nisms that guarantee that such coordi-
nation and information-sharing indeed
will occur. The minute that this De-
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partment goes on line, the new Sec-
retary should have, in real-time, all of
the intelligence and law enforcement
information that he or she needs. The
Chambliss-Shays-Harman-Menendez
amendment should be adopted.

Finally, Governor Ridge has repeat-
edly said that if the hometown is se-
cure, the homeland is secure. He is
right. After September 11, we are in a
new national security paradigm where
Main Street is the frontline. We must
fortify that frontline. We must provide
our first responders the resources,
training, and guidance they need to
protect America’s communities.

Now, we were asked repeatedly to
provide flexibility for the Secretary in
setting up this Department. As we pro-
vide some flexibility for the 107,000 em-
ployees about to be transferred by an
act of Congress to a new department,
homeland security should not mean the
insecurity of those employees.

Yes, life in America has forever
changed since September 11. Main
Street is now the frontline of a new
war. But American values have not
changed and must not change. We con-
tinue to value liberty and freedom and
justice and fairness. It is in that spirit
of providing for security and preserving
liberty that we will debate and offer
amendments towards this goal. To-
gether, together, I hope, if there are
open minds and open hearts, we can
provide for an even safer America, and
we can do it in a bipartisan way.

Mr. ARMEY. Mr. Chairman, I yield 4
minutes to the gentleman from Lou-
isiana (Mr. TAUZIN), the distinguished
chairman of the Committee on Energy
and Commerce.

Mr. TAUZIN. Mr. Chairman, I rise in
support of H.R. 5005 which represents
the President’s ambitious and historic
proposal to create the new Department
of Homeland Security. I believe the
President’s proposal represented a
great framework for congressional con-
sideration, but I think the majority
leader and the Select Committee on
Homeland Security chairman, the gen-
tleman from Texas (Mr. ARMEY), de-
serve so much better. He has really
done a yeoman’s job in not only build-
ing this program as the President re-
quested, but creating a much stronger
bill as a result of the way he has gone
about his work. His leadership and his
consultation with the committees of
jurisdiction has been tremendous, and I
know he has consulted so well with
those on the other side as we process
this bill.

I want to praise Governor Ridge and
the administration for their flexibility
and consideration of our concerns, and
I think we all owe him and his depart-
ment a debt of gratitude for the protec-
tion that he has given our country
since 9-11 and the work he is doing to
ensure homeland security as we go for-
ward.

Ever since the anthrax attacks in
this country, the threat of bioter-
rorism has become much more of a re-
ality to our people, and the importance
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of biomedical research activities at the
Department of Health and Human
Services and NIH and the CDC has
never been greater than today. This
bill literally builds upon those great
research agencies, and rather than de-
stroying their work and taking it over
and redoing it, the bill makes it clear
that NIH and CDC will remain with pri-
mary responsibility over human
health-related research, and that the
new Department itself will not engage
in R&D efforts, but rather will collabo-
rate and coordinate with these two
agencies.

More importantly, the bill retains all
of the legal and budgetary authority
for these research programs within
HHS. The Committee on Energy and
Commerce recommended this approach
because of the terrorism-related re-
search currently being performed at
NIH and at the CDC, which is really
dual-purpose in nature. It serves the
priority and needs of both
counterterrorism, but also, tradition-
ally, the needs of public health. So I
want to thank the gentleman from
Texas (Mr. ARMEY) and the administra-
tion for working with us on this impor-
tant change.

We also want to make clear that the
bill adopts recommendations that our
committee made with respect to not
only bioterrorism and public health op-
erations at NIH and HHS, but also the
public health emergency grant pro-
grams run by those agencies. I am
pleased that the committee adopted
our committee’s recommendations in
this area as well.

The bill also will improve the efforts
by our country’s top scientists at na-
tional laboratories to develop new
methods of detecting and preventing
terrorist attacks, such as improved
sensors to detect radiological devices
and new scanners to screen luggage and
cargo, a critical need as we move for-
ward. Our Nation’s ability today to
screen for radiological and nuclear ma-
terials entering our ports is woefully
inadequate. We are going to do some-
thing about it with this bill.

To address those needs, our com-
mittee recommended the bill adopt a
provision that will establish at the new
Department a central technology clear-
inghouse that will assist Federal agen-
cies, State and local governments and,
even more importantly, the private
sector in evaluating, implementing,
and sending out information about key
homeland security technologies such as
radiation and bio-weapon detectors.

I particularly want to thank the gen-
tleman from North Carolina (Mr. BURR)
of our committee, the gentlewoman
from New Mexico (Mrs. WILSON), and
the gentlewoman from California (Ms.
HARMAN) for their help in this regard
during the committee’s deliberations.

I also want to point out that, indeed,
we also recommended, and the com-
mittee adopted in the print, within the
Department a Federal cybersecurity
program that will begin to provide
computer security expertise to other

CONGRESSIONAL RECORD —HOUSE

Federal and civilian agencies to help
improve protection of their critical in-
formation systems.

Our committee did work in this area,
and what we learned about the vulner-
ability of Federal agencies to
cyberattack was astounding. Today,
the business software lines told us the
private sector is in similar shape. This

bill will turn it around. The
cybersecurity section is a critical com-
ponent.

Mr. Chairman, I want to commend
this bill to all of my colleagues and
recommend its passage.

Ms. PELOSI. Mr. Chairman, I am
pleased to yield 5 minutes to the gen-
tleman from California (Mr. WAXMAN),
the ranking member of the Committee
on Government Reform.

(Mr. WAXMAN asked and was given
permission to revise and extend his re-
marks.)

Mr. WAXMAN. Mr. Chairman, I
thank the gentlewoman for yielding me
this time.

Mr. Chairman, while I agree that we
need homeland security legislation, it
is clear that the Federal departments
are not working together as they
should to protect our Nation. The re-
cent revelations of missed signals and
failure to communicate at the FBI and
the CIA illustrate how serious this
problem is.

Unfortunately, the bill we are consid-
ering today has serious flaws. In fact, I
think it may well cause more problems
than it solves.

I want to show a chart to the right.
Here is how our homeland security
agencies are organized today, and I
have a second chart. This is how they
will be organized after the new Depart-
ment is created. We are getting more
bureaucracy and we are doing so at a
tremendous cost to the taxpayers.

According to the Congressional Budg-
et Office, just creating and managing a
new department will cost $4.5 billion,
and this does not include additional
spending that may be necessary to pre-
vent terrorist attacks, reduce the Na-
tion’s vulnerability to attacks, and re-
cover from any attacks.

Now, if this money were used at the
front lines of fighting terrorism in-
stead of paying for a new bureaucracy,
think how much better off we might
be. There is an old adage that those
who do not remember the past are con-
demned to repeat it, but we may do ex-
actly this in our headlong rush to cre-
ate this new department.

The history of past reorganizations is
not reassuring. Here is what Petronius
the arbiter, an advisor to the Roman
Emperor Nero, said nearly 2000 years
ago, and I quote: “We trained hard, but
it seemed that every time we were be-
ginning to form up into teams, we
would be reorganized. I was to learn
later in life that we tend to meet any
situation by reorganizing, and a won-
derful method it can be for creating the
illusion of progress, while producing
confusion, inefficiency, and demor-
alization.”
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The committees were able to work in
a bipartisan way to achieve some sub-
stantial improvements to the Presi-
dent’s bill. Unfortunately, the Select
Committee on Homeland Security
chose to simply reverse many of these
gains. Even worse, the Select Com-
mittee on Homeland Security added
entirely new provisions that weaken
our national security. One provision
delays deadlines for improving airline
safety. Another exempts defense con-
tractors and other large campaign con-
tributors from liability, even for inten-
tional wrongdoing. This is the ultimate
anti-corporate responsibility provision
imaginable.

One major defect in this bill is that it
would transfer a vast array of respon-
sibilities that have nothing to do with
homeland security such as adminis-
trating the national flood insurance
program and cleaning up oil spills at
sea.

O 2100

This bloats the size of the bureauc-
racy and dilutes the new department’s
counterterrorism mission.

Another major defect is the bill lacks
a strong mechanism to coordinate the
activities of the many Federal agencies
with major homeland security func-
tions. This coordination has to occur
at the White House level to be effec-
tive, but this bill does not give the
White House Office of Homeland Secu-
rity the budgetary powers it needs to
do its job. I will be offering an amend-
ment later to address this deficiency.

Another problem is the President’s
proposal include broad exemptions
from our Nation’s most basic good gov-
ernment laws, such as civil services
laws and the Freedom of Information
Act.

We fixed many of these loopholes in
our committee, but the Select Com-
mittee ignored our work. As a result, I
will be offering an amendment with the
gentleman from Texas (Mr. FROST) to
restore to the employees of the new de-
partment basic civil service rights.

There are many problems in this bill
that need to be fixed. I hope we will be
able to put aside partisan differences
and, for the sake of our national secu-
rity, finally address them as we move
forward with this legislation.

| agree we need homeland security legisla-
tion. It is clear that federal departments are
not working together as they should to protect
our nation. Revelations of missed signals and
failures to communicate at the Federal Bureau
of Investigation and the Central Intelligence
Agency illustrate how serious the problem is.

Unfortunately, the bill we are considering
today has serious flaws. In fact, | think it may
well cause more problems than it solves.

Fundamentally, reorganization is a bureau-
cratic exercise. The bill before us addresses
organizational flow charts, the creation of five
new undersecretaries, and the appointment of
12 new assistant secretaries. But as a pro-
fessor of management at Columbia University
recently remarked, “To think that a structural
solution can bring about a major improvement
in performance is a major mistake.”
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According to the Administration, “respon-
sibilities for homeland security are dispersed
among more than 100 different government
organizations.” Indeed, this organizational
chart from the White House lists 153 different
agencies, departments, and offices with a role
in homeland security.

The President’s proposal will not simplify
this patchwork and may even make it worse.
Even after all of the proposed changes, the
federal government would continue to have
well over 100 agencies, departments, and of-
fices involved in homeland security. According
to this chart, prepared by the minority staff of
the Appropriations Committee, the total num-
ber of departments, agencies, and offices with
a role in homeland security actually will grow
under the President's proposal, from 153 to
160.

We are getting more bureaucracy, not less.
And we are doing so at a tremendous cost to
the taxpayer.

The Administration has asserted that this
new Department “would not ‘grow’ govern-
ment,” and that any costs would be paid for
by “eliminating redundancies.” According to
the Congressional Budget Office (CBO), how-
ever, just creating and managing the new De-
partment will cost $4.5 billion. And this does
not include “additional spending that may be
necessary to prevent terrorist attacks, reduce
the nation’s vulnerability to attacks, and re-
cover from any attacks,” CBO says.

If this money were used at the front lines of
fighting terrorism—instead of paying for a new
bureaucracy—think how much better off we
might be.

The committees of jurisdiction were able to
work in a bipartisan way to achieve some sub-
stantial improvements to the President’s bill.
Unfortunately, the Select Committee chose to
simply reverse many of these gains. Even
worse, the Select Committee added entirely
new provisions that weaken our national secu-
rity.

One provision added by the Select Com-
mittee delays deadlines for improving airline
safety. Under current law, the Transportation
Security Administration is required to take all
necessary action to ensure that all United
States airports have sufficient explosive detec-
tion systems to screen all checked baggage
no later than December 31, 2002. But under
the Select Committee bill, air passengers must
wait another full year before all bags are
checked for bombs.

Another new Select Committee provision ex-
empts defense contractors and other large
campaign contributors from liability—even for
intentional wrongdoing. The Select Committee
added a provision to exempt corporations from
liability when they make products the Sec-
retary deems *“qualified anti-terrorism tech-
nologies.” For these products, which could in-
clude pharmaceutical products such as the an-
thrax vaccine, the Select Committee limited
corporate liability, exempted companies from
punitive damages even when the companies
are fraudulent or negligent, and gave them
complete immunity in state courts. This is the
ultimate anti-corporate responsibility provision
imaginable.

Yesterday, we received a letter from the Re-
serve Officers of the United States opposing
this provision. In their letter, the reserve offi-
cers stated that this section “is inconsistent
with pursuing the highest quality product for
use by our armed forces as they fight ter-
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rorism.” Yet today, we will hear additional pro-
posals to expand this broad corporate exemp-
tion even further. Mr. ARMEY will introduce an
amendment to extend these liability exemp-
tions to an even wider range of potentially de-
fective products and services.

On July 9, 2002, | joined with Representa-
tive DAvID OBEY, the Ranking Member of the
Appropriations Committee, in sending a letter
to Governor Ridge outlining a number of seri-
ous problems with the bill (attached). This let-
ter raised concerns with ten different areas re-
lated to the establishment of the new Depart-
ment. | ask unanimous consent that this letter
be inserted in the RECORD.

As the letter explains, one major defect in
this bill is that it would transfer to the new De-
partment a vast array of responsibilities that
have nothing to do with homeland security,
such as administering the National Flood In-
surance Program, cleaning up oil spills at sea,
and eradicating pests like the boll weevil. Giv-
ing the new Department dozens of unrelated
responsibilities will bloat the size of the bu-
reaucracy and dilute the new Department's
counterterrorism mission.

Another major defect is that the bill lacks a
strong mechanism to coordinate the activities
of the many federal agencies with major
homeland security functions. This coordination
has to occur at the White House level to be
effective, but this bill does not give the White
House Office of Homeland Security the budg-
etary powers it needs to do its job. | will offer
an amendment later today that addresses this
deficiency.

A third problem is that the President’s pro-
posal included broad exemptions from our na-
tion’s most basic “good government” laws.
The bill allowed the new Secretary to waive
civil service laws that prohibit patronage, pro-
tect whistleblowers, provide for collective bar-
gaining rights, and ensure health and retire-
ment benefits. Under the President’s proposal,
the Secretary could also ignore cornerstone
procurement principles, such as open and
competitive bidding, and basic government in
sunshine laws, such as the Freedom of Infor-
mation Act (FOIA) and the Federal Advisory
Committee Act (FACA).

We fixed many of these loopholes in the
Committee on Government Reform, but the
Select Committee ignored our work. As a re-
sult, | will be offering an amendment with Mr.
FROST later today to restore to the employees
of the new Department basic civil service
rights. | will also be strongly supporting the
amendment by Representative MORELLA to
protect collective bargaining rights, and | will
be supporting an amendment to fully restore
FOIA and FACA protections.

Let me make that | am not opposed to reor-
ganization. | am convinced there are steps we
can take that will make sense and improve the
functioning of our government. But it has to be
done in a way that minimizes disruption and
bureaucracy and maximizes our ability to con-
front the terrorism threats that we face. Simply
rushing to reorganize is not the solution.

A better approach would be to create a
leaner, more focused Department of Home-
land Security and to strengthen the authority
of the existing White House Office of Home-
land Security. The new Department should be
limited to the Immigration and Naturalization
Service, the Customs Service, and the Trans-
portation Security Administration. Such a new
Department would have less than half of the
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employees of the proposal before us. Even
more important, it would have a narrow, fo-
cused mission of protecting our borders and
transportation systems.

At the same time, we need to develop a de-
tailed homeland security strategy and to en-
sure that all federal agencies coordinate in im-
plementing the strategy. This needs to be
done at the White House level. Currently,
there is an office in the White House that is
supposed to be providing this coordinating
function, but it does not have enough power to
be effective. As part of a streamlined, less bu-
reaucratic approach to homeland security,
Congress should be codifying the White
House Office of Homeland Security in statute
and giving the director of the office budgetary
authority sufficient to make agencies pay at-
tention to the office.

There is an old adage that those who do not
remember the past are condemned to repeat
it. But we may do exactly this in our headlong
rush to create the new Department. The his-
tory of past reorganizations is not reassuring.
Here is what Petronius Arbiter, an advisor to
Roman Emperor Nero, said nearly 2,000 years
ago: We trained hard, but it seemed that every
time we were beginning to form up into teams,
we would be reorganized. | was to learn later
in life that we tend to meet any new situation
by reorganizing; and a wonderful method it
can be for creating the illusion of progress
while producing confusion, inefficiency, and
demoralization.

The Department of Energy was created 25
years ago and it is still dysfunctional. The De-
partment of Transportation was created 35
years ago, yet as the National Journal re-
ported, it “still struggles to make its compo-
nents cooperate, share information, and gen-
erally play nice.”

The model we are supposed to be emu-
lating is the creation of the Department of De-
fense 50 years ago. But for over 35 years, the
Defense Department was riven with strife. In
1983, when President Reagan ordered the in-
vasion of Grenada, the Army and the Marines
had to split the island in half because they
couldn't figure out how to cooperate. It was
not until the Goldwater-Nichols Act of 1986
that the problems created in the 1947 reorga-
nization were finally addressed.

To avoid the mistakes of the past, we have
to do a careful job. But the process we are fol-
lowing is not encouraging. The reorganization
plan was released before the Administration
completed its work on the national strategy for
homeland security. Moreover, the White
House proposal we are considering today was
put together by a handful of political ap-
pointees working in secret. The agencies with
expertise were excluded from the process. In
fact, there was so litle communication be-
tween the White House and the agencies that
one important agency had to call my staff to
find out how it fared under the plan.

These days there seems to be a lot of self-
congratulation going on, which makes us all
feel good. But the time for congratulations and
elaborate ceremonies comes when we have
captured Osama bin Laden and the other al
Qaeda leaders, when we have arrested the
criminal who launched the anthrax attacks,
and when Americans from California to New
York go to bed at night knowing that our intel-
ligence agencies are in the best position pos-
sible to thwart terrorism.

Our job today is not to congratulate our-
selves for creating another bureaucracy, but to
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address the many problems in this bill that
need to be fixed. | hope we will be able to put
aside partisan differences and—for the sake of
our national security—produce legislation that
actually makes sense.
HOUSE OF REPRESENTATIVES,
Washington, DC, July 9, 2002.

Hon. ToM RIDGE,

Director, Office of Homeland Security,

White House, Washington, DC.

DEAR GOVERNOR RIDGE: Congress is consid-
ering the President’s proposal to create a
new Department of Homeland Security on an
accelerated schedule. But now that Congress
has received the legislative language that
would implement the President’s plan, many
issues have arisen about the details of the
proposal. We are writing in the hope that
you will be able to provide expeditious re-
sponses to these concerns.

The issues fall into ten main areas. First,
the new Department will inherit a vast array
of responsibilities that have nothing to do
with homeland security. These include ad-
ministering the National Flood Insurance
Program, cleaning up oil spills at sea, and
eradicating pests like the boll weevil. Giving
the new Department dozens of responsibil-
ities unrelated to homeland security risks
bloating the size of the bureaucracy and di-
luting the new Department’s counterterror-
ism mission.

Second, the legislation lacks an effective
mechanism to coordinate the activities of
the many federal agencies that have major
homeland security functions. The Presi-
dent’s submission to Congress listed 153 dif-
ferent agencies, departments, and offices in-
volved with homeland security. After the
creation of the proposed new Department,
this number actually will increase to 160
agencies, departments, or offices with secu-
rity roles. But the draft bill does not include
a mechanism for developing and imple-
menting a unified homeland security strat-
egy across the entire government.

Third, there are inefficiencies and coordi-
nation problems that will arise when parts of
agencies are removed from their existing de-
partments and moved to the new Depart-
ment. The goal of the legislation is to make
government more efficient, but some of the
proposed changes could have exactly the op-
posite effect. For example, GAO has testified
that programs transferred from the Depart-
ment of Health and Human Services include
‘“‘essential public health functions that,
while important for Homeland Security, are
critical to basic public health core capac-
ities.

Fourth, despite prior assurances that the
Administration supported reforms of the Im-
migration and Naturalization Service (INS)
that were passed by the House, the Presi-
dent’s proposal would import the INS into
the new Department of Homeland Security
wholly intact and without these needed in-
ternal reforms.

Fifth, the legislation includes broad ex-
emptions from our nation’s most basic ‘‘good
government’’ laws. The legislative language
would allow the new Secretary, in conjunc-
tion with the Office of Personnel Manage-
ment, to waive all provisions of our civil
service laws. These laws have evolved over
many decades to ensure that our government
has a professional civil service hired on the
basis of merit rather than political favor-
itism. Yet the proposed legislation would
allow the new Department to waive all of
these protections, including those that pro-
hibit patronage, protect whistle-blowers,
provide for collective bargaining rights, and
ensure health and retirement benefits.

A similar approach has been taken with
procurement and the management of real
property. Under the proposal, the Secretary
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does not have to comply with cornerstone
procurement principles, such as open and
competitive bidding. Moreover, basic govern-
ment in sunshine laws, such as the Freedom
of Information Act and the Federal Advisory
Committee Act, have been limited in their
application to the new Department.

Sixth, the President’s proposal would give
the new Department extraordinary powers to
avoid meaningful congressional oversight.
Not only would the new Department be able
to exempt itself from civil service, procure-
ment, and property laws, it would also be
able to rearrange functions, eliminate of-
fices, and transfer large amounts of appro-
priated funds without having to seek prior
congressional approval.

Seventh, the proposal does not address the
potential for disruption in the nation’s war
against terrorism. According to David Walk-
er, the Comptroller General of GAO:
‘“‘[R]leorganizations of government agencies
frequently encounter start up problems and
unanticipated consequences that result from
the consolidations, are unlikely to fully
overcome obstacles and challenges, and may
require additional modifications in the fu-
ture to effectively achieve our collective
goals for defending the country against ter-
rorism.” Although Administration officials
have compared this restructuring to the for-
mation of the Department of Defense in the
1940s, that reorganization was not attempted
until after the war was over, and even then
it caused confusion and inefficiencies for
decades.

Eighth, there is no comprehensive national
strategy for combating terrorism to guide
the new Department. Logically, a major bu-
reaucratic reorganization like this should be
proposed as part of a comprehensive national
strategy for providing homeland security.
But in this case, the reorganization is occur-
ring in a vacuum. There is no national strat-
egy that identifies the major threats the na-
tion, faces and explains how the new Depart-
ment will meet them. Nor is there a com-
prehensive threat and risk assessment that
identifies and prioritizes threats in a coher-
ent manner.

Ninth, the costs of this proposal have not
been identified. Although the Administra-
tion has stated that the creation of this new
Department ‘‘would not ‘grow’ government,”’
this is not credible. According to the non-
partisan Congressional Budget Office, even
the less ambitious reorganization proposed
by Senator Lieberman will cost taxpayers
over $1 billion over the next five years. Costs
for the Administration’s plan inevitably will
be higher.

Finally, the Administration’s proposal was
developed in secret by a small group of
White House advisors, without substantive
input from the agencies that handle home-
land security. It is being rushed through
Congress on an accelerated schedule. This is
not normally an approach that produces
sound policy. The potential for making grave
mistakes as a result of this truncated proc-
ess should be a serious concern for all Ameri-
cans.

We need to work together to address the
concerns raised in this letter and to make
improvements in the legislation. Your re-
sponse to the issues and questions raised in
the body of this letter will be an important
step in this process. For this reason—and
given the short time frame Congress has for
consideration of the legislation—we urge you
to respond by July 15, 2002.

1. TRANSFER OF FUNCTIONS NOT RELATED TO

HOMELAND SECURITY

According to the White House briefing doc-
ument issued on June 7, 2002, the Depart-
ment of Homeland Security ‘“‘must be an
agile, fast-paced, and responsive organiza-
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tion.” Transferring functions that do not in-
volve homeland security to the new Depart-
ment, however, interferes with this goal.
Giving the new Department unnecessary re-
sponsibilities inevitably will expand the size
of its bureaucracy and dilute its counter-
terrorism mission.

At the same time, giving vital but unre-
lated government responsibilities to the De-
partment creates the risk that these respon-
sibilities will be neglected and performed
poorly. As GAO has concluded, many of the
unrelated functions being given to the new
Department ‘‘represent extremely important
functions executed by the federal govern-
ment that, absent sufficient attention, could
have serious implications for their effective
delivery and consequences for sectors of our
economy, health and safety, research pro-
grams and other significant government
functions.”

Despite these risks, many important gov-
ernment functions that are not related to
homeland security are being transferred to
the new Department. In fact, the new De-
partment will have to carry out over three
dozen completely unrelated missions under
the President’s proposal.

Section 402(3) of the President’s proposal
would transfer the Animal Plant Health In-
spection Service (APHIS), which is now cur-
rently part of the Department of Agri-
culture, into the new Department. APHIS
has nearly 8,000 full-time employees (FTEs),
but few have responsibility for inspecting
plants and animal products at the border.
The other APHIS employees perform func-
tions that are critical to various sectors of
the economy, but are not related to home-
land security. For example, APHIS is respon-
sible for:

Eradicating pests, such as the boll weevil,
the citrus canker. the gypsy moth, and var-
ious noxious weeds through detection and
control strategies throughout the United
States;

Approving animal drugs that are made
from biological materials, such as animal
vaccines;

Approving field trials of genetically modi-
fied crops; and

Maintaining the missing pet network at
www.missingpet.net.

Section 502(1) of the President’s proposal
would transfer the Federal Emergency Man-
agement Agency (FEMA) into the new De-
partment. To date, however, FEMA has had
a limited role in counterterrorism. Accord-
ing to former FEMA director James Lee
Witt, “[o]ver the last decade FEMA has re-
sponded to more than 500 emergency and
major disaster events. Two of those were re-
lated to terrorism (Oklahoma City and New
York City).” In Mr. Witt’s view, ‘‘[flolding
FEMA into a homeland or national security
agency will seriously compromise the na-
tion’s previously effective response to nat-
ural hazards.”” Major FEMA responsibilities
that are unrelated to homeland security in-
clude:

Providing flood insurance and mitigation
services (including pre-disaster mitigation,
the Hazard Mitigation Grant Program, and
flood mapping);

Conducting various programs to mitigate
the effects of natural disasters, such as pro-
grams to assist states in preparing for hurri-
canes and the National Earthquake Hazards
Reduction Program;

Providing temporary housing and food for
homeless people; and

Operating the National Fire Data Center
and the National Fire Incident Reporting
System to reduce the loss of life from fire-re-
lated incidents.

Section 402(4) of the President’s proposal
would transfer the United States Coast
Guard out of the Department of Transpor-
tation and into the new Department. The
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Coast Guard describes itself as a ‘“‘multi-mis-
sion, military, maritime’ agency. Although
it performs some security-related functions,
it also conducts many others unrelated to
homeland security. For example, Coast
Guard responsibilities include:

Providing navigational tools to ensure
that vessels can navigate the nation’s water-
ways;

Promulgating and enforcing boating regu-
lations to ensure that oceangoing vessels are
safe;

Protecting the nation’s fishery resources,
as well as its endangered species, by enforc-
ing prohibitions against illegal and excess
fishing;

Protecting the maritime environment by
preventing oil spills in the nation’s waters
and ensuring that spills are cleaned up expe-
ditiously if they happen; and

Maintaining a fleet of ships that is capable
of breaking ice in order to maintain mari-
time mobility and monitors the movement
of glaciers.

These Coast Guard functions are essential,
but they could be jeopardized by the transfer
to a new Department focused on homeland
security. Indeed, the effects of the shift in
the Administration’s priorities are already
being felt. According to the Administration’s
homeland security budget justification for
fiscal year 2003, ‘‘[a]fter September 11, the
Coast Guard’s port secunty mission grew
from approximately 1-2 percent of daily op-
erations to between 50-60 percent today.”
Without a sustained commitment to its core
marine and fishery functions, the Coast
Guard’s ability to protect boaters and the
marine environment will be jeopardized.

There are many other examples of unre-
lated functions being transferred to the new
Department. The transfer of the Environ-
mental Measurements Laboratory from the
Department of Energy (DOE), for example,
will make the new Department responsible
for maintaining the Human Subjects Re-
search Database, which contains descriptions
of all projects involving human subjects that
are funded by the DOE, as well as the pro-
gram that assesses the quality of 149 private
laboratories that measure radiation levels.
Radiation measurement quality control un-
doubtedly will seem like a small item to the
new Department of Homeland Security, but
assuring that the laboratories make accu-
rate measurements is important, as mis-
takes potentially could affect public health
and cause large unnecessary public expendi-
tures at DOE facilities.

Appendix A contains a list of 40 unrelated
functions that would be transferred to the
new Department by the President’s proposal.
While it may be impossible to create a new
Department without transferring some unre-
lated functions, there would seem to be seri-
ous dangers inherent in the wholesale trans-
fer of unrelated functions as contemplated in
the Administration’s proposal.

II. LACK OF EFFECTIVE COORDINATING
MECHANISMS

At the same time that the Administra-
tion’s proposal transfers numerous unrelated
functions to the new Department, the pro-
posal also falls to include provisions that
would ensure the coordination of the more
than 100 federal entities that will continue
to have significant homeland secunty func-
tions.

According to the Administration, ‘‘respon-
sibilities for homeland security are dispersed
among more than 100 different government
organizations.” Indeed, an organizational
chart provided by the White House listed 153
different agencies, departments, and offices
with a role in homeland security. The While
House argues that the President’s proposal
would solve this problem by ‘‘transforming
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and realigning the current confusing patch-
work of government activities into a single
department.

In fact, however, the President’s proposal
will not simpllfv this patchwork and may
even make it worse. Even after all of the
changes proposed in the President’s legisla-
tive language, the federal govemnient would
continue to have well over 100 agencies, de-
partments, and offices involved in homeland
security. According to an analysis by the mi-
nority staff of the Appropriations Com-
mittee, the total number of departments,
agencies, and offices with a role in homeland
security actually will grow under the Presi-
dent’s proposal, from 153 to 160.

One example of the continued need for co-
ordination across agencies involves pro-
viding emergency response. According to the
Administration: ‘“Currently, if a chemical or
biological attack were to occur, Americans
could receive warnings and health care infor-
mation from a long list of govenrment orga-
nizations, including HHS, FEMA, EPA, GSA,
DOJ, OSHA, OPM, USPS, DOD, USAMRIID,
and the Surgeon General-—not to mention a
cacophony of local agencies.”’

But under the President’s proposal, all but
one of these 11 federal agencies (FEMA)
would continue to exist, and this one agency
would be replaced by the new Department.
The potential for confusion—and the need for
effective coordination—remains as great
after the creation of the new Department as
before.

In fact, in some cases, the reorganization
will actually create confusion. Currently,
three separate federal agencies are in charge
of protecting the food supply: the Food and
Drug Administration (FDA), which prevents
adulteration of fruits, vegetables, processed
foods, and seafood; the Environmental Pro-
tection Agency (EPA), which regulates envi-
ronmental contaminants, such as pesticides;
and the Department of Agriculture, which
regulates the safety of meat and poultry for
human consumption, as well as the spread of
plant and animal pests through food prod-
ucts. Leading experts, such as the National
Academy of Sciences, have called for consoli-
dating these diffuse authorities into a single
agency.”’

The Administration’s proposal, however,
would further fragment regulation of the
food supply by transferring some of Agri-
culture’s responsibilities to the new Depart-
ment, creating a fourth food safety agency.
APHIS, which is charged with inspecting im-
ports to ensure that pests and bugs that
could harm crops or livestock do not enter
the United States, would become part of the
new Department. But the Food Safety In-
spection Service of the Department of Agri-
culture, which inspects domestic and im-
ported meat and poultry for threats to
human health, would remain at Agriculture.
The nonsensical result, as GAO has observed,
is that ‘“‘the focus appears to be on enhancing
protection of livestock and crops from ter-
rorist acts, rather than on protecting the
food supply as a whole.”

One area In which coordination is urgently
needed is among law enforcement and intel-
ligence agencies, in particular the Federal
Bureau of Investigation (FBI) and the Cen-
tral Intelligence Agency (CIA). How the new
Department would relate to these agencies is
not clear, however. One of the primary mis-
sions of the new Department is to ‘‘[p]revent
terrorist attacks within the United States.”
The Administration says that a new depart-
ment with this mission is needed because
‘“‘[t]Joday no one single government agency
has homeland and security as its primary
mission.” But the FBI has also just under-
gone a major reorganization. Now, its pri-
mary mission is also ‘[p]rotecting the
United States from terrorist attack—iden-

July 25, 2002

tical to that of the new Department of
Homeland Security. As a result, rather than
having no single federal agency with home-
land security as its mission, the Administra-
tion seems to be proposing two.

Under the Administration’s proposal for a
new Department of Homeland Security,
there will be a new office for intelligence and
threat analysis. This office will assist in
“pulling together information and intel-
ligence from a variety of sources.” Simi-
larly, under FBI Director Mueller’s reorga-
nization proposal, there will be a new office
in the FBI called the Office of Intelligence
that will also assist in ‘‘pulling together bits
and pieces of information that often comes
from separate sources.”” The Department of
Homeland Security’s intelligence office
would ‘‘have the ability to view the dangers
facing the homeland comprehensively, en-
sure that the President is briefed on relevant
information, and take necessary protective
action.” Similarly, the FBI’s intelligence of-
fice will be charged with ‘‘providing analytic
products to policy makers and investigators
that will allow us to prevent terrorist acts.”
This does not appear to be a recipe for a uni-
fied approach.

The investigation of the September 11 at-
tacks has already revealed serious lapse in
the analysis and sharing of intelligence in-
formation. In July 2001, as FBI special agent
in Phoenix reported to this supervisors that
followers of Osama bin Laden might be train-
ing at U.S. aviation schools and suggested a
nationwide canvass of the schools. But this
warning was apparently ignored. As early as
January 2001, the CIA obtained information
that two of the September 11 assailants—
Nawaz al-Hazmi and Khalid al-Midhar—met
with al-Qaeda agents in Malasya. But this
information was not provided to the INS
until August 2001, by which time al-Hamzi
and al-Midhar had already entered the
United States.

The Administration’s proposed bill, how-
ever, does not adequately address these prob-
lems. Although the bill gives the Secretary
of Homeland Security rights of access to re-
ports, assessments, and analytical informa-
tion from other agencies that relate to
threats and vulnerabilities, the Department
remains primarily a ‘‘consumer’” of intel-
ligence information collected by agencies
outside its control after that information is
already processed by those agencies. This
passive role will not ensure that the new De-
partment obtains access to information that
the collecting agencies deem insignificant,
such as the warning from the FBI agent
about flight schools. Although the Adminis-
tration’s bill allows for the transmittal of
“raw’’ intelligence from outside agencies to
the Department of Homeland Security, the
Department is not given the resources to
cope with the volume and complexity of this
information. Moreover, the new Department
has no ‘‘tasking’ authority to direct what
intelligence is collected, making it difficult
for the new Department to ensure that pos-
sible threats it identifies are properly pur-
sued.

Another concern is the potential for confu-
sion and interference in the actual response
to bioterrorist incidents. The FBI will bring
a law enforcement focus to the scene of a
bioterrorist event, while the new Depart-
ment will be concerned with the emergency
response. Under the President’s proposal, it
is unclear which will prevail. Under Presi-
dential Decision Directive 62, which was
signed during the previous Administration,
the FBI was designated as the lead agency
for ‘“‘crisis management,”” which included ef-
forts to anticipate, prevent, and resolve ter-
rorist attacks. FEMA was designated the
lead agency for ‘‘consequence management.”
which included broader measures to protect
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public health and safety. The President’s
proposal seeks to ‘‘clarify’ these responsibil-
ities by ‘‘eliminating the artificial distinc-
tion between ‘crisis management’ and ‘con-
sequence management.’’”’ But it does not de-
scribe how the new Department and the FBI
will handle the scene of a bioterrorist attack
if they both arrive at the same time with
fundamentally conflicting interests and
goals.

There are many other instances of coordi-
nation problems that the President’s pro-
posal does not address. It is unclear in the
President’s proposal, for instance, how the
Department of Homeland Security would or-
ganize and coordinate the various different
police forces that exist among federal agen-
cies. The Administration’s proposal would
transfer some of those forces (the Federal
Protective Service, which protects buildings
belonging to the General Services Adminis-
tration (GSA)), but not others (the security
forces protecting Department of Energy,
Veterans, and judicial buildings). Moreover,
removing the Federal Protective Service
from GSA creates its own problems because,
as GAO has observed, ‘‘security needs to be
integrated into the decisions about location,
design and operation of federal facilities.”

What is urgently needed is an effective en-
tity at the While House level that can unify
the disparate federal agencies with homeland
security functions behind a comprehensive
national strategy. This is supposed to be the
mission of the White House Office of Home-
land Security, which President Bush created
in October 2001, and which you head. But the
proposal does nothing to give the head of the
office the kinds of authority needed to suc-
ceed.

III. PROBLEMS WITH EXTRACTING CERTAIN
AGENCIES

The sections above have raised concerns
with transferring functions unrelated to
homeland security and the lack of coordi-
nating mechanisms regardless of whether
agencies are inside or outside the structure
of the new Department. Also of concern are
the potential effects of removing certain
functions from their home agencies.

This is a particular problem for the func-
tions being transferred from the Department
of Health and Human Services (HHS). Sec-
tion 502(5) of the President’s proposal would
move the Office of the Assistant Secretary
for Public Health Emergency Preparedness
and ‘‘the functions of the Secretary of
Health and Human Services related thereto”
to the new Department of Homeland Secu-
rity. This provision makes little sense. In
the Public Health Security and Bioterrorism
Preparedness and Response Act of 2002, Con-
gress created the Office of the Assistant Sec-
retary for Public Health Emergency Pre-
paredness in recognition of the need to have
a central office in HHS to coordinate how
the various agencies within the Department
respond to public health emergencies. Mov-
ing this office to another department will
not eliminate the need for a coordinating of-
fice within HHS. It will simply recreate the
same problems within HBS that Congress
was attempting to fix.

Richard Falkenrath, director of policy at
the White House Office of Homeland Secu-
rity, was asked about this problem during a
briefing for staff on July 1, 2002. He answered
that the challenge of coordinating emer-
gency preparedness and response activities
within HHS could be handled by ‘‘a couple of
people” in the Secretary’s office. Obviously,
this cavalier attitude is seriously mis-
informed.

Section 505 is also problematic. It transfers
control over HHS programs to provide assist-
ance for state and local preparedness from
HBS to the new Department. These funds,
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which total over $1 billion, allow states and
localities to enhance their surveillance, com-
munication, and laboratory abilities all of
which are essential for responding to numer-
ous public health threats, including threats
that are not related to terrorism. As GAO
has stated, these programs ‘‘Include essen-
tial public health functions that, while Im-
portant for homeland security, are critical
to basic public health core capacities.” As a
result, GAO made the following conclusions:
‘“We are concerned that this approach may
disrupt the synergy that exists in these dual-
purpose programs. We are also concerned
that the separation of control over the pro-
grams from their operations could lead to
difficulty in balancing priorities. Although
the HHS programs are important for home-
land security, they are just as important to
the day-to-day needs of public health agen-
cies and hospitals, such as reporting on dis-
ease outbreaks and providing alerts to the
medical community. The current proposal
does not clearly provide a structure that en-
sures that both the goals of homeland secu-
rity and public health will be met.

Section 403 also creates uncertainties by
transferring to the new Department vague
authorities over visa processing. Currently,
approving and denying visas is an important
activity of the State Department. which
processes about 400,000 immigrant visas and
over six million non-immigrant visas annu-
ally. To perform this function, the State De-
partment employs thousands of foreign serv-
ice officers skilled in hundreds of languages.
Section 403(1) transfers to the Secretary of
Homeland Security ‘‘exclusive authority’’
over this function, but this authority would
be exercised ‘‘through’” the Secretary of
State. As a result, it is unclear whether the
State Department must concur in policy de-
cisions, or whether this is merely an admin-
istrative function. Additional statements by
the Administration have not clarified this
provision. The Administration has stated
that consular officers will remain employed
by the State Department, but that the new
Secretary of Homeland Security will dele-
gate back to the Secretary of State some
visa functions unrelated to security.

Similar problems affect the provisions
transferring portions of the Department of
Energy. The provisions in the bill are ambig-
uous and potentially very broad. For exam-
ple, section 302(2)(G) of the President’s pro-
posal would transfer ‘‘the advanced scientific
computing research program and activities”
at Lawrence Livermore Laboratory to the
new Department. Although the exact scope
of this provision is unclear, it appears to en-
compass parts of the Lawrence Livermore
Laboratory’s Computation Directorate,
which supports other programs at the lab-
oratory by providing computing capacity
and capability, as well as research, advanced
development, and operations and support re-
lated to computing, computer science, and
information technologies. Such a transfer
could harm the laboratory’s ability to sup-
port its key mission—safeguarding this
stockpile of nuclear weapons—as well as
other core laboratory activities.

Section 302(2)(E) gives, the President au-
thority to transfer from DOE to the new De-
partment any life science activity within the
biological and environmental research pro-
gram that is related to microbial pathogens.
The result would be that ongoing DNA se-
quencing of harmful microbes could be trans-
ferred to the new Department, while vir-
tually identical work on microbes with bene-
ficial uses (such as microbes that break down
pollution) would stay at DOE. Splitting this
highly specialized work risks weakening the
effectiveness of both.
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IV. LACK OF RECOGNITION OF DISPARATE
IMMIGRATION FUNCTIONS

In April, the House passed legislation (H.R.
3231) recognizing the two distinct functions
of the INS: an immigration services function
and an enforcement function. As part of this
reform effort, the bill would split the INS
into a Bureau of Citizenship and Immigra-
tion Services and a Bureau of Immigration
Enforcement, both under the supervision of
an Associate Attorney General for Immigra-
tion Affairs within the Department of Jus-
tice. The legislation aimed to correct long-
standing and widely-recognized systemic
problems within the INS by separating out
its distinct and often conflicting service and
enforcement functions.

When the House immigration bill was
being considered, the Administration ex-
pressed its support. In addition, when the
White House issued its briefing document re-
garding the new Department of Homeland
Security, that support was reiterated. The
briefing document stated the following: ‘‘The
new Department of Homeland Security
would include the INS and would, consistent
with the President’s long-standing position,
separate immigration services from immi-
gration law 32 enforcement.”

Despite these assurances, however, the leg-
islative language proposed by the President
would import the INS into the new Depart-
ment of Homeland Security intact and
unreformed. There are no details whatsoever
regarding the structure of the INS after it is
transferred to the new Department. As a re-
sult, the Administration’s proposal fails to
address internal structural and coordination
problems that hamper the effectiveness of
the INS.

V. EXEMPTIONS FROM ‘‘GOOD GOVERNMENT”’

LAWS

The Administration’s proposal would cre-
ate broad exemptions to the nation’s ‘‘good
government” laws. It would make the civil
service, procurement, and property acquisi-
tion and disposal laws essentially optional
for the new Department. In addition, the
President’s proposal would weaken valuable
sunshine laws, such as the Freedom of Infor-
mation Act and the Federal Advisory Com-
mittee Act. The bill would also create a
weak management and oversight structure
by not fully applying the Chief Financial Of-
ficers Act, the law governing Chief Informa-
tion Officers, and the Inspector General Act.
A. Exemption From Civil Service Protections

The nation’s civil service laws have
evolved over many decades to ensure that
the government has a professional civil serv-
ice hired on the basis of merit rather than
political favoritism. Section 730 of the Presi-
dent’s proposal, however, would give the Sec-
retary the authority to create an alternative
personnel system. The only limitation in the
statute is that the system should be ‘‘flexi-
ble, contemporary and grounded in the pub-
lic employment principles of merit and fit-
ness.”’

Under the President’s proposal, employees
of the new Department could be exempted
from essential provisions of title 5 of the
United States Code. No rationale has been
offered to explain why affording these basic
protections for federal workers and their
families would undermine the mission of the
new Department. The civil service provisions
that become optional include the following:

The prohibition on discrimination against
employees on the basis of political affiliation
and on coercing political activity (anti-pa-
tronage protection);

The prohibition on hiring or promoting a
relative (anti-nepotism protection);

The prohibition on reprisal against em-
ployees for the lawful disclosure of informa-
tion about illegal and wasteful government
activity (whistleblower protection);
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The preferences for veterans in hiring and
in reductions-in-force;

The protection from arbitrary dismissal or
demotion through due process appeal rights
to the Merit Systems Protection Board;

The right to organize, join unions. and bar-
gain collectively with management over
working conditions;

Sick and annual leave for federal employ-
ees and family and medical leave;

Retirement benefits, such as the Civil
Service Retirement System and the Federal
Employees’ Retirement System; and

Health insurance through the Federal Em-
ployees’ Health Benefits Program.

Moreover, important programs for ensur-
ing diversity in the federal workforce, such
as the requirement to recruit minorities,
would also become optional under the pro-
posed legislation.

Another potential threat to the civil serv-
ice laws is section 732(b), which allows the
Secretary to hire an unlimited number of
employees through ‘‘personal service’ con-
tracts rather than through the civil service
system. Although the rationale for this pro-
vision seems to be to allow the new Depart-
ment to obtain certain specialized services
in an emergency, there do not appear to be
any limits on its use. For example, current
law requires these types of contracts to be
temporary (no longer than one year) and
subject to salary caps (no higher than the
GS-15 level). The President’s proposal would
allow these contracts to go on indefinitely
and at any rate. In effect, the section pro-
vides an alternative vehicle for bypassing
the protections and requirements of the civil
service system.

B. Exemption From Procurement Rules

Under section 732(c) of the President’s pro-
posal, the new Secretary could waive any
and all procurement statutes and regula-
tions, and the Secretary would not be re-
quired to comply with the cornerstone pro-
curement principles of open and competitive
bidding. In a section-by-section analysis pro-
vided by the While House, the Administra-
tion asserts that ‘‘normal procurement oper-
ations would be subject to current
govemment-wide procurement statutes and
regulations.” To the contrary, however, the
legislative language would add the new De-
partment to the list of entities listed in 40
U.S.C. 474, such as the Postal Service, which
would exempt entirely the Department from
the federal government’s normal acquisition
laws.

As a result, there is no guarantee that the
new Department would be getting the lowest
prices, the best quality, or the best deals.
Fundamental principles of federal procure-
ment such as the following would not apply:

The requirement that acquisitions be pub-
licly advertised;

The requirement that sufficient notice be
given to allow companies to respond;

The requirement that all responsible bid-
ders be given the chance to compete for a
given acquisition; and

The requirement that all contractors be
rated on the same criteria when competing
for a given contract.

These bedrock principles have helped to
maintain competition in federal contracting,
which history has proven to be the best way
to ensure the best quality at the lowest
prices while maintaining a system free of fa-
voritism or abuse. In addition, long-standing
preferences for small- and minority-owned
businesses designed to encourage their devel-
opment and access to federal contracts
would no longer be guaranteed.

Section 732(a) of the President’s proposal
would explicitly grant the new Department
so-called ‘‘other transactions authority’ for
research and development contracts. This
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authority was given to the Defense Depart-
ment to eliminate the open and competitive
bidding process in order to attract nontradi-
tional contractors. In fact, however, it has
been used mainly by traditional contractors
to negotiate contracts that waive the federal
government’s rights to review financial man-
agement and cost information, as well as its
rights to use new inventions discovered
through research funded by the federal tax-
payer. In reviewing the use of this authority
by the Defense Department, the Inspector
General found that these types of contracts
‘‘do not provide the government a number of
significant protections, ensure the prudent
expenditure of taxpayer dollars, or prevent
fraud.”

C. Exemption From Property Rules

The new Department will acquire a consid-
erable inventory of federal property, particu-
larly through the Coast Guard, which owns
valuable real estate across the country. Sec-
tions 732(d) and (f) of the President’s pro-
posal, however, would give the new Depart-
ment broad authority to acquire and dispose
of both real and personal property. Specifi-
cally, the Department could acquire replace-
ment real property through exchange or
transfer with other agencies or through the
sale or long-term lease to the private sector.
In addition, the Department would be au-
thorized to retain the proceeds of such trans-
actions.

Currently, under the 1949 Property Act,
federal agencies must determine whether
they own ‘‘excess’ property they no longer
need. GSA then screens this excess property
for other federal uses. If there are no federal
uses for the property, GSA declares the prop-
erty ‘‘surplus’ and screens it for ‘“homeless’
or ‘‘public benefit’’ uses, such as for schools,
correctional institutions, airports, and other
entitles. If no beneficial public use is found
for the property, GSA may sell the property
through negotiated sales at fair market
value without restrictions on use. The prop-
erty may also be sold to the public through
a bidding process if a negotiated sale does
not occur. Under the Administration’s pro-
posal, however, none of these procedures will
apply.

The Government Reform Committee re-
ported a comprehensive reform of federal
property laws earlier this year (H.R. 3947).
This reform gave agencies more flexibility to
manage their property, but it also included
safeguards to ensure that agencies respond
to community input, consider local zoning
laws, and receive fair market value. None of
these safeguards are incorporated into the
Administration’s proposal.

D. Exemption From Freedom of Information Act

Section 204 of the President’s proposal
would exempt the new Department from
complying fully with the Freedom of Infor-
mation Act (FOIA). If nonfederal entities or
individuals provide information voluntarily
to the new Department that relates to infra-
structure vulnerabilities or other
vulnerabilities to terrorism, that informa-
tion would not be subject to FOIA. This ex-
emption would apply to information that ‘‘is
or has been in the possession of the Depart-
ment.”

FOIA was designed to preserve openness
and accountability in government. In order
to protect sensitive information, FOIA al-
ready contains sufficient exemptions from
disclosure. These exemptions cover critical
infrastructure information. FOIA does not
require the disclosure of national security
information (exemption 1), sensitive law en-
forcement information (exemption 7), or con-
fidential business information (exemption 4).
Therefore, new exemptions to its provisions
do not appear necessary.

The danger in creating new exemptions to
FOIA is that important information about
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health and safety issues could be withheld
from the public. In fact, the provision is
drafted so broadly that it could be used to
“launder” embarrassing information
through the new Department and thereby
prevent public disclosure.

One particular target of the new FOIA ex-
emption appears to be the ‘‘Risk Manage-
ment Plans” that chemical plants are re-
quired to file under the Clean Air Act. These
plans inform communities about the dangers
they would face in the event of an explosion
or chemical accident in a nearby plant.
Chemical industry officials argued that Con-
gress should restrict public access to this in-
formation because the information could be
used by terrorists to target facilities.

Congress addressed this issue by carefully
balancing the goal of informing emergency
responders and the public about potential
risks of chemical accidents with the goal of
keeping sensitive information away from
terrorists. In the Chemical Safety Informa-
tion Site Security Act of 1999, Congress con-
cluded that information about potential
“worst case’ scenarios should remain avail-
able to the public, but with certain restric-
tions to prevent a searchable database from
being readily posted on the Internet. Con-
gress ensured public access to basic informa-
tion about the risk management plans, pre-
serving the right of Americans to know
about chemical accidents that could impact
their families and communities. Under the
President’s proposal, however, chemical
companies could now prevent the disclosure
of all Risk Management Plans under FOIA
simply by sending them to the new Depart-
ment.

E. Exemption From Federal Advisory Committee
Act

Section 731 of the President’s proposal
would exempt advisory committees estab-
lished by the Secretary of the new Depart-
ment from the Federal Advisory Committee
Act (FACA). FACA requires that any com-
mittee formed to provide advice to the fed-
eral government, and which consists of mem-
bers who are not federal employees, must fol-
low certain rules in order to promote good-
government values such as openness, ac-
countability, and a balance of viewpoints.
Generally, FACA requires that such commit-
tees announce their meetings, hold their
meetings in public, take minutes of the
meetings, and provide the opportunity for di-
vergent viewpoints to be represented.

To protect sensitive information, FACA in-
cludes exemptions for information that re-
lates to national security issues or informa-
tion that is classified. As a result, many
agencies with homeland security missions,
such as the Department of Justice, the Fed-
eral Bureau of Investigation, and the Depart-
ment of Defense, currently operate under
FACA without difficulty. The President’s
proposal contains no explanation why the
new Department could not also comply with
FACA. In fact, the only two agencies that
are exempt from FACA are the Central Intel-
ligence Agency and the Federal Reserve.

At least 27 advisory committees that cur-
rently exist would be transferred to the new
Department under the President’s proposal.
These existing advisory committees, which
are currently subject to FACA, include the
Navigational Safety Advisory Committee at
the Coast Guard, the Advisory Committee of
the National Urban Search and Rescue Sys-
tem at FEMA, the Advisory Committee on
International Child Labor Enforcement at
the Customs Service, and the Advisory Com-
mittee on Foreign Animal and Poultry Dis-
eases at APHIS. When rechartered under the
Homeland Security Department, none of
these advisory committees will be subject to
the FACA requirement on balance and open-
ness.
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In addition, the President’s proposal
waives important conflict of interest laws
that apply to individuals serving on advisory
committees. Under section 731, if an indi-
vidual serves on an advisory committee, the
individual will be exempt from the provi-
sions of sections 203, 205, or 207 of Title 18,
United States Code. These sections contain
important protections. Section 207, for exam-
ple, provides that a person who serves on a
committee that is advising an agency on a
specific matter cannot lobby the agency
about the same matter after leaving the ad-
visory committee. No rationale is provided
for exempting members of advisory commit-
tees from these protections against conflicts
of interest.

F. Exemption From Chief Financial Officer Act

Section 103(d)(4) of the President’s proposal
would authorize the President to appoint the
Department’s Chief Financial Officer (CFO)
without Senate confirmation. Current law
requires that a CFO of a cabinet department
either be: (1) appointed by the President with
Senate confirmation; or (2) designated by the
President from among agency officials who
are Senate-confirmed. In either case, current
law requires that CFOs be Senate-confirmed.

In addition, the President’s proposal con-
tains no language making the CFO Act appli-
cable to the new Department. The CFO Act
contains core financial management, ac-
countability, and reporting requirements
that are at least as important for the new
Department as they are for other covered
agencies, which include all existing cabinet
departments. Moreover, section 602 of the
President’s proposal provides that the CFO
shall report to the Secretary or to another
official of the Department as the Secretary
may direct. This section is inconsistent with
the CFO Act, which requires that the CFO
report directly to the agency head regarding
financial management matters.

These exemptions from financial manage-
ment requirements make little sense. Ac-
cording to GAO, ‘‘[i]t is important to re-em-
phasize that the department should be
brought under the Chief Financial Officers
(CFO) Act and related financial management
statutes.”

G. Exemption From Chief Information Officer
Legislation

The proposal does not appear to give the
Chief Information Officer (CIO) of the new
Department the same status and responsibil-
ities as CIOs at other agencies. Section 603 of
the President’s proposal provides that the
CIO shall report to the Secretary or to an-
other official of the Department as the Sec-
retary may direct. The Clinger-Cohen Act,
however, requires that the CIO report di-
rectly to the agency head.

In addition, the Clinger-Cohen Act speci-
fies numerous responsibilities for CIOs.
These include developing an accounting, fi-
nancial, and asset management system that
is reliable, consistent, and timely; devel-
oping and maintaining information systems;
and assessing and reporting on progress
made in developing information technology
systems. The President’s legislative lan-
guage, however, does not specify any respon-
sibilities for the CIO. In fact, the bill would
assign responsibility for information tech-
nology systems to an Under Secretary for
Management at the new Department, a re-
sponsibility assigned to the CIO under the
Clinger-Cohen Act.

H. Limits on Access to Information by Inspector
General

Section 710 of the President’s proposal
would subject the Inspector General (IG) of
the new Department to the Secretary’s con-
trol and would authorize the Secretary to
prevent the IG from doing work in areas in-
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volving certain information. These areas are
quite broad and extend to information con-
cerning any ‘‘matters the disclosure of which
would, in the Secretary’s judgment, con-
stitute a serious threat to national secu-
rity.”” Under the President’s proposal, the
Secretary could prohibit the IG from doing
work ‘‘if the Secretary determines that such
prohibition is necessary . . . to preserve the
national security or to prevent a significant
impairment to the interests of the United
States.”

IGs at certain other agencies (such as the
Defense Department and the Justice Depart-
ment) have similar limitations on access.
But in those cases, the IGs are directed to re-
port to Congress if the relevant Secretary
impedes their access to necessary informa-
tion. In the case of the IG for the new De-
partment, this important check on Secre-
tarial interference has been eliminated. In-
stead, the proposal would give the responsi-
bility of reporting interference with an IG
investigation to the Secretary, who would
have an obvious conflict of interest in full
reporting.

VI. EXEMPTION FROM CONGRESSIONAL
OVERSIGHT

In addition to creating exemptions to
many of the nation’s good government laws,
the President’s proposal would substantially
undercut Congress’ ability to conduct over-
sight of the new Department. Through sev-
eral broad and sweeping provisions in the
President’s proposal, the Secretary of the
new Department would have new powers to
rewrite enacted legislation and override
budgetary decisions made by Congress.

The President’s proposal would give the
Secretary of the new Department the equiva-
lent of a lump-sum appropriation of more
than $30 billion. In transferring the various
existing agencies to the new Department,
several provisions of the President’s proposal
allow the Secretary to transfer agency bal-
ances to the new Department. Section 803(e)
of the President’s proposal allows the new
Secretary to allocate those funds as the Sec-
retary sees fit, and it expressly overides the
provision of permanent law that requires
funds transferred to be used only for the pur-
poses for which they were originally appro-
priated. Taken together, these provisions
allow the new Secretary to rewrite appro-
priations relating to both homeland security
and all other functions conducted by the new
Department.

Section 733(b) creates for the new Sec-
retary a permanent blanket grant of author-
ity to transfer between appropriations ac-
counts up to b percent of the appropriations
made each year for agencies within the new
Department, so long as the Appropriations
Committees are given 15 days notice. This
provision could allow the Secretary to trans-
fer $2 billion or more per year rather than
addressing potential funding misallocations
through the annual congressional appropria-
tions process.

In addition, section 733(a) allows the Sec-
retary to ‘‘establish, consolidate, alter, or
discontinue” any organizational unit in the
new Department, including those established
by statute, upon 90 days notice to Congress.
Although the Coast Guard and the Secret
Service are exempt from this provision, all
other agencies transferred to the new De-
partment could be abolished entirely with no
input from Congress.

VII. POTENTIAL FOR SERIOUS DISRUPTION IN THE
WAR ON TERROR

The Administration asserts that the ‘“‘cur-
rent components of our homeland security
structure will continue to function as nor-
mal and there will be no gaps in protection
as planning for the new Department moves
forward.” Unfortunately, this is a difficult
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goal to achieve, and the proposal submitted
to Congress contains no implementation
plan that shows how disruptions will be
avoided.

In fact, the history of corporate and gov-
ernment reorganizations is not encouraging.
As a management professor from Columbia
University recently remarked, ‘‘[t]Jo think
that a structural solution can bring about a
major improvement in performance is a
major mistake.”” In the corporate world,
more mergers fail than succeed.” According
to one expert, ‘‘[plrivate-sector data show
that productivity usually drops by 50 percent
in the first four to eight months following
the initial announcement of a merger, large-
ly because employees are preoccupied with
their now uncertain future.

The model most often cited by the Admin-
istration is the creation of the Department
of Defense in 1947. But that reorganization
was not undertaken until after World War II
was over. Moreover, the newly created De-
fense Department was riven with strife for
decades after its creation. As recently as
1983, when President Reagan ordered the in-
vasion of Grenada, the Army and the Ma-
rines had to split the island in half because
they could not figure out how to cooperate.
The original 1947 reorganization required
four different amendments, the last being
the Goldwater-Nichols Act of 1986, before the
problems created by the 1947 reorganization
were finally addressed.

GAO has closely tracked the history of
government reorganizations. According to
David Walker, the Comptroller General of
GAOQO: “Often it has taken years for the con-
solidated functions in new departments to ef-
fectively build on their combined strengths,
and it is not uncommon for these structures
to remain as management challenges for dec-
ades. . .. [R]eorganizations of government
agencies frequently encounter start up prob-
lems and unanticipated consequences that
result from the consolidations, are unlikely
to fully overcome obstacles and challenges,
and may require additional modifications in
the future to effectively achieve our collec-
tive goals for defending the country against
terrorism.”

Given this history, the burden should be on
the Administration to show how this bureau-
cratic reorganization can be accomplished
successfully. But virtually no detail has been
provided to Congress that addresses these se-
rious implementation issues.

VIII. LACK OF NATIONAL STRATEGY

Most experts recommend three concrete
steps for developing an approach to home-
land security: First, evaluate the threats
posed to the country; second, develop a plan
for dealing with those threats; and third, im-
plement that plan through whatever reorga-
nization and realignment of resources is nec-
essary. It appears, however, that the Admin-
istration has taken exactly the opposite ap-
proach: White House officials proposed the
reorganization first; they will come out with
a strategy second; and they may eventually
do a comprehensive assessment of the
threats facing the country.

Experts have consistently criticized the
United States for failing to have a com-
prehensive national strategy for fighting ter-
rorism. GAO has made this finding repeat-
edly.” The U.S. Commission on National Se-
curity, the bipartisan group headed by
former Senators Warren Rudman and Gary
Hart, found that ‘“‘no overarching strategic
framework guides U.S. national security pol-
icymaking or resource allocations.” Like-
wise, the independent panel headed by Gov-
ernor James Gilmore concluded that ‘‘the
United States has no coherent, functional
national strategy for combating terrorism.”’

Nine months ago, in October 2001, the
White House agreed with this assessment. In
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the executive order creating the White House
Office of Homeland Security, President Bush
recognized that developing a national strat-
egy was essential in the fight against ter-
rorism. The executive order establishing the
Office provided that: ‘“The mission of the Of-
fice shall be to develop and implement the
coordination of a comprehensive national
strategy to secure The United States from
terrorist threats or attacks.”

When you assumed your position, you also
recognized that developing this strategy was
your top assignment, calling it your ‘‘main
mission’ and your ‘‘very first mission.” In a
speech in April, you said, ‘I take every word
of that executive order seriously,” and you
promised that the strategy would be ‘‘guided
by an overarching philosophy: risk manage-
ment—focusing our resources where they
will do the most good, and achieve the max-
imum protection of lives and property.”’

Since that time, the national strategy has
been promised repeatedly. In the budget jus-
tification for fiscal year 2003, the Adminis-
tration made this statement: ‘“The United
States has never had a national blueprint for
securing itself from the threat of terrorism.
This year, with the publication of the Na-
tional Strategy for Homeland Security, it
will.”

Unfortunately, this strategy has not been
developed. As a result, Congress still does
not have a list of priorities set forth in a
clear way and cannot gauge whether your re-
organization proposal best serves the na-
tion’s security goals. Moreover, the new De-
partment will have no clear strategy to im-
plement after it is created. As John R.
Brinkerhoff, civil defense director at FEMA
under President Reagan, has stated: ‘‘The
Bush Administration is doing the wrong
thing for the wrong reasons. . . . What wor-
ries me the most is that we’ve put the cart
before the horse: We’'re organizing, and then
we’re going to figure out what to do.”

IX. COST

The Administration has stated that the
creation of this new Department ‘“‘would not
‘grow’ government.”” According to the Ad-
ministration: “The cost of the new elements
(such as the threat analysis unit and the
state, local, and private sector coordination
functions), as well as the department-wide
management and Administration units, can
be funded from savings achieved by elimi-
nating redundancies inherent in the current
structure.”

This is not a credible statement. CBO has
examined the costs of the reorganization
proposal put forth by Senator Lieberman (S.
2452). According to CBO, the Lieberman bill
“would cost about $1.1 billion over the 2003-
2007 period.” CBO writes: ‘“‘[A] new cabinet-
level department would require additional
resources to perform certain administrative
functions, including new positions to staff
the offices of the Inspector General, general
counsel, budget, and Congressional affairs
for the new department.” In addition, CBO
states that the new Department would re-
quire additional funding for ‘‘centralized
leadership, coordination, and support serv-
ices,” and that ‘‘new departmental staff
would be hired over the first two years fol-
lowing enactment of the legislation.”

The Administration’s proposal is signifi-
cantly more ambitious and costly than Sen-
ator Lieberman’s. It includes more agencies,
such as the Transportation Security Admin-
istration with over 40,000 employees. More-
over, it requires the new Department to take
on a host of new functions, including:

A new office for ‘‘Intelligence and Threat
Analysis” to ‘‘fuse and analyze intelligence
and other information pertaining to threats
to the homeland from multiple sources,” in-
cluding a new ‘‘system for conveying action-
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able intelligence and other information’ and
a new system to ‘‘consolidate the federal
government’s lines of communication with
state and local public safety agencies and
with the private sector’;

A new ‘‘state-of-the-art visa system, one in
which visitors are identified by biometric in-
formation’’;

A new ‘‘automated entry-exit system that
would verify compliance with entry condi-
tions, student status such as work limita-
tions and duration of stay, for all categories
of visas’’;

New ‘‘interoperable communicattions,’” in-
cluding ‘‘equipment and systems’ for the
‘““hundreds of offices from across the govern-
ment and the country’” that make up the

‘‘emergency response community’’ (this
would be a ‘‘top priority” of the new Depart-
ment); and

A new ‘‘national system for detecting the
use of biological agents within the United
States,” including a new ‘‘national public
health data surveillance system,” and a new
‘“‘sensor network to detect and report the re-
lease of bioterrorist pathogens in densely
populated areas.”

In addition to these new functions, the
President’s proposal would establish an en-
tirely new bureaucracy, complete with a
management hierarchy and accompanying
staff. According to the President’s legisla-
tive language, the new Department would
have up to 22 Deputy, Under, and Assistant
Secretaries. This is more than the number of
Deputy, Under, and Assistant Secretaries at
the Department of Health and Human Serv-
ices, which administers a budget about ten
times the proposed budget of the new De-
partment of Homeland Security.

Like CBO, GAO has also concluded that
the new Department will impose costs on the
taxpayer. According to GAO, ‘‘[n]Jumerous
complicated issues will need to be resolved
in the short term, including a harmonization
of information technology systems, human
capital systems, the physical location of peo-
ple and other assets, and many other fac-
tors.” As a result, GAO concludes that the
President’s reorganization proposal ‘‘will
take additional resources to make it fully ef-
fective.”

Mark Everson, Controller at the Office of
Federal Financial Management within the
White House Office of Management and
Budget, was asked about these costs at a
staff briefing on July 1, 2002. He said that the
Administration bad no estimate of the tran-
sition costs of creating the new Department
and no estimate of the level of savings to be
achieved by combining agencies. The only
thing he said he knew was that these un-
known costs would exactly equal these un-
known savings.

Obviously, Congress needs more concrete
information about budget costs before it can
legislate intelligently.

X. PROCESS

When the President made his nationally
televised address on June 6, 2002, announcing
his proposal for a new Department of Home-
land Security, it came as a surprise not only
to Congress and the American people, but
also to the agencies, departments, and of-
fices affected by the proposal. The plan was
put together with so much secrecy that ‘‘[n]o
Cabinet secretary was directly consulted
about a plan that would strip 170,000 employ-
ees and $37 billion in funding from existing
departments. In fact, there was so little com-
munication between the White House and
the agencies that at least one major agency
had to call the minority staff of the Com-
mittee on Government Reform to learn
whether it was affected by the reorganiza-
tion plan.

This closed process utilized by the Admin-
istration is ill-suited to ensuring that all po-
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tential problems are identified and addressed
beforehand. Moreover, the risk of making
policy mistakes is compounded by the rushed
process being used in Congress to consider
the legislation. It is not clear how in this
process the time and opportunity will be
found to make sure the legislation is done
correctly
XI. CONCLUSION

The issues raised in this letter exemplify
the serious questions that should be resolved
before Congress completes work on this leg-
islation. For this reason, we urge you to re-
spond in detail and in writing to the con-
cerns raised in this letter by July 15, before
the House select committee starts its consid-
eration of this bill.

Sincerely,
HENRY A. WAXMAN,
Ranking Minority
Member, Committee
on Government Re-
form.
DAVID R. OBEY,
Ranking Minority
Member, Committee

on Appropriations.
APPENDIX A—TRANSFERRED FUNCTIONS NOT
RELATED TO HOMELAND SECURITY

ANIMAL PLANT HEALTH INSPECTION SERVICE

Animal Welfare Act: APHIS enforces the
Animal Welfare Act, the act that regulates
the exhibition of animals in zoos and cir-
cuses and the transportation of animals on
commercial airlines.

Biotechnology Regulatory Policy: APHIS
regulates the movement, importation, and
field testing of genetically engineered plants
and microorganisms.

Canadian Geese: APHIS works with state
wildlife agencies and local governments to
address problems with non-migratory, resi-
dent Canadian geese.

Disease and Pest Detection and Eradi-
cation: APHIS is responsible for the detec-
tion and eradication of pests and diseases
that affect crops and livestock. For example,
on September 20, 2001, APHIS implemented
the accelerated National Scrapie Eradication
Program. A few of the other pests and dis-
eases APHIS monitors for and eradicates in-
clude: the boll weevil; the fruit fly; rabies;
the Asian Longhorned Beetle; the citrus can-
ker program; and the plum pox virus.

Horse Protection Act: APHIS enforces the
Horse Protection Act, the act which pro-
hibits horses subjected to a process called
soring from participating in exhibitions,
sales, shows, or auctions.

Missing Pet: APHIS maintains the missing
pets network at www.missingpet.net.

National Poultry Improvement Plan: This
is an industry/state/federal program that es-
tablishes standards for evaluating poultry
breeding stock and hatchery products to en-
sure they are free from hatchery-dissemi-
nated and egg-transmitted diseases.

Noxious weeds: APHIS cooperates with fed-
eral, state, and private organizations to de-
tect and respond to infestations of invasive
plants, such as branched broomrape and
small broomrape.

Screwworm: APHIS is working to ensure
that screwworm is not reintroduced into the
United States. This eradication program is
close to its goal of establishing a permanent
sterile screwworm barrier in the eastern
third of Panama.

Trade Issue Resolution and Management:
APHIS monitors emerging foreign pest and
disease threats at their origin before they
have an opportunity to reach U.S. ports.
APHIS also participates in trade agree-
ments.

Veterinary Biologics: APHIS regulates vet-
erinary biologics including vaccines and di-
agnostic kits.
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COAST GUARD

International Ice Patrol: The Coast Guard
has a fleet of ships designed to break ice in
cold regions to ensure that boats are able to
navigate the waterways.

Marine Safety: The Coast Guard enforces
regulations to ensure that boats and other
marine equipment meet safety standards.

Maritime Drug Interdiction: The Coast
Guard interdicts drugs illegally brought into
this country on the waterways.

Maritime Law Enforcement: The Coast
Guard enforces the laws of the waterways.

Maritime Mobility Missions: The Coast
Guard provides aids to navigation and bridge
administration to ensure that vessels are
able to navigate our waterways.

0il Spill Cleanup: The Coast Guard helps
to prevent oil spills in the nation’s waters
and assists in their cleanup when they occur.

Protection of Natural Resources: The
Coast Guard protects our domestic fishery
resources and marine environment.

Search and Rescue: The Coast Guard, as
one of its primary missions, rescues troubled
vessels and people on the nation’s water-
ways.

CUSTOMS

Border Drug Interdiction: The Customs
Service fights against drug smuggling at the
United States border.

Copyright Protection: The Customs Serv-
ice helps to enforce the Copyright Acts.

Enforcement of Health and Safety Laws:
The Customs Service checks imports to en-
sure that they comply with health and safe-
ty laws.

Fostering of Trade: The Customs Service
works with the trade community and identi-
fies and confronts trade issues facing the
country.

Child Pornography Prevention: The Cus-
toms Service enforces laws protecting
against child pornography.

Fair Trade Protection: The Customs Serv-
ice enforces a variety of fair trade laws such
as the Lanham Trade-Mark Act and the
Trade Act of 1974.

Protection of Species at Risk: The Cus-
toms Service enforces laws protecting
threatened species such as the Bald Eagle
Protection Act and the African Elephant
Conservation Act as well as the Endangered
Species Act of 1973.

Revenue Collection: The Customs Service
provides the nation with its second largest
source of revenue.

Stolen Antiquities and Art: The Art Recov-
ery Team works to recover stolen pieces of
art and antiquities.

Tariff Enforcement: The Customs Service
ensures that U.S. tariff laws are enforced.

DEPARTMENT OF ENERGY

Energy Emergency Support: The DOE Of-
fice of Energy Assurance assesses the poten-
tial effects of natural disasters such as
earthquakes, hurricanes, tornadoes, and
floods on energy infrastructure and provides
energy emergency support in the case of
such disasters.

Human Subjects Research Database: The
DOE Environmental Measurements Labora-
tory (EML) maintains the Human Subjects
Research Database, which contains descrip-
tions of all projects involving human sub-
jects that are funded by the DOE, performed
by DOE staff, or conducted at DOE facilities.
EML also provides direct assistance to the
manager of the DOE Protecting Human Sub-
jects Program, such as assisting with pro-
duction of educational and guidance mate-
rials.

Quality Assessment Program for Con-
tractor Labs: EML also runs a quality pro-
gram for DOE contractor laboratories that
measure radiation. The program tests the
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quality of 149 private laboratories’ environ-
mental radiological measurements.

FEDERAL EMERGENCY MANAGEMENT AGENCY

Emergency Food and Shelter: FEMA gives
grants to providers of emergency food and
shelter for hungry and homeless people.

Hazards Mitigation Program: FEMA pro-
vides grants to states and local governments
to implement hazard mitigation measures to
reduce the loss of life and property resulting
from major natural disasters, such as hurri-
canes.

National Earthquake Hazards Reduction
Program: FEMA is the lead agency on pro-
grams to improve the understanding, charac-
terization and predictions of earthquake haz-
ards; to improve model building codes and
land use practices; to reduce risk through
post-earthquake investigations and edu-
cation; to develop and improve design and
construction techniques; to improve mitiga-
tion capacity; and to accelerate the applica-
tion of research results.

National Flood Insurance Program: FEMA
administers the National Flood Insurance
Program, which provides insurance coverage
for events that are not covered by tradi-
tional homeowners’ policies.

Reduce Loss from Fire: FEMA runs a num-
ber of programs to reduce the loss of life
from fire-related incidents, including the Na-
tional Fire Data Center and the National
Fire Incident Reporting Systems.

SECRET SERVICE

Prevention of Counterfeiting: The Counter-
feit Division of the Secret Service has exclu-
sive jurisdiction to investigate counter-
feiting of United States securities and obli-
gations including items such as food stamps
and postage stamps.

Safe School Initiative: The Secret Service
has partnered with the Department of Edu-
cation to help prevent violence in schools.

Telecommunications Fraud: The Secret
Service has become a recognized expert in
helping to prevent telecommunications fraud
such as the cloning of cellular telephones.

Mr. ARMEY. Mr. Chairman, I yield 3
minutes to the distinguished gen-
tleman from Oklahoma (Mr. WATTS),
the conference chairman and member
of the Select Committee on Homeland
Security.

Mr. WATTS of Oklahoma. Mr. Chair-
man, I too want to commend the chair-
man, the gentleman from Texas (Chair-
man ARMEY) for I think using excep-
tional grace and exceptional
composure and I think real balance in
giving all the Members of the Select
Committee a say, and I think as well
giving all of the committees of juris-
diction a real voice in this process.
Again, I think the gentleman did an ex-
ceptional job and he is to be com-
mended for his work on this legisla-
tion.

Mr. Chairman, I believe the best way
to secure our homeland is to involve all
sectors of society. By creating a work-
ing relationship between the public and
private sectors, the best available tech-
nologies and the greatest amount of
knowledge can be brought to the table
to achieve a common goal of protecting
our Nation from those who seek to in-
flict terror within our borders. We have
discussed at length in this process the
role of the government in homeland de-
fense and that is good. At the same
time, we need to integrate the private
sector into an overall agenda of home-
land defense.
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During the Select Committee hear-
ings last week, my colleagues accepted
an amendment I offered to create a po-
sition of special assistance for the pri-
vate sector to be a liaison within the
Office of the Secretary of Homeland
Security.

The special assistant would be the
primary contact for private sector ac-
tivities and coordination with the De-
partment of Homeland Security. The
private sector will help combat ter-
rorism by ensuring that America’s pro-
tectors have the best available tech-
nology to secure and defend our home-
land, from the superaccurate sensors
that can detect biologic warfare
agents, to integrated computer sys-
tems that allow government agencies
to effectively communicate with State
and local officials and each other.

In addition, the special assistant will
ensure that federally-funded research
and development projects that have
homeland security application are not
just sitting in the lab, somewhere but
are in the lands of our Nation’s defend-
ers.

The special assistant for the private
sector will play a crucial role in co-
ordinating the security of our nation’s
critical infrastructure, an important
job considering, Mr. Chairman, that 85
percent of our critical infrastructure is
owned by the private sector.

By fostering relationships between
Federally funded programs and the pri-
vate sector, new and innovative tech-
nologies will help the government and
local communities with deterrence,
prevention, recovery and response.

The ultimate goal of these efforts is
to ensure that our police, firefighters,
baggage screeners, cargo inspectors
and other front-line defenders have the
best anti-terrorism technology Amer-
ica has to offer. The private sector can
play a critical role to protect and de-
fend our homeland.

Mr. Chairman, we must do every-
thing possible to promote its work, so
together with the government we can
better secure our great Nation. I am
delighted that we have done this that
we are moving forward in this legisla-
tion. I encourage all of my colleagues
to support it.

Mr. Chairman, | rise today in strong support
of H.R. 5005, the Homeland Security Act of
2002. This bill represents a monumental step
toward addressing the serious homeland secu-
rity concerns we currently face in America by
creating a new Department of Homeland Se-
curity. | also rise to ask the new Secretary of
Homeland Security to study the steps currently
being taken by the Oklahoma Municipal
League to put into place a statewide emer-
gency response network which utilizes the
most up-to-date wireless last-mile technology
to link federal, state and local officials in the
event of a natural disaster or criminal or ter-
rorist activity.

The Oklahoma Municipal League has begun
a successful initiative to create a statewide
broadband network for municipalities, schools,
businesses and residences through a public/
private partnership. Utilizing grants and low
cost loans from industry, state and federal
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sources, the League and member municipali-
ties are creating the base network for public
services that will be self-sustaining through
commercial subscription services to busi-
nesses and residences. Telecommunications
fiber links are leased from carriers for back-
bone links and wireless last-mile technology is
used to provide local high-speed access. The
network links local governments to each other
and to state and federal offices. This network
can be utilized to efficiently coordinate the ac-
tivities of first responders in the event of an
emergency.

The officials in Oklahoma have begun dis-
cussions with the Federal Emergency Man-
agement Agency for implementing this pro-
gram on a national scale and | urge the Sec-
retary to work with FEMA and other relevant
federal agencies to expedite this process and
provide any resources available to assist the
Oklahoma Municipal League in further devel-
oping this network. Recognizing that Home-
land Security begins at the local level, | also
urge the Secretary to make other states aware
of the Oklahoma program and encourage
them to use it as a model for implementing
similar networks in their own states.

| would also ask the Secretary to study the
impacts of terrorism on rural America and de-
velop guidelines for minimizing the effects of
these incidents. This study should focus on
the difficulties of communication among state
and local officials in rural areas, particularly
with respect to the ability of municipal govern-
ment officials and first responders to have
real-time transmission of voice, data and video
in order to effectively response to emergency
situations. The findings of this study should
provide examples of communities that are pre-
paring disaster response plans and educating
the public on the steps to take in the event of
an emergency.

Mr. Chairman, these two studies should be
conducted immediately upon creation of the
new Department of Homeland Security. The
Secretary should report back to Congress the
findings of these studies within 120 days of
the creation of the new Department.

Ms. PELOSI. Mr. Chairman, I yield 4
minutes to the gentleman from Min-
nesota (Mr. OBERSTAR), the ranking
member Committee on Transportation
and Infrastructure.

Mr. OBERSTAR. Mr. Chairman, I
thank the gentlewoman for yielding me
time.

Mr. Chairman, here we are crafting
the first new department of govern-
ment in many years and I am a little
surprised. It is Alice in Wonderland. It
is verdict first, evidence later.

A provision in this legislation would
extend a deadline for screening of
checked luggage aboard aircraft by ex-
plosive detection systems out off into
the future after last year, just eight
months ago in this very Chamber, we
voted 410 to 9 to set a deadline of De-
cember 31, 2002 to do that very job.
Where is the evidence that we need to
do that? Where is the evidence that
should precede the verdict that this
great Nation cannot accomplish that
task that we have set forth by an over-
whelming vote in this body?

I frankly am offended that we would
hardly, as the ink dries on the Trans-
portation Security Administration law,
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hardly is the President’s pronounce-
ment of a need for a Department of
Homeland Security than this body will
become and begin to undermine that
very security.

I am not a newcomer at this business
of aviation security. I have spent about
20 years at it in the Committee on Pub-
lic Works, and then the Committee on
Transportation and Infrastructure. I
am proud to say that I held the very
first hearings on aviation security as
Chair of the Subcommittee on Over-
sight and Investigations. And in the
aftermath of Pan Am 103, as Chair of
the Aviation Authorizing Committee
with my then-ranking member, the
gentleman from Georgia (Mr. Ging-
rich), fashioned the legislation re-
quested by President Bush to create a
Presidential Commission on Aviation
Security and Terrorism and served on
that commission with our distin-
guished colleague from Arkansas, Mr.
Hammerschmidt.

We wrote a report that made 64 rec-
ommendations to improve aviation se-
curity, drafted those recommendations
into legislative language, to them en-
acted through this body and the other
body and to the president and signed
them into law. And I said then, oh,
there is such a willingness in the body
politic and in the Nation as a whole to
strengthen security that never will we
have to worry. These provisions will be
implemented, and yet we saw the air-
lines lobby against 10-year criminal
background checks for screeners. It
took 10 years to get that provision of
law implemented by rule. And positive
passenger bag match and deployment
of explosive detection systems.

That then came September 11 and the
new Transportation Security Act, and I
said then, This time we will not make
a mistake. We will write provisions in
law and make them applicable by ac-
tion of law, not by bureaucratic rule
making so that the will of the people
and of the Congress cannot be frus-
trated. And here we are 9 months later,
frustrating that will of the Congress
and of the people of this country to
raise the bar of security. We raised it
in law and in this bill it is being low-
ered again. And lowered to create a one
year, at least, window of vulnerability
for aviation security. We ought to re-
move that provision and I will propose
the amendment tomorrow to do so.

Mr. ARMEY. Mr. Chairman, I yield 3
minutes to the gentleman from New
Jersey (Mr. LOBIONDO).

Mr. LOBIONDO. Mr. Chairman, I rise
in support of H.R. 5005 and I thank the
majority leader for yielding me this
time.

Since becoming chairman of the Sub-
committee on Coast Guard Maritime
Transportation 18 months ago, I fo-
cussed my efforts on making sure that
Congress provides the Coast Guard sub-
stantial increased monies, additional
manpower and more modern assets nec-
essary to carry out their multi-mission
charge.

I have worked with many Members of
this House from my first days as chair-
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man to pursue these goals, and during
my tenure, I have developed a set of
guiding principles designed to make
sure that the Congress is serving the
Coast Guard in the same fine way that
the Coast Guard is serving America.

As we have considered this bill and
examined its effect on our Nation’s se-
curity, I have, again, had these prin-
ciples frame my views. First, we must
ensure that anything we do in Wash-
ington will not negatively effect the
Coast Guard’s ability to effectively
carry out all of its missions, including
conducting search and rescue, stopping
drug smuggling, interdicting illegal
immigration, and all the other mari-
time safety commissions, as well as the
critical homeland security mission.

Congress must also ensure that the
Coast Guard stays intact and remains a
ready force to meet and handle a wide
range of duties, including homeland se-
curity.

Fortunately, the Select Committee
and the White House have agreed that
an intact Coast Guard doing all of its
multi mission tasks is the right way to
go. I worked hard on this issue and am
very pleased it is part of this bill.

Secondly, we must ensure that the
Coast Guard continues to receive the
resources it needs to keep doing the
great job they have done both before
and after September 11. The Coast
Guard needs substantially more money
and more modern assets to meet the
challenges of the future and to operate
safely, efficiently and effectively to
protect America.

The passage earlier this week of over
half a billion dollars in a supplemental
appropriations bill for the Coast Guard
is indeed good news to allow the Coast
Guard to continue to meet the in-
creased cost of defending America.

Lastly, the Coast Guard must con-
tinue to report directly to the Sec-
retary of Homeland Security, keeping
its access at the highest levels of ad-
ministration. This point was a top pri-
ority for me from the very first days
the President’s proposal was made. I
was adamant that the Coast Guard
would not be lost in a bureaucratic jun-
gle, and I want to thank the majority
leader, the gentleman from Texas (Mr.
ARMEY), the gentleman from Alaska
(Mr. YOUNG), the gentleman from New
Jersey (Mr. MENENDEZ) and the gen-
tleman from Ohio (Mr. PORTMAN) for
their efforts in joining me to ensure
that the Coast Guard continues to
enjoy its open access door to the Sec-
retary.

It is critical that the Coast Guard
can report directly to the top decision
makers, and this is exactly what this
bill specifies that they do.

Mr. Chairman, I believe this legisla-
tive proposal is good for the Coast
Guard and the right direction for
America at this difficult time in our
Nation’s history, and I urge a strong
support of this legislation.

Ms. PELOSI. Mr. Chairman, I yield 2
minutes to the gentlewoman from
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Michigan, (Ms. KILPATRICK), an impor-
tant member of the Committee on Ap-
propriations.

(Ms. KILPATRICK asked and was
given permission to revise and extend
her remarks.)

Ms. KILPATRICK. Mr. Chairman, I
rise and I support the concept of a De-
partment of Homeland Security, but I
do not support this concept and let me
tell you why.

This concept allows 170,000 Federal
employees to be transferred to an agen-
cy where they have no rights, a brand
new personnel system where they do
not have rights. They are not able to
bargain collectively. They are not able
to have certain rights and are sub-
jugated to the whim of the Secretary.

I rise in opposition because this bill
defies the appropriations process set up
in our Constitution of checks and bal-
ances. I oppose this bill because it
eliminates the process, the Congress,
the constitutional Congress, that al-
lows our country to exist and to have
checks and balances and appropriations
process and employee rights that this
legislation will take away in the name
of terrorism. Yes, we need to do some-
thing but this is not the vehicle and I
hope it will not pass.

The Secretary can waive various pay-
check schedules for these employees.
He can move the employees at their
whim, 170,000 employees who have dedi-
cated much of their lives to this gov-
ernment.

0 2115

We need more time; there is no rest
for this. Yes, the terrorism is bad. Yes,
I believe the terrorists have won. Be-
cause what they have done is frighten
Americans. We are a better Nation
than that. We have an Army. We have
people who are committed to this coun-
try. I believe it is our responsibility to
reject this legislation and then come
back and put the practical amend-
ments, the practical balance that we
need to make sure that citizens are
safe and make sure that our employees
have the rights that they deserve.

Mr. Chairman, | rise in opposition to H.R.
5005 because it eliminates the protections and
rights of many Federal employees, violates
fundamental rights under the Constitution, and
defines a well-established appropriations proc-
ess. These reasons make this a bad bill for
the citizens of this nation. It takes away the
fundamental rights that we hold dear.

Black American has not enjoyed the fullness
of America’s Constitutional freedoms, as have
most Americans. Black Americans have been
explicitly and implicitly limited to many of our
basic civil liberties and this bill will potentially
further restrict. The limitations that we experi-
ence are even greater than most recent immi-
grants. Perhaps, that is why we tend to be
more liberal in defense of them.

Most American generations have enjoyed
the freedoms inherent in the Constitution for
nearly three hundred years. In the history of
nations, that is a very long time. Since 9-11,
Terrorists have frightened our nation, and
now, we are afraid. For all of our braggadocio
stands and speeches, we are afraid. Our fear
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is making us overwhelmingly passive to gov-
ernment propaganda and carelessly willing to
sacrifice our liberties to those among us who
are more than glad to take them. If we pass
the Homeland Defense Act, as presently pro-
posed, the terrorists will have won.

The terrorists will have won because we
would have destroyed our Constitutional de-
mocracy of checks and balances. This Con-
stitutional innovation has stood us in good
stead through our own Civil War, through two
world wars, numerous undeclared wars, racial
hostilities and a number of other internal and
external conflicts.

This massive war-like structure we are call-
ing The Department of Homeland Defense will
make the country vulnerable by weakening the
very regulatory agencies that the last two hun-
dred and fifty years has taught us that we
need.

By making the massive shifts of personnel
and responsibilities of existing agencies to one
Homeland Defense Department, focused ex-
clusively on terrorism, we won't be able to tell
whether 19 million pounds of tainted meat is
the act of bio-terrorism or the result of cor-
porate misfeasance.

In 1930, France had the largest army in Eu-
rope. Watching the rise of fascism in neigh-
boring Germany, they decided to construct an
impenetrable defensive wall the entire 300
miles along the Franco-German border. Origi-
nally priced at 300 million francs, with only 82
miles completed, the cost had ballooned to 23
times the original budget. Ultimately, the cost
of the Maginot Line consumed all of France'’s
defensive budget leaving them with a military
unprepared for the German blitzkrieg that ulti-
mately defeated them six years later.

This so-called, Homeland Defense Act, cre-
ates for us a bureaucratic Maginot Line, which
can be circumvented by anyone who dis-
respects the rules of warfare which clearly is
what terrorist do. The Germans defeated the
inflexible Maginot Line by outflanking it. Using
a concept of “unrestricted warfare,” the Ger-
mans, disregarded the neutrality and vulner-
ability of Switzerland and Belgium, went
around the Maginot Line invaded and defeated
France in six weeks.

What makes the Department of Homeland
Defense as vulnerable as the French of 1940
is the obviousness of it. The ideal target of un-
conscionable fanatics is anything that resem-
bles static vulnerability. The best offense
against terrorism is the stealth of intelligence.

What we need to defend ourselves against
terrorism is not another massive, inflexible de-
partment but exactly what this country does
best. America has the ability to invent, inno-
vate and diffuse its technological creations;
and to build networks that multiply human in-
telligence.

We can leave the departments exactly
where they are and doing what they know how
to do best. What we ought to do is build inside
of all government departments, a responsive
and flexible network of units, which can re-
spond to any sort of threat—whether it is an
act of terrorism, an accident, negligence or
misfeasance. We need this flexibility so that
the country does not exist in a permanent
“yellow” state. We do need to multiply our in-
telligence capability one hundred—fold to co-
ordinate our flex-defense network.

| suspect that most Members of Congress
are students of history or at least “buffs.” as
| am. One of my greatest sources of current
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history is my eighty-three year old father—a
Navy veteran of the Second World War. He
often takes the time to give me an historical
spin on what looks like something new.

If the history of the Maginot Line is too dis-
tant and the analogy too abstract to be in-
structive, then we should look at a more re-
cent event—The Gulf of Tonkin Resolution.
That Resolution appealed to patriotism to re-
spond to an “unprovoked” attack on American
Naval forces off the coast of North Vietnam.
The resolution gave the President the author-
ity to escalate the war in Vietham without fur-
ther authority from Congress. The resolution
passed unanimously in the House and with
only Senators Morse (D-OR) and Gruening
(D—-AK) opposing.

With the publication of the Pentagon Papers
in the New York Times, in June and July of
1972, the American people learned that the
CIA with the full knowledge of the President
had contrived the incident at Tonkin.

Only Congress can declare war. With the
passage of the Gulf of Tonkin Resolution,
Congress relinquished its Constitutional au-
thority to declare war to the President. Fifty
thousand American lives were lost in an
undeclared war driven by an irrational rush to
judgment motivated by anger and fear.

In The Imperial President, Pulitzer Prize-
winning historian, Arthur Schlesinger, traced
the shifting of congressional powers to the
President. Most often, these shifts occurred as
the result of a belief that the country was in
danger by either internal or external threats.
Once the shift was made, Congress never re-
trieved its relinquished powers.

The values and constitutional liberties of this
nation are not only threatened by terrorists,
but also, threatened by the possibilities of a
federal government without proper checks and
balances. For Black Americans, the latter
threat is much more conceivable than the
former. | want to see the nation combat these
despicable terrorists acts, but not by com-
pletely centralizing the power of federal gov-
ernment, or trampling on our civil liberties, or
not protecting federal employees rights.

My conscious will not permit me to agree
with this bill's construction of The Department
of Homeland Defense. | will not agree with
legislation to strip civil liberties. | will not agree
with a contract that will deny workers of their
rights and proper recourse for wrong done to-
wards them. | will not be silent to the ills of
this bill, even in the midst of a daunting and
scary future, which has bred fear through us
all.

This bill would give a two-year authority to
unilaterally transfer up to two percent of ap-
propriations between department functions.
This can be done with only 15 days of prior
notice to Congress. There is an effective proc-
ess to transfer funds with Congressional ap-
proval that works well. | will not support this
bill, and hope that my colleagues too will un-
derstand what is at stake with the passage of
this bill. | believe that we can construct a bill
that will protect our employees’ rights and will
not violate proper appropriation procedure or
our fundamental rights under the Constitution.
For these reasons, Mr. Speaker, | am op-
posed to H.R. 5005.

Mr. ARMEY. Mr. Chairman, I ask
unanimous consent that the gentleman
from Ohio (Mr. PORTMAN) be permitted
to control the remainder of my time
for consideration of this debate.
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The CHAIRMAN. Is there objection
to the gentleman from Texas?

There was no objection.

Mr. PORTMAN. Mr. Chairman, I
yield myself such time as I may con-
sume.

I thank the majority leader, and I
want to commend him for the work he
has done to put together the bill we
have before us today. His leadership on
the Select Committee was fair, open,
honest. We had some good debates, and
it was done in a not just bipartisan but
a nonpartisan way and I know that will
continue tonight as we get through
some of these statements and then
later tonight and tomorrow into the
amendment process.

Briefly responding to the gentle-
woman from Michigan (Ms. KIL-
PATRICK), she will be happy to know
that workers’ rights are indeed pre-
served in the underlying legislation.
All of title V is included in the legisla-
tion. I hope she will read it.

I would also like to say that collec-
tive bargaining is explicitly not just
permitted but guaranteed. So we are
hearing a lot of statements tonight
that may be based on some information
that is being passed around that is not
accurate. I hope people will read the
legislation so that we can keep to the
facts.

Shaping of this legislation, Mr.
Chairman, has been and will continue
to be a daunting task. All of America is
looking at us to help protect the home-
land and produce a Department of
Homeland Security that is worthy of
the name. It is a challenge, and we had
better get it right. This Department
will be the keystone of our national
strategy to confront a menacing threat
and to shut it down.

Its mission as proposed by the Presi-
dent is critical. First, to prevent ter-
rorist attacks; second, to reduce our
vulnerabilities to attack, hardening
our infrastructure; third, to minimize
damage should we be attacked; and, fi-
nally, and this is very important in
this new agency, to be sure that those
functions that are being transferred to
this new Department that are not re-
lated to homeland security are also not
neglected. And we will hear something
about that tonight and into the amend-
ments.

This is all a big job, and it results in
a very big agency, 170,000 employees.
We know it will be a big agency. The
question is, and the gentlewoman from
California raised it earlier, will it also
be a lean and agile agency to be able to
respond to the threat that we find our-
selves confronting in this new century?
Will this thing work? I think we are
going to determine that in our votes
tonight and tomorrow. We are going to
determine whether this new agency is
going to have the ability to rationalize
and bring together 22 different agencies
of Government. It is a difficult task,
admittedly. It is necessary to do it. As
we have heard so many people speak so
well about tonight the necessity of
consolidating and streamlining, being
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sure that we have real accountability
in a system that does not exist now;
and I do not think anybody would say
it does when there are so many dif-
ferent agencies and Departments of
government responsible, nobody is re-
sponsible.

We have got to be sure that we take
these 22 different agencies and we bring
them together as a single team focused
on a single mission. This will require
managerial, budget, and, yes, personnel
flexibility. Without it, the needed con-
solidation and streamlining just will
not happen; it will not work.

Second, beyond this huge organiza-
tional challenge, the new Department
must be able to meet an agile, deadly,
and unpredictable threat, the threat of
terrorism. It must be able to do so with
cleverness, with speed and with flexi-
bility of its own.

I believe the Select Committee bill
we have before us meets these tests. It
does provide us with a 21st century
agile Department, and it must not be
weakened through the amendment
process if we are to properly protect
our homeland. The most fundamental
responsibility we have as Members of
Congress, of course, is to protect our
country and to protect our citizens. I
strongly believe the bill that we have
before us puts the pieces in place to see
that with good congressional oversight
we can indeed meet that responsibility.
As we work through these amend-
ments, I hope my colleagues on both
sides of the aisle will continue to focus
on the necessity of rising to this
daunting challenge without partisan-
ship, without rancor, but with one goal
in mind, and that is how best to pro-
tect our families.

Mr. Chairman, I reserve the balance
of my time.

Ms. PELOSI. Mr. Chairman, I yield 3
minutes to the gentleman from Wis-
consin (Mr. OBEY), the very distin-
guished ranking member of the Com-
mittee on Appropriations.

Mr. OBEY. Mr. Chairman, I thank
the gentlewoman for yielding me this
time.

Mr. Chairman, I want to express my
appreciation for the fact that the com-
mittee did correct what I thought to be
the most fundamental problem associ-
ated with the original draft just sent
down by the White House. That draft
gave unprecedented authority to bu-
reaucrats to spend money without con-
gressional supervision, and I think it
would have been a threat to the Con-
stitution itself, and I appreciate the
fact that that disastrous proposal has
now been removed.

That leaves us with the question of
what we think of the organizational
structure which is left, and we can
have honest differences about that. I
happen to think and I happen to fear
that the remainder of this product will
in fact make it more difficult rather
than less difficult for us to respond to
terrorist attacks and to prevent them,
for two reasons.

First of all, this agency that is cre-
ated is going to be composed of 170,000
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people. That is not going to be a lean,
mean, agile agency. It is going to be a
slow, cumbersome agency which I
think will slow down our ability to
react. Secondly, even though some 22
offices and agencies are being pulled
into that Department, there are 111
agencies that have something to do
with homeland security that will not
be tied into that Department, and my
question is who is going to coordinate
them? In my view what we need is to
have a substantially upgraded and
strengthened Office of Homeland Secu-
rity within the White House, and that
is the reason I personally favor Senate
confirmation. Not because it in any
way weakens the occupant of that of-
fice, but because it would put them on
an equal footing in terms of prestige
and clout with the Office of Manage-
ment and Budget, with the President’s
science advisor and the like; and I
think that is what is needed if we are
going to coordinate those 111 agencies
outside the tent effectively.

I also believe the FBI needs to be
substantially reshaped because right
now they simply do not have the ana-
lytical capacity that is needed to en-
gage in this kind of analysis as opposed
to looking at what is happening with
25,000 separate crimes around the coun-
try. It is a very different mindset that
is required, and I think the FBI direc-
tor recognizes that fact.

And, lastly, we have to look at re-
sources. We have to commit substan-
tially more resources to enhancing our
translation capacity because right now
the hard fact is there are thousands of
pages of raw data, raw intercepts lying
on floors and sitting on shelves all over
the security agencies in this town. No
one has ever looked at them because
we have not had the personnel and they
have not had the focus. That needs to
be fixed if we are going to truly im-
prove the security posture of the coun-
try.

Mr. PORTMAN. Mr. Chairman, I
yield 2 minutes to the gentleman from
Georgia (Mr. CHAMBLISS), a member of
the Permanent Select Committee on
Intelligence, one of the House’s experts
on homeland security.

Mr. CHAMBLISS. Mr. Chairman, I
thank the gentleman for yielding me
the time.

Mr. Chairman, I rise tonight to sup-
port this very important bill to estab-
lish a Department of Homeland Secu-
rity. I applaud the work of the gen-
tleman from Texas (Mr. ARMEY), the
majority leader, and the gentlewoman
from California (Ms. PELOSI), the mi-
nority whip, who I work with on the
Permanent Select Committee on Intel-
ligence, and the members of the Select
Committee on Homeland Security who
have worked tirelessly over the past
few weeks to ensure the successful im-
plementation of the President’s plan to
improve the security of our Nation,
and to our President. What a great job
he has done and what great vision he
has for where this country ought to be
from a homeland security standpoint,
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and he is providing strong leadership in
moving us in the direction of that vi-
sion.

The world has changed dramatically
since September 11 of last year. Win-
ning the war on terror means changing
the mindset of our entire government
top to bottom and drastically changing
the way we do business. The new De-
partment of Homeland Security will
centralize and coordinate our efforts to
better protect our citizens.

Let me point out that one of the
most important aspects of this plan is
the effort to improve the sharing of in-
formation among our Federal agencies,
as well as between Federal, State and
local officials.

Last week, the gentlewoman from
California (Ms. HARMAN) and I released
a summary of our classified report on
why our intelligence agencies failed to
prevent the terrorist attacks of Sep-
tember 11. Not only did we find that
the information technology and agen-
cies such as the FBI could not commu-
nicate with itself because they have a
completely outdated information infra-
structure, but the right people were
not getting the right information at
the right time.

We must streamline and better co-
ordinate the sharing of information so
that our local officials like Wayne Ben-
nett, the sheriff of Glynn County,
Georgia, or Bud Watson of the Atlanta
Police Department, the people who are
on the front lines protecting our com-
munities every day, have the most ac-
curate information so that they can do
the best job they can to disrupt ter-
rorist activity and better protect our
citizens.

Mr. Chairman, I urge my colleagues
to support this landmark legislation.

Ms. PELOSI. Mr. Chairman, I am
pleased to yield 2% minutes to the very
distinguished gentleman from Arkan-
sas (Mr. SNYDER).

Mr. SNYDER. Mr. Chairman, I have
been watching this debate with some
interest for the last couple of hours,
and I am one of those that is standing
forward tonight to say I am a vote in
play on this, and I came over here be-
cause I find my questions are not being
answered by this debate. I am hearing
a lot of superlatives about stream-
lining and coordination and consolida-
tion, how we are not going to let Sep-
tember 11 occur again. We have got to
talk about some details about what
good specifically is going to occur by
making what is going to be a tremen-
dous change that the GAO says is going
to take a decade probably to really
work out.

I am a little bit torn because some of
my favorite folks and the folks I re-
spect the most in this body are divided
on this, the gentleman from Texas (Mr.
THORNBERRY), the gentleman from Wis-
consin (Mr. OBEY), the gentleman from
Ohio (Mr. PORTMAN), some others. But
let me just touch on a few points.

First of all, Moses did not come down
from the mountaintop with gold tab-
lets that said this bill is the answer.
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There are other potential answers out
there. I think we ought to try to make
our case why in some detail this is the
particular answer, what other option
to me would have been to do, what we
all thought that was going to happen
with Governor Ridge from the get-go,
which was he was going to be a close
confidant, adviser to the President
that could have authority and account-
ability and with laser-like effort could
go into agencies and correct where we
saw the problems. We have rejected
that, and now we are going with the
whole hog kind of thing that I am not
sure we need to go that far.

The second point I want to make is a
funding issue. We had the intelligence
bill on the floor yesterday, and several
speakers talked about how we are fi-
nally going to give additional funding
to intelligence, implying that perhaps
the problem all along, a lot of it, is we
have underfunded intelligence.

Part of the concern in this bill is
about visas and how they have been
given out; and yet the New York Times
had an article, front page story on
Monday, how we have terrible per-
sonnel policies and problems in the
State Department. No wonder we are
having problems, and yet we have not
addressed the personnel issues nor have
we addressed the great infrastructure
needs, security infrastructure needs of
the State Department.

Another point, as has been said, we
have got to be careful about this big-
ger-is-better argument. When we look
at the challenges back home in Arkan-
sas, I do not find anyone saying let us
take all the volunteer fire departments
and consolidate them into one big fire
department, let us take all the sheriff
and police agencies and consolidate
them into one that that will help our
coordination. We need to be, perhaps,
more focused.

My final concern is I fear that this
could be a distraction. I am just asking
these as questions tonight, that in the
course of doing this huge consolidation
we will forget that we need to focus on
the gaps in intelligence and the gaps in
specific funding and the gaps in spe-
cific coordination personnel needs that
may be lost in the massive consolida-
tion that is occurring.

Mr. PORTMAN. Mr. Chairman, I
yield 3 minutes to the gentleman from
Virginia (Mr. ToM DAVIS), a member of
the Committee on Government Reform
and leader on civil service and tech-
nology issues.

(Mr. TOM DAVIS of Virginia asked
and was given permission to revise and
extend his remarks.)

Mr. TOM DAVIS of Virginia. Mr.
Chairman, I rise in support of the
cybersecurity information security
language included in the Chairman’s en
bloc amendment. The events of Sep-
tember 11 and ensuing war on ter-
rorism have raised an unprecedented
awareness of the vulnerabilities we
face. This has naturally focused more
attention on security issues, particu-
larly with respect to information secu-
rity.
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From my work on the Committee on
Government Reform, it is clear that
the state of Federal information secu-
rity suffers from a lack of coordinated,
uniform management. Federal infor-
mation systems continue to be woe-
fully unprotected from both malignant
and benign interruptions.

0 2130

Title XI in the manager’s amendment
incorporates the major provisions of
the Federal Information Security Man-
agement Act of 2002, FISMA, which
will strengthen the information secu-
rity management infrastructure within
the Federal Government.

FISMA will achieve several objec-
tives vital to Federal information secu-
rity. Specifically, it will remove
GISRA’s sunset clause and perma-
nently require a Federal agency-wide
risk-based approach to information se-
curity management with annual inde-
pendent evaluations on agency infor-
mation security practices.

Second, it will require that all agen-
cies implement a risk-based manage-
ment approach to developing and im-
plementing information security meas-
ures for all information and informa-
tion systems.

Third, it will streamline and make
technical corrections to GISRA to clar-
ify and simplify its requirements.

Fourth, it strengthens the role of the
National Institute of Standards and
Technology in the standard-setting
process; and, finally, it requires OMB
to implement minimum and manda-
tory standards for Federal information
and information systems, and to con-
sult with the Department of Homeland
Security regarding the promulgation of
these standards.

The critical infrastructure informa-
tion provisions included in H.R. 5005
will promote voluntary information-
sharing among our Nation’s critical in-
frastructure and assets. The provisions
are supported by every critical infra-
structure sector.

Critical infrastructures are those
systems that are essential to the min-
imum operations of the economy and
government. Traditionally these sec-
tors operated in the private sector,
largely independently of one another,
and coordinated with government to
protect themselves against threats
posed by traditional warfare. Today
the public and private sectors must
learn how to protect themselves
against unconventional threats, such
as terrorist attacks and cyber-
intrusions.

In Presidential Decision Directive 63,
issued by the previous administration,
concerns about the Freedom of Infor-
mation Act, antitrust, and liability
were identified as primary barriers to
facilitating information-sharing with
the private sector. The provisions in
the amendment address these concerns
by providing a limited FOIA exemp-
tion, civil litigation protection for
sharing information, and a new process
for resolving potential antitrust con-
cerns for information shared among
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private sector companies for the pur-
pose of correcting, avoiding, commu-
nicating, or disclosing information
about a critical infrastructure threat
or vulnerability.

These provisions will enable the pri-
vate sector, including information-
sharing organizations, to move forward
without fear from government repris-
als, and allow us to have a timely and
accurate assessment of the
vulnerabilities of each sector to phys-
ical and cyberattacks and allow for the
formulation of proposals to eliminate
these vulnerabilities without increas-
ing government regulation, or expand-
ing unfunded Federal mandates on the
private sector, and I urge its adoption.

We all know that the Federal, State and
local governments will spend billions and bil-
lions of dollars to fight the war against terror.
Contentious floor debates aside, we all sup-
port these efforts. But to me, the question isn’t
simply how much we spend, but how well we
spend it.

Since the tragic events of 9/11 the Govern-
ment, in general, and the Office of Homeland
Security, in particular has been overwhelmed
by a flood of industry proposals offering var-
ious solutions to our homeland security chal-
lenges. Because of a lack of staffing expertise,
many of these proposals have been sitting
unevaluated, perhaps denying the Govern-
ment breakthrough technology.

In February, | held a hearing in my Sub-
committee on Technology and Procurement
Policy on homeland security challenges facing
the Government. One theme that was ex-
pressed unanimously by industry was the
need for an organized, cohesive, comprehen-
sive process within the Government to evalu-
ate private-sector solutions to homeland secu-
rity problems. Now we have part of the solu-
tion, with the creation of the new Department
of Homeland Security in the bill on the floor
today. Chairman ARMEY at my request in-
cluded language in a new section 309 which
his based on H.R. 4629, legislation | intro-
duced in May. This language will close the
loop and provide a vehicle to get these solu-
tions into government and to the front lines in
the war against terror.

Chairman ARMEY’'s Managers’ amendment
included a new section 309 in the Homeland
Security Act to the establish within the Depart-
ment a program to meet the current challenge
faced by the Federal Government, as well as
by State and local entities, in leveraging pri-
vate sector innovation in the fight against ter-
ror. The amendment would establish a fo-
cused effort by:

Creating a centralized Federal clearing-
house in the new Department for information
relating to terror-fighting technologies for dis-
semination to Federal, State, local and private
sector entities and to issue announcements to
industry seeking unique and innovative anti-
terror solutions;

Establishing a technical assistance team to
assist in screening proposals for terror-fighting
technology to assess their feasibility, scientific
and technical merit and cost; and

Providing for the new Department to offer
guidance, recommendation and technical as-
sistance to Federal, State, local and private ef-
forts to evaluate and use anti-terror tech-
nologies and provide information relating to
Federal funding, regulation, or acquisition re-
garding these technologies.
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Since September 11, we have all been
struggling to understand what changes will
occur in our daily lives, in our economy, and
within the Government. We now will establish
a new Department of Homeland Security to
focus and coordinate the war against terror.
The new section 309 in this landmark legisla-
tion will give the new Department the frame-
work it needs to examine and act on the best
innovations the private sector has to offer.

| would also like to offer my thanks to the
staff of the Science and Energy and Com-
merce Committees who collaborated with my
staff in crafting this consensus amendment.

Ms. PELOSI. Mr. Chairman, I am
pleased to yield 2% minutes to the dis-
tinguished gentleman from Indiana
(Mr. ROEMER), a member of the Perma-
nent Select Committee on Intelligence.

(Mr. ROEMER asked and was given
permission to revise and extend his re-
marks.)

Mr. ROEMER. Mr. Chairman, I think
that this country is in dire need of a
homeland security department, and I
hope and pray that the President’s pro-
posal will work. But I think that it will
not.

While I do not know what I am going
to do yet on final passage, I have very
grave concerns about this being too bu-
reaucratic, too big, too cumbersome,
and not quick enough and agile enough
to deal with the threat of al Qaeda that
can move from Yemen to Hamburg to
the United States in a matter of 12
hours.

Now, when President Clinton pro-
posed his massive health care proposal
in 1993, I thought it was too bureau-
cratic. I opposed it. I thought it was
too slow. When we look at this pro-
posal, to get a decision made from the
CIA to homeland security, assess the
threat, get it back up to the Secretary,
determine the reliability, go back
down and then say, yes, we have a real
threat, then say should we call Indian-
apolis, warn them, prevent it, harden
the target, we are going from the
President to the Secretary to the infra-
structure protection to the threat
analysis and back. I do not know that
this is going to work. I hope it does.

The current system, Mr. Chairman, is
the President and then here is Tom
Ridge. Here is the President and here is
Tom Ridge in the Office of Homeland
Security. Right there and right back.
Very quick. I think we need quick.

I hope that we will take our time on
this. Twenty-two departments, $38 bil-
lion, 180,000 people versus, I think,
going more toward what we have, mak-
ing Tom Ridge a Cabinet secretary,
making it lean, agile, technologically
connected with e-mail and databases,
and able to knock al Qaeda out quickly
before they can attack the United
States again. Not with a big bureauc-
racy. I urge my colleagues to go for-
ward with caution.

Mr. PORTMAN. Mr. Chairman, I
yield 2% minutes to the gentleman
from New York (Mr. BOEHLERT), the
distinguished chairman of the Com-
mittee on Science.
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(Mr. BOEHLERT asked and was given
permission to revise and extend his re-
marks.)

Mr. BOEHLERT. Mr. Chairman, I rise
in strong support of H.R. 5005, and I
want to draw particular attention to
the bill’s appropriate focus on science
and technology.

Advancement in science and tech-
nology will be critical to the success of
every mission of the Department of
Homeland Security: Improving intel-
ligence analysis, cybersecurity, border
security, and emergency response all
will require the invention and deploy-
ment of new technologies, ranging
from new software to make computer
networks more secure, to new stand-
ards to make emergency response com-
munications equipment interoperable.

Like the Cold War, the war on ter-
rorism will be won as much in the lab-
oratory as on the battlefield. With that
in mind, the Select Committee has fol-
lowed the recommendation of the Com-
mittee on Science and has created an
Under Secretary for Science and Tech-
nology. With this under secretary, the
bill ensures that one senior official in
the new Department will be responsible
and accountable for the science and
technology activities of the entire De-
partment. This approach will ensure
that the science and technology activi-
ties of the Department have the crit-
ical mass and the skilled leadership
they need to succeed.

The language of title III gives the
Under Secretary for Science and Tech-
nology the tools needed to build the
scattering of relatively small programs
being transferred into the agency into
a dynamic science and technology ca-
pability.

I want to thank the members and
staff of the Select Committee for work-
ing with us so cooperatively to ensure
that the new departments will have a
strong, vigorous, and innovative
science and technology capability as
called for by the National Research
Council and other expert groups. I also
want to point out the Committee on
Science provisions were approved in
our committee on a bipartisan, unani-
mous vote.

Mr. Chairman, I also want to draw
attention briefly to the cybersecurity
provisions of the bill which have been
strengthened as H.R. 50060 moved
through the congressional process. The
bill now explicitly focuses on
cybersecurity, one of our Nation’s most
serious vulnerabilities. The manager’s
amendment will strengthen those pro-
visions even further by providing more
tools and direction to ensure the secu-
rity of Federal, State, local and private
sector computer systems, and to help
speed recovery if security is ever
breached, nonetheless.

I want to thank my colleagues, and I
urge full support of H.R. 5005.

Ms. PELOSI. Mr. Chairman, I am
very pleased to yield 3 minutes to the
gentleman from Texas (Mr. HALL), the
ranking member on the Committee on
Science, a committee which has three



July 25, 2002

amendments here tonight, and which
passed unanimously and, of course, in
bipartisan fashion from that com-
mittee.

Mr. HALL of Texas. Mr. Chairman, I
rise, of course, in support of this bill.
This is not to say that I agree with
every part of it, but, in balance, I think
passage of this legislation will help us
better protect our country.

I thank the gentlewoman from Cali-
fornia (Ms. PELOSI), our illustrious mi-
nority whip, for working me in at this
stage of the proceeding, and I thank
the chairman of the Committee on
Science, the gentleman from New York
(Mr. BOEHLERT), who ushered this bill
to the present status.

Mr. Chairman, I am pleased to be
present and just to be a Member of this
body in a day and time at the creation
of a Department of Homeland Security.
The President of our country deserves
a lot of credit for stepping up and ac-
cepting the idea that a new department
is called for at this time.

The Congress is a deliberative body,
and normally we spend years consid-
ering an idea before coming to any
type of a conclusion. In this instance,
though, the threat is great and immi-
nent, making quick action very nec-
essary. I always heard ‘‘haste makes
waste,” but quick action means we will
not get everything we want in this bill,
exactly like we want it. I know that,
and the chairman of the Select Com-
mittee, the gentleman from Texas (Mr.
ARMEY), knows that. Nevertheless, this
good start can be fixed as we go along.

I want to spend a few minutes talk-
ing about the ways in which the Com-
mittee on Science strengthened the
President’s initial proposal. I am par-
ticularly pleased that the bill before us
places a clear focus on the new Depart-
ment on science and technology, two of
our most potent tools in fighting ter-
rorism.

The single most important rec-
ommendation that the Committee on
Science made was the creation of an
Under Secretary for Science and Tech-
nology, a provision that was supported
bipartisanly and unanimously in the
Committee on Science and in the Se-
lect Committee. Chairman BOEHLERT is
to be commended for his strong leader-
ship on this issue.

I would also note that the President’s
counterterrorism strategy, published
last week, cites science and technology
as one of the heralded and one of the
homeland security strategy’s four
foundations, unique American
strengths that cut across all mission
areas, across all levels of government,
and across all sectors of society.
Science and technology are too impor-
tant to be left to chance in this new de-
partment. They need to be planned, co-
ordinated, and directed under a strong
Under Secretariat.

Our committee made over a dozen
constructive changes to the President’s
proposal and our markup. The Select
Committee did not incorporate a few
that I want to highlight.
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One, the gentleman from Texas (Mr.
BARTON) recommended language to en-
sure that the Department has access to
universities through centers of excel-
lence. This is a useful component of the
research and development enterprise
for the Department. However, the cur-
rent structure of this provision, with
numerous criteria that the applicants
must meet and its exclusion of private
research institutions, can still be per-
fected in conference, and I hope that it
is.

Also, Mr. Chairman, the gentle-
woman from California (Ms. LOFGREN)
and the gentleman from Michigan (Mr.
EHLERS) led the charge in blocking the
transfer of NIST’s Computer Security
Division to the new Department.

Ms. LOFGREN and Mr. EHLERS led the
charge in blocking the transfer of NIST's Com-
puter Security Division to the new Department.
Many high-tech organizations have warned
that this transfer would actually hurt national
security by choking off productive interactions
between the government and the private sec-
tor on computer security issues.

An amendment in the bill authored by the
gentleman from Washington (Mr. BAIRD) ex-
plicitly directs the Under Secretary for Emer-
gency Preparedness and Response to treat
the psychological consequences of major dis-
asters and to provide appropriate training for
mental health workers who must deal with the
aftermath of these events.

There were also a number of good ideas
accepted by the Science Committee that are
not in the base bill but which will be offered
later as Floor amendments. | urge the Mem-
bers to accept our Committee’'s unanimous
judgment on these amendments, which in-
clude:

The amendment of the gentlewoman from
California (Ms. WOOLSEY) creates a Homeland
Security Institute. The Institute would be a
non-profit organization assisting the Secretary
in much the same way that the RAND Cor-
poration and the MITRE Corporation assist the
Secretary of Defense in analyzing proposals,
establishing test-beds, assessing defense
vulnerabilities and strengths, and so forth. The
creation of this Institute was the major rec-
ommendation of last month’s National Re-
search Council report on terrorism R&D.

The amendment of the gentleman from New
York (Mr ISRAEL) creates an advisory com-
mittee for the Under Secretary for Science and
Technology. The committee would review and
make recommendations on general policy
issues for the Under Secretary. Most impor-
tantly, the Committee will include representa-
tives of the users of the Department's re-
search activities—emergency responders—
and of citizen groups.

It includes proposed language by the gentle-
woman from Michigan (Ms. RIVERS) that
strengthens the channels through which cre-
ative American inventors can propose their
ideas and technologies to the appropriate gov-
ernment officials. Many of us have heard from
constituents who fit that description and who
have asked for our help. This amendment pro-
vides those inventors with a place to take their
ideas.

Two other amendments were adopted by
the Science Committee but failed to make the
list of amendments under consideration on the
House Floor. | would hope that these items
may be accommodated in the conference.
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First the amendment of the gentlewoman
from Texas. (Ms. EDDIE BERNICE JOHNSON) to
clarify how the Department should classify in-
formation. The amendment adds language re-
quiring the Under Secretary, before issuing
R&D awards, to state definitively and in a
timely manner whether the research results
will be controlled by standard classification
procedures. This policy was part of President
Ronald Reagan’s National Security Decision
Directive 189, promulgated in 1985.

And there is the amendment of the gen-
tleman from Utah (Mr. MATHESON) regarding
standard setting by the Department. This
amendment tasked the National Institute of
Standards and Technology to work with the
new Department in standard setting for chem-
ical, biological, nuclear and radiological detec-
tion, and transportation standards.

Mr. Chairman, I urge the adoption of
these. We need to move this bill
through the conference as quickly as
possible. Homeland security is too im-
portant a task to let politics, turf, ju-
risdictional concerns, or struggles over
credit get in our way.

Mr. PORTMAN. Mr. Chairman, I
yield 2% minutes to the gentleman
from Pennsylvania (Mr. WELDON), the
founder and chair of the Congressional
Fire Caucus.

(Mr. WELDON of Pennsylvania asked
and was given permission to revise and
extend his remarks.)

Mr. WELDON of Pennsylvania. Mr.
Chairman, I wore this bracelet for 9
months, since September 11. This
bracelet was given me by the widow of
Ray Downing, one of my best friends.

Ray Downing took me through the
World Trade Center in 1991 to give me
lessons that I should learn to take
back to this body regarding our ability
to respond to terrorist incidents. Ray
Downing was the Chief Rescue Officer
for New York City on September 11. All
of those 343 firefighters that were
killed worked for Ray Downing. As
people were rushing out of the build-
ing, Ray was going in with his friends.
In fact, two of his sons are firefighters
today with the New York City Fire De-
partment.

Ray Downing became a good friend of
mine after 1991. And, in fact, he encour-
age me to introduce legislation in our
defense bill, which I did in 1999, cre-
ating the Gilmore Commission. The
Gilmore Commission published three
documents long before 9-11 occurred.
And so when my colleagues today talk
about a rush to do something, I do not
know where they have been. The Gil-
more Commission, the Hart-Rudman
Commission, the Deutsch Commission,
the Bremer Commission, all of this
work was done over the past 8 years.
Where have my colleagues been? When
were they engaged with us?

Ray Downing was engaged. Ray
Downing made recommendations for
one single Federal agency, and he made
it over and over again in the Gilmore
Commission document. It was Ray
Downing who led us to understand that
FEMA had to play a lead role and be a
part of that agency, not some outside
entity. It was Ray Downing who told us
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that communication was terrible in
1991, and we did not listen. We did not
do anything up until now. It was Ray
Downing who told us in these reports
that our intelligence system was inad-
equate and it was Ray Downing who
told us that cybersecurity and asym-
metric sets required a new impetus, a
new direction. Not once, not twice, but
three times in three separate volumes
that each of us in this body should
have read.

Mr. Chairman, I am here today be-
cause of Ray Downing. Ray Downing is
an American hero. I wore his bracelet
until we found his remains 40 days ago,
through DNA evidence, because we
could not find his body. When I went to
the Ground Zero on September 13, his
two sons were on their knees looking
for their dad.

Ray Downing told us what we should
have done and we did not pay atten-
tion. This is no rush. I say it is about
time we pay attention to the real he-
roes of this country, the domestic de-
fenders who are in our 32,000 depart-
ments who have been telling us for 10
years what recommendations we
should enact.
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Ms. PELOSI. Mr. Chairman, I yield 2
minutes to the gentleman from Mary-
land (Mr. WYNN).

Mr. WYNN. Mr. Chairman, I thank
the gentlewoman for yielding me this
time, and extend my compliments to
my colleagues on both sides of the aisle
that have brought this bill forward. I
think it is a good piece of work, al-
though I have some questions.

Our most important resource in
homeland security is human capital. I
represent 72,000 Federal employees, and
I rise to take exception to the so-called
flexibility provisions. I fear they will
result in lower morale and, thus, less
effectiveness. This bill undermines the
rights and protections currently af-
forded to Federal employees and in cer-
tain cases creates unfairness. The bill
allows the new Department after 1 year
to reduce the pay of employees trans-
ferred from other agencies. The bill
would allow the Department to estab-
lish a new human resource manage-
ment system, one that is different from
other Federal employees, and leaves to
the discretion of the Secretary whether
the new system would apply to all or
just some organizational units.

In addition, the bill undercuts the
ability of unions to represent employ-
ees. The bill would allow the Secretary
the authority to exempt some employ-
ees from organizing unions. Currently
only the President has that authority.

Second, those allowed to organize
would not necessarily be afforded cur-
rent features such as agency rec-
ommendation of unions as the exclu-
sive representatives of employees, a
right to have union representation at
grievances, and the requirement to me-
diate disputes with unions in the case
of an impasse.

The bill allows the Department to es-
tablish its own appeal system rather
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than taking appeals to the Merit Sys-
tem Protection Board or Equal Em-
ployment Opportunity Commaission.

I understand that some flexibility is
necessary. However, in this respect the
bill uses a meat-ax approach more akin
to union busting. Many of these pro-
posed personnel changes are not ration-
ally linked to security functions. The
tragedy of September 11 was linked to
a lack of coordination, information-
sharing, and intelligence failures, not
unionization and not the existing
grievance procedures. We are asking
our Federal employees for more to help
us with homeland security while we
undermine their employment security.
This is a wrong-headed approach which
I hope we will correct as we move for-
ward in this process.

Mr. PORTMAN. Mr. Chairman, I
yield 2 minutes to the gentlewoman
from Texas (Ms. GRANGER), a member
of the Subcommittee on Transpor-
tation of the Committee on Appropria-
tions.

Ms. GRANGER. Mr. Chairman, I
want to express my admiration and ap-
preciation for the gentleman from
Texas (Mr. ARMEY) for his leadership in
fashioning this legislation which pro-
vides the reorganization needed to pro-
tect America by establishing the De-
partment of Homeland Security.

I have been working especially hard
on transportation issues in homeland
security, and tomorrow I will be speak-
ing on those issues, but I wanted to re-
spond tonight to the suggestion that
there is no case for providing flexi-
bility in this arbitrary deadline for
checking baggage for explosives.

Airport security is important to our
homeland security, and we all know
that and we all want it, but we want
real, not pretend, security at our air-
ports. To make the deadlines as we
have it today, the TSA would have to
install screening machines at our air-
ports at the rate of one every 35 min-
utes for the next 5 months. To make
the deadline as we have it, screeners
would have to be recruited, hired, and
trained at the rate of 4.5 seconds for
the next 5 months. I can go on and on.

The American people know that can-
not happen and we know it cannot hap-
pen. That is the case for changing this
deadline. Let us make this right. Let
us have real, not pretend, security at
our airports. The American people de-
serve and demand real security, not po-
litical posturing from us. Let us do it
right, and let us pass real legislation,
the legislation that is before us here
today.

Ms. PELOSI. Mr. Chairman, I yield 2
minutes to the gentlewoman from
Texas (Ms. JACKSON-LEE) who has been
a very active participant in making
suggestions for this legislation.

(Ms. JACKSON-LEE asked and was
given permission to revise and extend
her remarks.)

Ms. JACKSON-LEE of Texas. Mr.
Chairman, I am reminded of the debate
we had just a few days ago giving hon-
orary citizenship to Marquis de Lafay-
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ette. His words rendered during his life-
time ring very loud today. He fought
for America’s freedom in the Revolu-
tion when patriots stood side by side.
His words were, “‘Humanity has won its
battle. Liberty now has a country.”

I think even today as we debate this
homeland security department, and
even as the winds of action whirl
around us, I hope that words of caution
are relevant as we move this legisla-
tion forward to be instructive to do
what is best for the American people.

My visit to Ground Zero was as any
other American because the grief was
so overwhelming I wanted to be in the
process of the lost souls and heroes
that gave their lives on September 11.
In tribute to them, I think it is impor-
tant to address some of the concerns
with this legislation.

I want a Department of Homeland
Security. I have worked and reviewed
and looked at options and opportuni-
ties to improve the legislation.

I am disappointed that even in the
rush that we would not take the time
for a full debate in the open daylight
for the American people to be engaged.
We are making a historic change in the
way we do business in America. I think
it is important for the RECORD to re-
flect, Mr. Chairman, that we are con-
cerned about due process and civil lib-
erties; that even though we stand to-
gether as Americans, we are concerned
that we should ensure that there is no
racial profiling in this particular legis-
lation.

I think that we should be concerned
that we have an FBI and a CIA that
works, and whether or not we have
whistleblower protection. I believe that
we should reflect on these issues, and I
hope as we do so, we will find the kind
of department that will work well for
all Americans.

Mr. PORTMAN. Mr. Chairman, I
yield myself 10 seconds simply to make
the point and give the gentlewoman
some comfort that section 2301, whis-
tleblower protection, is very much a
part of this legislation. If the gentle-
woman looks at the language, it is ex-
plicitly referenced.

Mr. Chairman, I yield 2 minutes to
the gentleman from South Carolina
(Mr. WILSON), the only Member of Con-
gress who is in the National Guard.

Mr. WILSON of South Carolina. Mr.
Chairman, it is a great honor to rise in
support of H.R. 5005, the Homeland Se-
curity Act of 2002. I commend the ma-
jority leader, the gentleman from
Texas (Mr. ARMEY), for his excellent
service and the members of the Select
Committee for the bipartisan nature in
which this bill was put together. I also
commend the President for his leader-
ship in working for the establishment
of the new Department.

My perspective, indeed, is as the only
member of the Army National Guard
serving in Congress at this time, and I
have had the privilege as a member of
the South Carolina National Guard to
work with the community agencies and
with the different first responders for
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other natural disasters that have oc-
curred in our country. In particular, I
have worked with the situation of re-
covery from Hurricane Hugo which
struck our State. It was an extraor-
dinary experience, but working to-
gether we were able to recover in our
State and ensure domestic tranquility.

H.R. 5005 will ensure that our com-
munities and first responders are pre-
pared to address all threats. I believe
that it is an orderly streamlining of
agencies to focus on homeland secu-
rity. In particular, I want to commend
that the Secret Service will be moved
to the Department. One of the main
missions of the Secret Service is pro-
tecting individuals and securing key
events such as the Olympics and Super
Bowl. The Department will depend on
this agency’s protective functions and
expertise. H.R. 5005 essentially accepts
the Committee on Government Re-
form’s recommendation.

Another point that I see in this bill is
recognition that active private sector
participation in homeland security is
essential. The Select Committee au-
thorized the Secretary of Homeland Se-
curity to have a special liaison with
the private sector to promote public-
private partnerships and promote tech-
nology integration for homeland secu-
rity. A national council for first re-
sponders is also established.

Mr. PORTMAN. Mr. Chairman, I
yield 2 minutes to the gentleman from
Georgia (Mr. BARR), a member of both
the Committee on the Judiciary and
the Committee on Government Reform.

(Mr. BARR of Georgia asked and was
given permission to revise and extend
his remarks.)

Mr. BARR of Georgia. Mr. Chairman,
when American leaders convened on
Monday, December 8, 1941, they knew
three things: They knew America was
at war; they knew that the mechanism
that had been designed to alert Amer-
ica to impending danger had failed; and
they knew that the mechanisms that
we had in place at the time to respond
to emergencies had failed.

They indeed faced a crisis, much as
the crisis that we faced the day after
the terrorist attacks on this Nation on
September 11. We knew that the exist-
ing mechanism designed to alert Amer-
ica to danger and to impending attacks
had failed, we knew we were at war,
and we knew that the mechanisms de-
signed to respond quickly to emer-
gencies in this Nation were not ade-
quate to meet the challenge.

We owe it to this President the same
as our forefathers owed and gave to
Franklin Delano Roosevelt in Decem-
ber of 1941 the power and the flexibility
to respond to a threat that our Nation
had never faced before. Is the mecha-
nism that this President is proposing
and that we have before us in the De-
partment of Homeland Security per-
fect? No, it is not. But it does grant the
President the flexibility that he needs
to respond to an ever-changing threat
and to make those responsible for
meeting that threat within our shores
accountable.
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Without flexibility and the mecha-
nisms that we provide this President,
there can be no accountability, and
without accountability, whatever
mechanisms we put in place, no matter
how much money we put behind them,
they will fail. Therefore, I urge Mem-
bers to adopt this proposal to give the
President the flexibility that he needs,
and also to maintain the balance in-
cluded in this important proposal to
ensure that the privacy rights of Amer-
ican citizens are not infringed by the
exercise of these necessary powers.

Mr. Chairman, | am pleased to rise in sup-
port of this historic piece of legislation.

On June 6, 2002, President Bush proposed
creating a permanent Cabinet-level Depart-
ment of Homeland Security, to unite essential
agencies to work closely together and provide
seamless coordination and execution of home-
land security functions.

The Select Committee, under the leadership
of Chairman Armey, took President Bush’'s
proposal and made it better. The measures
added by the Select Committee clarify roles
and responsibilities of the Department, help
create a world-class workforce within the civil
service framework, enhance research and de-
velopment opportunities, and protect civil lib-
erties.

This bill goes beyond moving boxes on an
organization chart. It represents a thoughtful
approach to securing our borders and pro-
tecting our nation. It follows a rational strategy
to bring together the current disjointed hodge-
podge of government activities into a single
department whose primary mission is to pro-
tect our homeland.

I'd also like to commend the work of Chair-
man Dan Burton. The Committee on Govern-
ment Reform, on which | serve as Vice Chair,
worked long and hard to perfect this bill. We
crafted a document which served as the base
text for the Select Committee bill. We worked
into the early morning hours, marking up this
legislation. We voted on nearly 40 amend-
ments. At the end of that process, thanks to
the leadership of Chairman Burton, we ap-
proved the bill, 30 to 1.

Government Reform paid particular attention
to important management issues. Not only is
creating the right organization for Homeland
Security important, so is having the manage-
ment tools and flexibility to create an agile
21st century workforce capable of responding
to emerging new threats, and protect and de-
fend the American people. This is, for exam-
ple, the reason Committee on Government
Reform recommended to the Select Com-
mittee, granting the Secretary of Homeland
Security needed flexibility in the area of per-
sonnel management.

| recently chaired Government Reform hear-
ing in Atlanta to examine post 9/11 security at
federal buildings outside the nation’s capital.
Undercover GAO investigators attempted to
infiltrate federal facilities in Atlanta, which has
the largest federal government presence out-
side of Washington, D.C. We learned a very
important lessons as a result of this investiga-
tion: Organizing the proper structure and im-
plementing proper procedures is futile if there
is no accountability, and there can be no ac-
countability without flexibility.

If the Secretary cannot move quickly
to rectify personnel problems in the in-
terests of security, we will have no ac-
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countability, and we will have failed in
our most critical task—to create an ef-
fective organization capable of re-
sponding quickly and decisively to se-
curity threats. The Secretary must
have the authority and the flexibility
to remove employees from sensitive po-
sitions should these employees pose a
threat to national security.

We do not aim to take away any em-
ployee right. We are merely providing
the Secretary the needed management
flexibility to strike a sensible balance
between national security, employee
rights, and the overall needs of the
government to protect its citizens.

While we have heard the hue and cry
about protecting the rights of the bu-
reaucrats, we need to remember why
we are creating this Department in the
first place: to protect our communities
from the terrorist threats that are un-
like any other in the history of our na-
tion. I submit the safety of our commu-
nities outweights the importance of
certain civil service administrative
procedures. When are we talking about
so-called ‘‘dirty bombs” being deto-
nated here in the nation’s capital, and
aircraft being employed as missiles to
take out our treasured institutions, I
believe the proper perspective comes
back into focus.

The existing personnel system locks
federal organizations into making ob-
solete decisions—decisions that do not
reflect the mission of the Department
or needs of American public. This bill
brings accountability and common
sense to a cumbersome process, while
retaining fundamental rights for all
transferred employees.

I would also like to take a few mo-
ments and discuss the issue of privacy;
specifically the privacy protections
we’ve incorporated into the final bill.

The Department of Homeland Secu-
rity will be assembling millions of
pieces of personal information about
American citizens. The though of the
federal government collecting such pri-
vate details still gives me pause. How-
ever, after spending eight years of my
life at the CIA, I understand how im-
portant collecting and analyzing for-
eign intelligence information is to
stopping terrorism. However, in order
to protect this information and ensure
it is not improperly retained, used, or
disseminated, I fought for the inclusion
of the Privacy Officer provision, which
I first proposed in the Judiciary Com-
mittee’s Commercial and Administra-
tive Law Subcommittee.

This provision mandates the Privacy
Officer track public complaints regard-
ing privacy violations, then explain to
Congress how the Department has ad-
dressed them, and what internal con-
trols have been established to improve
privacy protection. It is vital we pro-
tect America from those who would
cause us harm, but that must not mean
that Americans sacrifice their privacy
arbitrarily or any more than abso-
lutely necessary, and always with re-
gard to the Bill of Rights. The inclu-
sion of a Privacy Officer will help to
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prevent that from happening. The pri-
vacy officer is specifically charged
with examining legislative proposals
that would minimize privacy intru-
sions, and also be required to assess the
privacy implications of rules proposed
by the Department. This privacy offi-
cer will ensure that private informa-
tion obtained by the new Department
be kept private, absent a sound, com-
pelling and Constitutional reason oth-
erwise. These provisions will safeguard
Americans’ right to privacy and pre-
serve the freedoms and liberties cen-
tral to the American identity.

Mr. Chairman, President Bush—and
Governor Ridge—are to be commended
for the job they have done over the
past nine months. Since the September
11th attacks, their swift and decisive
efforts to strengthen homeland defense
have restored confidence in the Amer-
ican people. I also commend all the
Committees for their hard work on this
bill, and urge all Members to support
this important piece of legislation.

Ms. PELOSI. Mr. Chairman, I yield 2
minutes to the gentlewoman from
Florida (Ms. BROWN) who is a member
of the Committee on Transportation
and Infrastructure and the Committee
on Veterans’ Affairs.

Ms. BROWN of Florida. Mr. Chair-
man, the first agency to respond to the
terrorist act on September 11 was the
United States Coast Guard. Within
minutes, they were guarding our ports,
bridges and waterways. It was so reas-
suring to know that they were out
there protecting us while other agen-
cies were still in shock, and I want to
point out, all while under the super-
vision of the Department of Transpor-
tation.

I strongly oppose the transferring of
the Coast Guard to the Department of
Homeland Security. Moving the Coast
Guard to the new Department is not in
the best interest of the Coast Guard,
the Department of Homeland Security,
or the American people. Each year the
Coast Guard conducts over 40,000
search-and-rescue cases. They inspect
U.S. and foreign flag ships, and protect
many of U.S. citizens who travel on
cruise ships and ferries. Most impor-
tant to my home State of Florida, they
stop drugs from entering our country.
Over 80 percent of the Coast Guard’s
operating budget is spent on missions
that have nothing to do with border
protection or homeland security.
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The Republican Party is supposed to
be the party of smaller government,
but today they are creating a huge
monster. I do support the creation of a
Department of Homeland Security, but
this Congress cannot just rubber-stamp
this legislation. It is not unpatriotic to
ask serious questions about this agen-
cy, and we should not base the process
on a symbolic date. Our constituents
deserve better than that. We do not
need to create another monster. We
need to create a homeland security
agency that really will protect this Na-
tion and its citizens from harm.
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Mr. PORTMAN. Mr. Chairman, I
yield 2 minutes to the gentleman from
Indiana (Mr. SOUDER) chairman of the
Government Reform Criminal Justice
and Drug Policy Subcommittee.

Mr. SOUDER. Mr. Chairman, I rise in
support of this important legislation. I
particularly would like to discuss a
provision of the bill that arises from an
amendment that I successfully offered
in the committee with bipartisan sup-
port from the gentleman from Mary-
land (Mr. CUMMINGS) and the gen-
tleman from Illinois (Mr. DAVIS) to
provide for a senior-level official with-
in the new Department to coordinate
counternarcotics matters.

I raised this issue as chairman of the
Criminal Justice and Drug Policy Sub-
committee and as one of the cochairs
of the Speaker’s Task Force on a Drug
Free America. I believe it is extremely
important, and I would also like to
thank the leadership, including Chair-
man ARMEY, Speaker HASTERT and the
gentleman from Ohio (Mr. PORTMAN)
for working with us on this provision.

The scope of the legislation we are
considering today is much larger than
just catastrophic terrorism. One of the
issues the proposed reorganization will
have an impact upon is drug interdic-
tion.

Let me remind the House of two crit-
ical facts. First, approximately 19,000
Americans will die this year of drug-in-
duced causes. These tragedies happen
every day in every congressional dis-
trict across the country. Thousands
more Americans have to seek emer-
gency treatment and thousands more
families are disrupted by the effects of
illegal drugs. The second is that three
of the most prominent agencies in-
volved in this legislation, the Customs
Service, the Coast Guard and the Bor-
der Patrol, are among the preeminent
agencies in the Federal Government
with respect to drug interdiction. This
bill will move these agencies into a
new Cabinet Department whose stated
mission and focus relate primarily to
catastrophic terrorism.

While I strongly support the overall
intention of the bill, I also believe with
equal strength that our efforts to re-
spond to potential future acts of ter-
rorism cannot come at the price of re-
laxing our efforts against drugs. Sec-
tion 768 of the bill, which is derived
from my amendment, will require the
appointment of a counternarcotics offi-
cer who will be a senior official in the
Department to assure this coordina-
tion.

The new counternarcotics officer
must be a senior officer capable of en-
suring proper attention and resources
to this critical mission. He or she must
also be dedicated solely and exclusively
to this task. In my view, it will not be
acceptable for the new Secretary of
Homeland Security simply to add this
job on top of others tasked to another
senior official.

The purpose of the provision is to en-
sure that there will be a responsible of-
ficial whose energies and attention are
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devoted to managing the significant re-
sponsibilities of the new department in
this area. This mission is unique
among all of the nonterrorism func-
tions and it is important that we have
this senior level coordinator.

Our Subcommittee’s oversight findings have
long suggested the need for such a single
operational coordinator even prior to the cur-
rent reorganization.

This new Department will become the pre-
eminent drug interdiction agency for the fed-
eral government, and we cannot allow that
mission to continue to be run with such a lack
of integration and coordination. We must have
an official in charge of this vital task, and |
again very much appreciate its inclusion in the
bill. Drug control is an integral part of Home-
land Security, and | look forward to working
closely with the new Department in pursuit of
this goal.

Ms. PELOSI. Mr. Chairman, I am
very pleased to yield 1%2 minutes to the
gentleman from Ohio (Mr. KUCINICH),
the ranking member on the Committee
on Government Reform Subcommittee
on National Security and a member of
the Committee on Education and the
Workforce.

Mr. KUCINICH. Mr. Chairman, after
an attack on our Nation, Franklin D.
Roosevelt told our Nation, ‘“We have
nothing to fear but fear itself.” Over 61
years later, we are told we have every-
thing to fear. We now measure our
fears by the size of the bureaucracy we
could create to deal with those fears.
But I submit that we will not have re-
sponded to the underlying conditions
which have created those fears in the
first place.

This bill will not accomplish a more
effective defense of our Nation because
there has been no analysis of the
threat. There has been no risk assess-
ment. There is no sense of the actual
causes of insecurity and there is no
strategy which would provide justifica-
tion for sweeping changes in 153 dif-
ferent agencies. Little in this bill dem-
onstrates how this bill will accomplish
security superior to what these 153 dif-
ferent agencies can now accomplish
with strong leadership. $4.5 billion
more will be spent, but how do we
know it will work in a new department
when there has not been any agency-
by-agency analysis that justifies the
creation of a new Department?

Mr. Chairman, this House just passed
a national independent commission to
investigate 9/11. We will have a new de-
partment with 170,000 employees to re-
spond to 9/11, yet the commission
which will analyze 9/11 has not even
begun its work. That is quite a feat, es-
pecially with our President saying to-
night, “I didn’t run for office promising
to make government bigger.”” 170,000
employees in this new Department, no
idea how they will integrate, 10 years
for the Department to be up and run-
ning.

In the meantime this reorganization
itself will represent a threat to the se-
curity of our Nation because it will in-
duce paralysis and administrative
breakdown.
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Mr. PORTMAN. Mr. Chairman, I
yield 2 minutes to the gentlewoman
from West Virginia (Mrs. CAPITO), a
member of the Committee on Trans-
portation and Infrastructure and also
someone who has taken a special inter-
est in homeland security issues.

Mrs. CAPITO. Mr. Chairman, I rise in
support of H.R. 5005, the Homeland Se-
curity Act and I commend the com-
mittee for their fine work.

Mr. Chairman, the way our country
prepares for and responds to emer-
gencies since the events of September
11 must be a key component of our
homeland security strategy. To that
end, I think the President should be
commended for putting nearly all of
the Federal emergency management
and response responsibilities under the
Department of Homeland Security. By
making emergency management and
response a priority under the new De-
partment, we will change the mindset
of merely reacting to disasters to in-
clude a comprehensive plan of helping
communities better prepare for emer-
gency situations. A broader perspective
on emergency preparedness will help
our cities and towns across the country
be ready to respond to terrorist at-
tacks, major disasters and other emer-
gency situations that could paralyze a
community that is ill-prepared for a
surprise scenario. Initiatives such as
State-to-State pacts for emergency re-
sponse situations must be promoted in
order to better use our resources that
can be shared across the country.

I think it is important to highlight a
few national ‘‘firsts’ included in this
bill. Building a national incident man-
agement system to respond to attacks,
consolidating existing Federal emer-
gency response plans into a single na-
tional plan, and developing comprehen-
sive programs for interoperative com-
munications technology.

The emergency preparedness and re-
sponse portion of the Department of
Homeland Security will continue cur-
rent Federal support for local govern-
ment efforts to promote structures
that have a lesser chance of being im-
pacted by disasters. It will bring to-
gether private industry and citizens to
create model communities in high-risk
areas.

Like the Boy Scouts and Girl Scouts,
every community in America, no mat-
ter how large or how small, needs to al-
ways be prepared. A firm structure
demonstrated by the Federal Govern-
ment will provide the help and guid-
ance that towns, cities and counties
need as they continue to ensure the
safety of citizens across the country.

I support this bill wholeheartedly.

Ms. PELOSI. Mr. Chairman, I am
pleased to yield 1%2 minutes to the very
distinguished gentleman from Texas
(Mr. TURNER), a respected member of
the Committee on Armed Services and
the Committee on Government Reform.

Mr. TURNER. I thank the gentle-
woman for yielding me this time.

Mr. Chairman, I want to address an
amendment that I will offer on this
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floor tomorrow relating to indemnity
of Federal contractors who will provide
to the government sophisticated
antiterrorism equipment. The language
that I will offer on the floor tomorrow
was passed unanimously by the Com-
mittee on Government Reform, but un-
fortunately taken out of the bill by the
Republican majority on a special
panel. I was very amused when I looked
at some talking points about the
amendment I will offer tomorrow that
was put out by the Republican leader-
ship tonight. It says, and I quote, The
trial lawyers, through an amendment
expected to be offered by Representa-
tive TURNER, and I might say I find
that very amusing because the amend-
ment I am offering tomorrow was pre-
pared by Representative ToM DAVIS,
and I as the chairman and ranking
member of the Technology and Pro-
curement Subcommittee of Govern-
ment Reform, and the amendment was
brought to me by Lockheed Martin,
Northrop Grumman and the Informa-
tion Technology Association of Amer-
ica.

What it simply asked was that we ex-
tend to the Department of Homeland
Security the authority that current
law already gives to the Department of
Defense to indemnify against claims of
damage over certain limits. It has been
suggested that this approach, which as
I say is already in existing law for the
Department of Defense, will open the
Treasury of the United States to un-
limited claims.

But I would like to point out that the
amendment I offer makes it very clear
that the director of OMB and the direc-
tor of Homeland Security can limit the
indemnity in any amount they see fit.

I would urge Members to join us in
restoring this language tomorrow.

Mr. PORTMAN. Mr. Chairman, could
the Chair tell us what the division of
time is? We have the right to close, I
believe.

The CHAIRMAN. The gentleman
from Ohio (Mr. PORTMAN) has 4%2 min-
utes and the gentlewoman from Cali-
fornia (Ms. PELOSI) has 3 minutes.

Ms. PELOSI. Mr. Chairman, I am
very pleased to yield the balance of my
time to the gentlewoman from Con-
necticut (Ms. DELAURO), a very impor-
tant member of our Select Committee
on Homeland Security, the assistant to
the minority leader, and a respected
member of the Committee on Appro-
priations.

Ms. DELAURO. Mr. Chairman, I have
been proud to work with Chairman
ARMEY, Ranking Member PELOSI and
all the members of the Select Com-
mittee to craft this legislation. Every
Member of the House came to this ef-
fort with one goal, to create a depart-
ment that will help us win the war on
terrorism and protect our citizens from
future attacks. We have no greater ob-
ligation under this Constitution. We
share the goal, but we differ on the de-
tails.

And while we have made great strides
toward the goal, we cannot afford to ig-
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nore the details. We face an enemy who
leaves us no room for error and we owe
the American people nothing less than
getting this right the first time.

There are several areas where I be-
lieve we have made real progress, due
in large part to the hard work of our
committees. I am very pleased that the
chairman heeded the bipartisan rec-
ommendation of the Committee on En-
ergy and Commerce and declined the
administration’s request to transfer
health functions from the National In-
stitutes of Health and the Centers for
Disease Control to the new Depart-
ment.

On a bipartisan recommendation of
the Committee on Appropriations, we
removed provisions that would have
given the administration unprece-
dented power to transfer funds without
congressional oversight. And the gen-
tleman from Illinois (Mr. HYDE) and
the gentleman from California (Mr.
LANTOS) worked together to find a bi-
partisan compromise on the visa issue
that was accepted by the White House
and three committees. No easy task.

However, very legitimate concerns
still exist. I disagree with the commit-
tee’s decision to extend the deadline
for the Transportation Security Agen-
cy to check baggage on airlines. The
American public and their children
should feel safe on those airlines that
the airplane is not going to explode.
The Secretary of Transportation told
us he could meet the deadlines over
and over again. I am also concerned
about provisions that broaden the
FOIA exemption which undermine the
civil service protections for 170,000 Fed-
eral workers, both union and nonunion.
That particular provision goes against
the unanimous bipartisan vote of the
Committee on Government Reform.

I am disappointed that the Com-
mittee on Rules did not make in order
my amendment which would have
banned the Homeland Security Depart-
ment from contracting with corpora-
tions that are owned and operated in
the United States who incorporate
themselves on paper overseas for the
sole reason of avoiding U.S. taxes.
These corporations have abandoned our
country at a critical time in our his-
tory, leaving senior citizens, soldiers
who are fighting overseas, and compa-
nies who are doing the right thing, to
pay the costs of the war on terrorism.
They should not be rewarded for put-
ting profits over patriotism with the
contracts from the very department
that is charged with screening our
homeland and securing our homeland.

I am optimistic that we can address
these problems. And with regard to my
amendment, all we are asking these
corporations to do is to pay American
taxes on American profits. These com-
panies should not abandon the United
States of America at a time in its
greatest need. The President has told
us that we are on a wartime footing.
And when these companies take their
revenue overseas, they put that burden
of taxation on working men and women
and those who are fighting overseas.
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Details do matter. As I said before,
we owe the American people nothing
less than getting this right the first
time. We all want to make America
safe.

Mr. PORTMAN. Mr. Chairman, I
yield the balance of my time to the
gentleman from Texas (Mr. ARMEY),
the distinguished majority leader. He
led the Select Committee panel, he lis-
tened to all the standing committees,
and he did a good job in presenting a
fair and open process with the gentle-
woman from California (Ms. PELOSI).

The CHAIRMAN. The gentleman
from Texas is recognized for 4% min-
utes.

0 2215

Mr. ARMEY. Mr. Chairman, let me
say on a personal note, it is a privilege
for me to follow the gentlewoman from
Connecticut. What a privilege it was to
serve together on this select com-
mittee. The gentlewoman made it se-
lect indeed, and I want to thank her for
that.

Mr. Chairman, on September 11 of
last year, early in the morning, the un-
thinkable happened in America. We
should remind ourselves. It was the un-
thinkable; so horrible, so awful, so
sneaky, so vicious.

We should not fault ourselves be-
cause we had not thought about it.
Americans would not think of such an
atrocity. We did not anticipate it. We
were not expecting it. We were not
ready. It was a classic sneak attack.

Four airplanes, carefully selected,
loaded heavily with fuel for a cross-
coast trip, took off that morning. No-
body could have imagined even as the
hijacking went on, as vicious as it
must have been at the time it hap-
pened, nobody could have imagined
what those hijackers must have had for
their destination plan.

Can you imagine the fear, the terror,
of those travelers in those first three
planes, when at some point in each of
those three planes, at some point those
passengers must have realized the
awful thing these hijackers had in
mind?

I think often about the terror they
must have felt in their hearts, the
helplessness, the hopelessness, the de-
spair that they must have felt. It was
particularly bad, I believe, in the case
of those first three planes because they
were so helpless. By the time they real-
ized what their destiny was, it was too
late. Nothing could be done but to real-
ize this awful thing visited upon our
land and their place in it.

But there was a fourth plane, a
fourth plane, where the passengers of
the plane, by virtue of American tech-
nology, became aware of exactly what
was in the evil minds of those hijackers
en route, before it was too late, while
they could act. We know from the con-
versations they had over their cell
phones that they huddled in the back
of the plane and they laid the best
plans they could, grasped for those re-
sources available to them, checked
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their courage and their resourceful-
ness, and came up with what plan was
available.

We do not know the destination of
that plane. Was it the White House?
Was it our own Capitol? Was it the CIA
headquarters? But whatever those evil
doers in that cockpit had in mind, it
was clear it was to take the lives of far
more people than were in that plane.

And this is the important thing we
must remember: when America knew
the evil that it was against, America
acted. With whatever they had, they
acted. And we know with those re-
sounding words that we keep hearing
over and over and over in this great
land from Todd Beamer, ‘‘Let’s roll,”
America acted with what it had.

Our victims became our heroes. When
they knew what they must do, they did
it. Now the President of the United
States has called upon us to respect
that, gather our resources around us,
focus what we have, and try to recog-
nize the danger. It may come by sea, it
may come by air, it may come by land,
it may come insidious ways not yet
imagined. We know it will come. But
what the President of the TUnited
States called upon us to do was to get
ready, prepare ourselves, imitate as we
can, the best we can, the actions of
those heroes in Flight 93.

He has given us an outline. Our 12
standing committees have acted, each
of them in accordance with their better
understanding, their knowledge, their
awareness and their experience on how
to best hone these tools and bring them
together, weld them and unite them in
a common course of defense and safety
and security. They have trusted their
work to our select committee, and I be-
lieve we have honored it, and honored
it well. We have now brought it to the
floor for a final chance to make what-
ever corrections we can.

I am reminded when I think of the
greatness of this institution of Sam
Rayburn from Texas, our great Speak-
er. We honored him from both sides of
the aisle. Sam was a man with a sense
of humor. He reminded us often, ‘“‘Don’t
sweat the small things.”

There are no complaints with this
bill that are borne out of the big
things. We are all in agreement that we
have got the right model, that we put
the right pieces together. By and large,
we have honed the right tools.

Our concerns here are about the
smaller things. Look at the amend-
ments. They are not about big things;
they are about smaller things, the fine
points, as it were. Let us have a fair
contest. Let us have the votes.

But I must tell you, we have got the
right package of defense, safety and se-
curity, honor and respect of those
great heroes to carry on what they
started in Flight 93. We know the dan-
ger. We have the resources, and we can
act.

When the voting is done on these
amendments and when we rise from
this committee, let us put all of our
small disappointments aside and let us
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try to rise with our voting card to take
that tool, as Todd Beamer would have
us do, and let’s roll, and defend Amer-
ica as they did.

Ms. MILLENDER-McDONALD. Mr. Chair-
man, | am united with the President and with
my colleagues in our determination to win the
war against terrorism. We have a responsi-
bility to all Americans to reduce the risk of fur-
ther attacks. There is not one person in this
Congress who does not agree that we need
better coordination between Federal agencies
in order to fight the very real threat of ter-
rorism.

This is the most important piece of legisla-
tion that we will consider in the 107th Con-
gress and, we all need to make certain that
this new Department of Homeland Security will
make the country and our citizens safer. This
new department will be charged with assess-
ing our vulnerabilities, gathering and dissemi-
nating our intelligence information, and pre-
paring and working with our local responders.
We should all be cognizant that it was the
local first responders who answered the chal-
lenges of September 11 and if we are to ever
be truly prepared then we must properly train
and equip our local police and fire depart-
ments.

| recognize that this legislation will pass the
House today and | support its passage. How-
ever, | urge caution as we agree to the pro-
posed transfer of several federal agencies to
the new Department of Homeland Security,
particularly the Coast Guard, and the Federal
Emergency Management Agency. As we
move the Coast Guard and these other agen-
cies into the new Department of Homeland
Security, we will need to exercise close con-
gressional oversight to ensure that we do not
overlook the significant other functions that
these agencies already make on a daily basis
and how these contributions will be main-
tained.

| would like to thank the Select Committee
for adopting the Transportation and Infrastruc-
ture Committee’s recommendation for an an-
nual assessment of terrorist related threats to
public transportation. This language which |
authored, directs the Secretary, in consultation
with the heads of other appropriate Federal
departments and agencies, to conduct an as-
sessment of potential terrorist related threats
to all forms of public transportation and public
gatherings.

The horrific events of September 11, 2001
showed that terrorists were able to hijack our
national transportation system and use it
against us as a weapon. The terrorists used
America’s accessibility and our freedom of
mobility to perpetrate these unspeakable evil
acts. If we are to restore America’s confidence
and adequately protect our transportation in-
frastructure—the foundation of our economy—
then we must conduct a complete assessment
of our public transportation system’s
vulnerabilities. The events at LAX over the
July 4 weekend this year, once again showed
how vulnerable our citizens can be while exer-
cising their freedom of mobility. Public trans-
portation clearly remains a target and we
should access that threat and make the nec-
essary changes that can measurably improve
the ability of our transportation systems to en-
sure enhanced security.

| am committed to a strong, effective Home-
land Security and hope that as we move for-
ward with this legislation, we will revisit and
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review and in some instances restructure
areas of the Department to ultimately create
an efficient and effective homeland that is se-
cure. We must continue to assess the Depart-
ment's performance as the protector of the
homeland.

Mr. CHAMBLISS. Mr. Chairman, | have
heard some concerns about the Strategic Na-
tional Stockpile. One of today’s most serious
potential threats to our national security is bio-
terrorism. The CDC is an integral part of the
homeland defense, because of its ability to
identify, classify, and recommend courses of
action in dealing with biological and chemical
threats.

The Strategic National Stockpile Program
demonstrated its excellence and reliability
through its on time delivery of the Stockpile’s
50 ton “push packs” on September 11, 2001
and in the numerous smaller deployments
after that date. The push packs are delivered
through the nation’s public health system and
deployment requires continuous medical su-
pervision in order to assure that the medical
supplies and pharmaceuticals are provided to
the right people and used correctly as medi-
cally recommended by Centers for Disease
Control and Prevention in Atlanta, Georgia.

Being on the front lines of the war on bio-
terrorism, the CDC is prepared to respond to
emergencies such as a terrorist attack using
smallpox virus, anthrax, a worldwide flu pan-
demic, or a large-scale exposure to deadly
toxic chemicals.

It is my hope that the transfer of the stock-
pile to the Department of Homeland Security
will occur with minimum disturbance to the
current program. The stockpile should remain
an integral part of responding to disease out-
breaks and other public health emergencies.
CDC has been very successful in their re-
sponse to all types of public health emer-
gencies and we need to ensure the proposed
changes do not negatively impact our ability to
make our country safer.

Mr. WU. Mr. Chairman, | rise tonight in sup-
port of the Davis amendment to H.R. 5005,
the Homeland Security Act. | believe this
amendment is crucial to making sure that the
Homeland Defense Department and other
agencies in charge of Americans’ safety are
adequately equipped to combat terrorism and
other major disasters.

Initially after the September 11 terrorist at-
tacks, | met with a group of Oregonians work-
ing in high technology. They were not only
eager to offer their services in defense of our
country, they also offered many sound ideas
on how best to improve our national security.
| came away from these meetings convinced
that it is critical for us to recruit the best ideas,
whether from public, private, or nonprofit sec-
tors, in our fight against terrorism.

In the House Science Committee, | joined
Representatives LYNN RIVERS and MIKE
HONDA in offering the amendment to H.R.
5005. Today, | remain strongly supportive of
creating a technology portal within the Home-
land Security Department to reach out to the
private sector. The Rivers/Wu amendment
would do just that by establishing a technology
clearinghouse to recruit innovative solutions
from the private sector to enhance homelands
security.

| would also like to commend the gentleman
from Virginia, Mr. Davis, for offering a similar
amendment, which is included in the man-
ager's amendment. Good ideas, no matter
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where the proposal came from, should be im-
plemented.

| believe the Rivers/Wu amendment will
keep an open door for talents outside of the
government to contribute to our efforts to fight
terrorism. | urge my colleagues to adopt the
amendment.

Mr. THOMAS. Mr. chairman, | rise in sup-
port of House Resolution 5005 enacting the
Homeland Security Act of 2002.

The protection of the United States from
threat and terror is, and should be, the first
priority of this government. The protection that
we seek today with the creation of the new
Department is for our people, our property,
and our economy. For more than 200 years,
the U.S. Customs Service has been on the
frontline supporting and defending our nation.
The requirement for a strong Customs was so
important that is was the fifth Act of Congress
and was the first Federal agency of the new
Republic. The many functions of Customs are
as important today as they were at the start of
our nation.

Passage of the Homeland Security Act of
2002 is the right decision for the country. This
country is only as safe and secure as the
economy that supports it. Last year over $1
trillion in merchandise was imported into the
country. Customs collected over $20 billions of
revenue. The bill before us today helps to pro-
tect the trade functions of the Customs Serv-
ice that are so vital to the strength of this land.
It helps to protect the investment that America
has made in the new computer system that
will be the cornerstone of the new Depart-
ment. The bill keeps Customs core revenue
functions whole, which ensures that the many
trade and enforcement functions will be car-
ried out.

Our bipartisan agreement in this bill:

Transfers the Customs Service in its entirety
to the Department of Homeland Security Divi-
sion for Border and Transportation Security.

Identifies revenue-related offices and func-
tions within Customs—about 25 percent of the
agency—and prohibits reorganization or de-
crease in their funding or staff or reductions to
Title V pay and benefits levels.

Requries that adequate staffing of customs
revenue services be maintained, and requires
notice to Congress of actions that would re-
duce such service.

Maintains the Commissioner of Customs as
Senate-confirmed.

Transfers all authority exercised by Customs
to Homeland security with the exception of
revenue collecting authority, which would re-
main at the Treasury Department. Treasury
may delegate this authority to Homeland Se-
curity.

Specifies that a portion of the Customs Mer-
chandise Processing Fee must go to build the
new Customs computer, which Governor
Ridge has told us will likely be the cornerstone
of the new Department’s architecture.

For these reasons | urge a “yes” vote on
House Resolution 5005.

Mr. GOSS. Mr. Chairman, | rise this evening
to briefly summarize the bipartisan rec-
ommendations of the Intelligence Committee
on title 2 of H.R. 5005.

Before | offer the committee’s recommenda-
tion, let me give you an idea of why the com-
mittee took its action. If you look at the overall
structure of the new department, you will no-
tice that the vast majority of the organization
has to do with planning, implementation, pro-
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tection and response to terrorist threats and
actions. What we also know is that combating
terrorism relies very much on timely, well-co-
ordinated access to intelligence and other sen-
sitive information. | would submit that if the an-
alytical portion of the Department doesn't
work, the rest of the Department’s operations
and functions are somewhat academic.

The committee’s strategic vision was that
the new department needs an analytical focal
point where foreign intelligence, Federal law
enforcement, and state and local information
will all be analyzed collectively in order to best
understand threats, specifically to our home-
land, and to properly evaluate the weaknesses
in our defenses. Without an all-source analytic
capability to validate and make sense of threat
information, the Secretary for Homeland Secu-
rity will have to rely only on Intelligence Com-
munity analysis that may be fractious, con-
tradictory, parochial, and incomplete, and will
have to make critical analytical judgments in a
vacuum.

The HPSCI recommendations to the Select
Committee, which have been largely adopted
in the Manager’'s amendment, provide for the
establishment of an all-source, collaborative
Intelligence Analysis Center that will fuse intel-
ligence and other information from the Intel-
ligence Community, as well as Federal, State
and local law enforcement agencies and the
private sector, with respect to terrorist threats
and actions against the United States. Our
proposal integrates the traditional mission of
intelligence analysis with new sources of infor-
mation and sophisticated information tools.

An equally important duty of the Intelligence
Analysis Center will be to integrate intelligence
and other information to produce and dissemi-
nate strategic and tactical vulnerability assess-
ments with respect to terrorist threats. The In-
telligence Analysis Center would be charged
with developing a comprehensive national plan
to provide for the security of key national re-
sources and critical infrastructures. The Intel-
ligence Analysis Center would also review and
recommend improvements in law, policy and
procedure for sharing intelligence and other in-
formation within the Federal Government and
between the Federal, State, and local govern-
ments.

The committee believes that the proposed
Intelligence Analysis Center should be made
an element of the Intelligence Community and
be a funded program within the National For-
eign Intelligence Program in accordance with
the National Security Act of 1947. Making the
Intelligence Analysis Center an NFIP element
will ensure that the Secretary has full and
timely access to all relevant intelligence per-
taining to terrorist threats against the United
States, as well as to ensure proper coordina-
tion between the Department and Federal in-
telligence and law enforcement agencies.

The Intelligence Committee’s recommenda-
tion envisions an Intelligence Analysis Center
that is agile in terms of personnel and infra-
structure, appropriately flexible in terms of its
authorities and its capacity to address rapidly
changing threats to the United States, and
unique to our government in that it incor-
porates the best analytical practices and capa-
bilities found in both the government and the
private sector to defend our country and our
people.

The CHAIRMAN. All time for general
debate has expired.



H5660

Pursuant to the rule, the committee
amendment in the nature of a sub-
stitute printed in the bill is considered
as an original bill for the purpose of
amendment and is considered read.

The text of the committee amend-
ment in the nature of a substitute is as
follows:

H.R. 5005

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in
Congress assembled,

SECTION 1. SHORT TITLE; TABLE OF CONTENTS.

(a) SHORT TITLE.—This Act may be cited as
the “Homeland Security Act of 2002°°.

(b) TABLE OF CONTENTS.—The table of con-
tents for this Act is as follows:

Sec. 1. Short title; table of contents.
Sec. 2. Definitions.
Sec. 3. Construction; severability.
Sec. 4. Effective date.
TITLE —DEPARTMENT OF HOMELAND
SECURITY

Sec. 101. Ezxecutive department; mission.

Sec. 102. Secretary; functions.

Sec. 103. Other officers.

Sec. 104. National Council of First Responders.

TITLE II—INFORMATION ANALYSIS AND
INFRASTRUCTURE PROTECTION

Subtitle A—Under Secretary for Information
Analysis and Infrastructure Protection

Sec. 201. Under Secretary for Information Anal-
ysis and Infrastructure Protec-
tion.

Functions transferred.

Access to information.

Procedures for sharing information.

205. Privacy officer.

206. Federal cybersecurity program.

Subtitle B—Intelligence Analysis Center

Sec. 211. Intelligence Analysis Center
Sec. 212. Mission of the Intelligence Analysis
Center.

TITLE III—SCIENCE AND TECHNOLOGY

Sec. 301. Under Secretary for Science and Tech-
nology.

Functions transferred.

Conduct of certain public health-re-
lated activities.

Federally funded research and devel-
opment center.

Miscellaneous provisions.
Homeland Security Science and Tech-
nology Coordination Council.
Conduct of research, development,
demonstration, testing and eval-
uation.

Transfer of Plum Island Animal Dis-
ease Center, Department of Agri-
culture.

TITLE IV—BORDER AND
TRANSPORTATION SECURITY

Subtitle A—General Provisions

Under Secretary for Border
Transportation Security.

Functions transferred.

Visa issuance.

Transfer of certain agricultural in-
spection functions of the Depart-
ment of Agriculture.

Functions of Administrator of General
Services.

Functions of Transportation Security
Administration.

Preservation of Transportation Secu-
rity Administration as a distinct
entity.

Annual assessment of terrorist-related
threats to public transportation.

Explosive detection systems.

Transportation security.

202.
203.
204.

Sec.
Sec.
Sec.
Sec.
Sec.

Sec.
Sec.

302.
303.
Sec. 304.

305.
306.

Sec.
Sec.

Sec. 307.

Sec. 308.

Sec. 401. and
402.
403.

404.

Sec.
Sec.
Sec.

Sec. 405.

Sec. 406.

Sec. 407.

Sec. 408.

409.
410.

Sec.
Sec.
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Subtitle B—Immigration and Nationality
Functions
CHAPTER 1—IMMIGRATION ENFORCEMENT
Sec. 411. Transfer of functions to under Sec-
retary for Border and Transpor-
tation Security.

Sec. 412. Establishment of Bureau of Border Se-
curity.

Sec. 413. Professional responsibility and quality
review.

Sec. 414. Employee discipline.

Sec. 415. Report on improving enforcement
functions.

CHAPTER 2—CITIZENSHIP AND IMMIGRATION
SERVICES

SUBCHAPTER A—TRANSFERS OF FUNCTIONS
Sec. 421. Establishment of Bureau of Citizen-
ship and Immigration Services.
Citizenship and Immigration Services
Ombudsman.

Professional responsibility and quality
review.

Employee discipline.

Office of Immigration Statistics within
Bureau of Justice Statistics.

Preservation of Attorney General’s au-
thority.

427. Effective date.

428. Transition.

SUBCHAPTER B—OTHER PROVISIONS

Sec. 422.

Sec. 423.

424.
425.

Sec.
Sec.
Sec. 426.

Sec.
Sec.

Sec. 431. Funding for citicenship and immigra-
tion services.

Sec. 432. Backlog elimination.

Sec. 433. Report on improving immigration serv-
ices.

Sec. 434. Report on responding to fluctuating
needs.

Sec. 435. Application of Internet-based tech-
nologies.

Sec. 436. Children’s affairs.

CHAPTER 3—GENERAL PROVISIONS

Sec. 441. Abolishment of INS.

Sec. 442. Voluntary separation incentive pay-
ments.

Sec. 443. Authority to conduct a demonstration
project relating to disciplinary ac-
tion.

Sec. 444. Sense of Congress.

Sec. 445. Reports and implementation plans.

Sec. 446. Immigration functions.

Subtitle C—United States Customs Service

Sec. 451. Establishment; Commissioner of Cus-

toms.

452. Retention of customs revenue func-
tions by Secretary of the Treas-
ury.

Establishment and implementation of
cost accounting system; reports.

Preservation of Customs funds.

Separate budget request for Customs.

Payment of duties and fees.

Definition.

GAO report to Congress.

Allocation of resources by the Sec-
retary.

Sec. 460. Reports to Congress.

Sec. 461. Customs user fees.

TITLE V—EMERGENCY PREPAREDNESS
AND RESPONSE

Under Secretary for Emergency Pre-
paredness and Response.

Functions transferred.

Nuclear incident response.

Definition.

Conduct of certain public-health re-
lated activities.

TITLE VI—-MANAGEMENT

Under Secretary for Management.

Chief Financial Officer.

Chief Information Officer.

Establishment of Office for
Rights and Civil Liberties.

TITLE VII—MISCELLANEOUS

Subtitle A—Inspector General

701. Authority of the Secretary.

Sec.

Sec. 453.
454.
455.
456.
457.
458.
459.

Sec.
Sec.
Sec.
Sec.
Sec.
Sec.

Sec. 501.
502.
503.
504.
505.

Sec.
Sec.
Sec.
Sec.

601.
602.
603.
604.

Sec.
Sec.
Sec.

Sec. Civil

Sec.
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Subtitle B—United States Secret Service
Sec. 711. Functions transferred.
Subtitle C—Critical Infrastructure Information

Sec. 721. Short title.

Sec. 722. Definitions.

Sec. 723. Designation of critical infrastructure
protection program.

Protection of voluntarily shared crit-
ical infrastructure information.

No private right of action.

Subtitle D—Acquisitions
Research and development projects.
Personal services.
Special streamlined acquisition au-
thority.
Procurements from small businesses.
Subtitle E—Property
Sec. 741. Department headquarters.

Subtitle F—Support Anti-Terrorism by Fostering
Effective Technologies Act of 2002 (the SAFE-
TY Act)

Sec. 751. Short title.

Sec. 752. Administration.

Sec. 753. Litigation management.

Sec. 754. Risk management.

Sec. 755. Definitions.

Subtitle G—Other Provisions

Establishment of human
management system.

Advisory committees.

Reorganication; transfer of appropria-
tions.

Miscellaneous authorities.

Military activities.

Regulatory authority.

Provisions regarding transfers from
Department of Energy.

Counternarcotics officer.

Office of International Affairs.

Prohibition of the terrorism informa-
tion and prevention system.

Review of pay and benefit plans.

Role of the District of Columbia.

Transfer of the Federal Law Enforce-
ment Training Center.

TITLE VIII—TRANSITION
Subtitle A—Reorganization Plan

801. Definitions.
802. Reorganization plan.

Subtitle B—Transitional Provisions

811. Transitional authorities.

812. Savings provisions.

813. Terminations.

814. Incidental transfers.

815. National identification system not au-
thorized.

Continuity of Inspector General over-
sight.

Sec. 817. Reference.

TITLE IX—CONFORMING AND TECHNICAL

AMENDMENTS

Inspector General Act of 1978.

Ezxecutive Schedule.

United States Secret Service.

Coast Guard.

Strategic  National Stockpile
smallpox vaccine development.

Biological agent registration; Public
Health Service Act.

Transfer of certain security and law
enforcement functions and au-
thorities.

Transportation security regulations.

Railroad security laws.

Office of Science and Technology Pol-
icy.

National Oceanographic Partnership
Program.

912. Chief Financial Officer.

913. Chief Information Officer.

TITLE X—NATIONAL HOMELAND
SECURITY COUNCIL

1001. National Homeland Security Council.

Sec. 724.

Sec. 725.

Sec.
Sec.
Sec.

731.
732.
733.

Sec. 734.

Sec. 761. resources
762.

763.

Sec.
Sec.

764.
765.
766.
767.

Sec.
Sec.
Sec.
Sec.

768.
769.
770.

Sec.
Sec.
Sec.

771.
772.
773.

Sec.
Sec.
Sec.

Sec.
Sec.

Sec.
Sec.
Sec.
Sec.
Sec.

Sec. 816.

901.
902.
903.
904.
905.

Sec.
Sec.
Sec.
Sec.
Sec. and

Sec. 906.

Sec. 907.

908.
909.
910.

Sec.
Sec.
Sec.
Sec. 911.

Sec.
Sec.

Sec.



July 25, 2002

Sec. 1002.
Sec. 1003.
Sec. 1004.
Sec. 1005.
Sec. 1006.
Sec. 1007.

Function.

Membership.

Other functions and activities.

Homeland security budget.

Staff composition.

Relation to the National Security
Council.

SEC. 2. DEFINITIONS.

In this Act, the following definitions apply:

(1) Each of the terms ‘“‘American homeland’
and ‘‘homeland’ means the United States.

(2) The term ‘“‘appropriate congressional com-
mittee’” means any committee of the House of
Representatives or the Senate having legislative
or oversight jurisdiction under the Rules of the
House of Representatives or the Senate, respec-
tively, over the matter concerned.

(3) The term ‘‘assets’ includes contracts, fa-
cilities, property, records, unobligated or unex-
pended balances of appropriations, and other
funds or resources (other than personnel).

(4) The term ‘“‘critical infrastructure’ has the
meaning given that term in section 1016(e) of
Public Law 107-56 (42 U.S.C. 5195¢c(e)).

(5) The term “‘Department’ means the Depart-
ment of Homeland Security.

(6) The term ‘‘emergency response providers’
includes Federal, State, and local emergency
public safety, law enforcement, emergency re-
sponse, emergency medical (including hospital
emergency facilities), and related personnel,
agencies, and authorities.

(7) The term ‘‘executive agency’ means an ex-
ecutive agency and a military department, as
defined, respectively, in sections 105 and 102 of
title 5, United States Code.

(8) The term “‘functions’ includes authorities,
powers, rights, privileges, immunities, programs,
projects, activities, duties, and responsibilities.

(9) The term “‘key resources’ means publicly
or privately controlled resources essential to the
minimal operations of the economy and govern-
ment.

(10) The term ‘“‘local government’’ means—

(4) a county, municipality, city, town, town-
ship, local public authority, school district, spe-
cial district, intrastate district, council of gov-
ernments (regardless of whether the council of
governments is incorporated as a nonprofit cor-
poration under State law), regional or interstate
government entity, or agency or instrumentality
of a local government;

(B) an Indian tribe or authorized tribal orga-
nization, or Alaska Native village or organiza-
tion; and

(C) a rural community, unincorporated town
or village, or other public entity.

(11) The term ‘“‘major disaster’ has the mean-
ing given in section 102(2) of the Robert T. Staf-
ford Disaster Relief and Emergency Assistance
Act (42 U.S.C. 5122).

(12) The term ‘‘personnel’’ means officers and
employees.

(13) The term ‘‘Secretary’ means the Sec-
retary of Homeland Security.

(14) The term “‘State’ means any State of the
United States, the District of Columbia, the
Commonwealth of Puerto Rico, the Virgin Is-
lands, Guam, American Samoa, the Common-
wealth of the Northern Mariana Islands, and
any possession of the United States.

(15) The term “‘terrorism’ means any activity
that—

(A) involves an act that—

(i) is dangerous to human life or potentially
destructive of critical infrastructure or key re-
sources; and

(ii) is a violation of the criminal laws of the
United States or of any State or other subdivi-
sion of the United States; and

(B) appears to be intended—

(i) to intimidate or coerce a civilian popu-
lation;

(ii) to influence the policy of a government by
intimidation or coercion; or

(iii) to affect the conduct of a government by
mass destruction, assassination, or kidnapping.
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(16) The term ‘“‘United States’’, when used in
a geographic sense, means any State of the
United States, the District of Columbia, the
Commonwealth of Puerto Rico, the Virgin Is-
lands, Guam, American Samoa, the Common-
wealth of the Northern Mariana Islands, any
possession of the United States, and any waters
within the jurisdiction of the United States.

SEC. 3. CONSTRUCTION; SEVERABILITY.

Any provision of this Act held to be invalid or
unenforceable by its terms, or as applied to any
person or circumstance, shall be construed so as
to give it the maximum effect permitted by law,
unless such holding shall be one of utter inva-
lidity or unenforceability, in which event such
provision shall be deemed severable from this
Act and shall not affect the remainder thereof,
or the application of such provision to other
persons not similarly situated or to other, dis-
similar circumstances.

SEC. 4. EFFECTIVE DATE.

This Act shall take effect thirty days after the
date of enactment or, if enacted within thirty
days before January 1, 2003, on January 1, 2003.

TITLE I—-DEPARTMENT OF HOMELAND

SECURITY
SEC. 101. EXECUTIVE DEPARTMENT; MISSION.

(a) ESTABLISHMENT.—There is established a
Department of Homeland Security, as an erecu-
tive department of the United States within the
meaning of title 5, United States Code.

(b) MISSION.—

(1) IN GENERAL.—The primary mission of the
Department is to—

(A) prevent terrorist attacks within the United
States;

(B) reduce the vulnerability of the United
States to terrorism;

(C) minimize the damage, and assist in the re-
covery, from terrorist attacks that do occur
within the United States;

(D) carry out all functions of entities trans-
ferred to the Department, including by acting as
a focal point regarding natural and manmade
crises and emergency planning;

(E) ensure that the functions of the agencies
and subdivisions within the Department that
are not related directly to securing the home-
land are not diminished or neglected except by
a specific explicit Act of Congress; and

(F) ensure that the overall economic security
of the United States is not diminished by efforts,
activities, and programs aimed at securing the
homeland.

(2) RESPONSIBILITY FOR INVESTIGATING AND
PROSECUTING TERRORISM.—Except as specifi-
cally provided by law with respect to entities
transferred to the Department under this Act,
primary responsibility for investigating and
prosecuting acts of terrorism shall be vested not
in the Department, but rather in Federal, State,
and local law enforcement agencies with juris-
diction over the acts in question.

SEC. 102. SECRETARY; FUNCTIONS.

(a) SECRETARY.—(1) There is a Secretary of
Homeland Security, appointed by the President,
by and with the advice and consent of the Sen-
ate.

(2) The Secretary is the head of the Depart-
ment and shall have direction, authority, and
control over it.

(3) All functions of all officers, employees, and
organizational units of the Department are vest-
ed in the Secretary.

(b) FUNCTIONS.—The Secretary—

(1) except as otherwise provided by this Act,
may delegate any of the Secretary’s functions to
any officer, employee, or organizational unit of
the Department;

(2) shall have the authority to make contracts,
grants, and cooperative agreements, and to
enter into agreements with other executive agen-
cies, as may be mecessary and proper to carry
out the Secretary’s responsibilities under this
Act or otherwise provided by law; and

(3) shall take reasonable steps to ensure that
information systems and databases of the De-
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partment are compatible with each other and
with appropriate databases of other Depart-
ments.

(c) COORDINATION WITH NON-FEDERAL ENTI-
TIES.—The Secretary shall coordinate (including
the provision of training and equipment) with
State and local government personnel, agencies,
and authorities, with the private sector, and
with other entities, including by—

(1) coordinating with State and local govern-
ment personnel, agencies, and authorities, and
with the private sector, to ensure adequate
planning, equipment, training, and exercise ac-
tivities;

(2) coordinating and, as appropriate, consoli-
dating, the Federal Government’s communica-
tions and systems of communications relating to
homeland security with State and local govern-
ment personnel, agencies, and authorities, the
private sector, other entities, and the public;
and

(3) distributing or, as appropriate, coordi-
nating the distribution of, warnings and infor-
mation to State and local government personnel,
agencies, and authorities and to the public.

(d) MEETINGS OF NATIONAL SECURITY COUN-
cIL.—The Secretary may, subject to the direc-
tion of the President, attend and participate in
meetings of the National Security Council.

(e) ISSUANCE OF REGULATIONS.—The issuance
of regulations by the Secretary shall be gov-
erned by the provisions of chapter 5 of title 5,
United States Code, except as specifically pro-
vided in this Act, in laws granting regulatory
authorities that are transferred by this Act, and
in laws enacted after the date of enactment of
this Act.

(f) SPECIAL ASSISTANT TO THE SECRETARY.—
The Secretary shall appoint a Special Assistant
to the Secretary who shall be responsible for—

(1) creating and fostering strategic commu-
nications with the private sector to enhance the
primary mission of the Department to protect
the American homeland;

(2) advising the Secretary on the impact of the
Department’s policies, regulations, processes,
and actions on the private sector;

(3) interfacing with other relevant Federal
agencies with homeland security missions to as-
sess the impact of these agencies’ actions on the
private sector;

(4) creating and managing private sector advi-
sory councils composed of representatives of in-
dustries and associations designated by the Sec-
retary to—

(4) advise the Secretary on private sector
products, applications, and solutions as they re-
late to homeland security challenges; and

(B) advise the Secretary on homeland security
policies, regulations, processes, and actions that
affect the participating industries and associa-
tions;

(5) working with Federal laboratories, Feder-
ally funded research and development centers,
other Federally funded organizations, aca-
demia, and the private sector to develop innova-
tive approaches to address homeland security
challenges to produce and deploy the best avail-
able technologies for homeland security mis-
sions;

(6) promoting existing public-private partner-
ships and developing new public-private part-
nerships to provide for collaboration and mutual
support to address homeland security chal-
lenges; and

(7) assisting in the development and pro-
motion of private sector best practices to secure
critical infrastructure.

(9) STANDARDS PoLICY.—All standards activi-
ties of the Department shall be conducted in ac-
cordance with section 12(d) of the National
Technology Transfer Advancement Act of 1995
(15 U.S.C. 272 note) and Office of Management
and Budget Circular A-119.

SEC. 103. OTHER OFFICERS.

(a) DEPUTY SECRETARY; UNDER SECRE-
TARIES.—There are the following officers, ap-
pointed by the President, by and with the ad-
vice and consent of the Senate:
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(1) A Deputy Secretary of Homeland Security,
who shall be the Secretary’s first assistant for
purposes of subchapter III of chapter 33 of title
5, United States Code.

(2) An Under Secretary for Information Anal-
ysis and Infrastructure Protection.

(3) An Under Secretary for Science and Tech-
nology.

(4) An Under Secretary for Border and Trans-
portation Security.

(5) An Under Secretary for Emergency Pre-
paredness and Response.

(6) An Under Secretary for Management.

(7) Not more than four Assistant Secretaries.

(8) A Chief Financial Officer.

(b) INSPECTOR GENERAL.—There is an Inspec-
tor General, who shall be appointed as provided
in section 3(a) of the Inspector General Act of
1978.

(c) COMMANDANT OF THE COAST GUARD.—To
assist the Secretary in the performance of the
Secretary’s functions, there is a Commandant of
the Coast Guard, who shall be appointed as pro-
vided in section 44 of title 14, United States
Code, and who shall report directly to the Sec-
retary. In addition to such duties as may be pro-
vided in this Act and as assigned to the Com-
mandant by the Secretary, the duties of the
Commandant shall include those required by
section 2 of title 14, United States Code.

(d) OTHER OFFICERS.—To assist the Secretary
in the performance of the Secretary’s functions,
there are the following officers, appointed by
the President:

(1) A General Counsel, who shall be the chief
legal officer of the Department.

(2) Not more than eight Assistant Secretaries.

(3) A Director of the Secret Service.

(4) A Chief Information Officer.

(e) PERFORMANCE OF SPECIFIC FUNCTIONS.—
Subject to the provisions of this Act, every offi-
cer of the Department shall perform the func-
tions specified by law for the official’s office or
prescribed by the Secretary.

SEC. 104. NATIONAL COUNCIL OF FIRST RE-
SPONDERS.
(a) FINDINGS.—The Congress finds the fol-

lowing:

(1) First responders are key to protecting the
health and safety of our citizens against disas-
ters.

(2) First responders are the Nation’s ready re-
action force of dedicated and brave people who
save lives and property when catastrophe
strikes.

(3) First responders have the knowledge,
training, and experience to save lives, often
under the most difficult conditions imaginable.

(4) First responders play an important role in
helping to develop and implement advances in
life saving technology.

(5) First responders are uniquely qualified to
advise the Department of Homeland Security on
the role of first responders in defending our Na-
tion against terrorism.

(b) ESTABLISHMENT AND ADMINISTRATION.—

(1) There is established within the Department
of Homeland Security a National Council of
First Responders (in this section referred to as
the ““‘Council”’).

(2) The President shall appoint the members of
the Council. The Council shall consist of not
less than 100 members, no more than 10 of whom
may be residents of the same State. Members of
the Council shall be selected from among the
ranks of police, firefighters, emergency medical
technicians, rescue workers, and hospital per-
sonnel who are employed in communities, tribal
governments, and political subdivisions of var-
ious regions and population sizes.

(3) The Director of Homeland Security shall
appoint a Chairman of the Council.

(4) Members shall be appointed to the Council
for a term of 3 years.

(5) Membership shall be staggered to provide
continuity.

(6) The Council shall meet no fewer than 2
times each year.
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(7) Members of the Council shall receive no
compensation for service on the Council.

(8) The Secretary shall detail a single em-
ployee from the Department of Homeland Secu-
rity to the Council for the purposes of:

(A) Choosing meeting dates and locations.

(B) Coordinating travel.

(C) Other administrative functions as needed.

(c) DUTIES.—The Council shall have the fol-
lowing duties:

(1) Develop a plan to disseminate information
on first response best practices.

(2) Identify and educate the Secretary on the
latest technological advances in the field of first
response.

(3) Identify probable emerging threats to first
responders.

(4) Identify meeded improvements to first re-
sponse techniques and training.

(5) Identify efficient means of communication
and coordination between first responders and
local, State, and Federal officials.

(6) Identify areas in which the Department
can assist first responders.

(7) Evaluate the adequacy and timeliness of
resources being made available to local first re-
sponders.

(d) REPORTING REQUIREMENT.—The Council
shall report to the Congress by October 1 of each
year on how first responders can continue to be
most effectively used to meet the ever-changing
challenges of providing homeland security for
the United States.

TITLE II—-INFORMATION ANALYSIS AND

INFRASTRUCTURE PROTECTION

Subtitle A—Under Secretary for Information
Analysis and Infrastructure Protection
SEC. 201. UNDER SECRETARY FOR INFORMATION
ANALYSIS AND INFRASTRUCTURE

PROTECTION.

The Secretary, acting through the Under Sec-
retary for Information Analysis and Infrastruc-
ture Protection, shall be responsible for the fol-
lowing:

(1) Conducting analysis of information, in-
cluding foreign intelligence and open source in-
formation, lawfully collected by Federal, State
and local law enforcement agencies and by ele-
ments of the intelligence community with respect
to threats of terrorist acts against the United
States.

(2) Integrating information, intelligence, and
intelligence analyses to produce and disseminate
infrastructure vulnerability assessments with re-
spect to such threats.

(3) Identifying priorities for protective and
support measures by the Department, by other
executive agencies, by State and local govern-
ments, by the private sector, and by other enti-
ties.

(4) Reviewing, analyzing, and recommending
improvements in law, policy, and procedure for
the sharing of intelligence and other informa-
tion with respect to threats against the United
States within the Federal Government and be-
tween the Federal Govermment and State and
local governments.

(5) Under the direction of the Secretary, devel-
oping a comprehensive national plan to provide
for the security of key resources and critical in-
frastructures.

(6) Coordinating with other executive agen-
cies, State and local government personnel,
agencies, and authorities, and the private sec-
tor, to provide advice on implementation of such
comprehensive national plan.

(7) Supporting the intelligence and informa-
tion requirements of the Department.

(8) Administering the Homeland Security Ad-
visory System, exercising primary responsibility
for public advisories relating to terrorist threats,
and (in coordination with other executive agen-
cies) providing specific warning information to
State and local government personnel, agencies,
and authorities, the private sector, other enti-
ties, and the public, as well as advice about ap-
propriate protective actions and counter-
measures.
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SEC. 202. FUNCTIONS TRANSFERRED.

In accordance with title VIII, there shall be
transferred to the Secretary the functions, per-
sonnel, assets, and obligations of the following:

(1) The National Infrastructure Protection
Center of the Federal Bureau of Investigation
(other than the Computer Investigations and
Operations Section), including the functions of
the Attorney General relating thereto.

(2) The National Communications System of
the Department of Defense, including the func-
tions of the Secretary of Defense relating there-
to.

(3) The Critical Infrastructure Assurance Of-
fice of the Department of Commerce, including
the functions of the Secretary of Commerce re-
lating thereto.

(4) The Energy Security and Assurance Pro-
gram of the Department of Energy, including
the National Infrastructure Simulation and
Analysis Center and the functions of the Sec-
retary of Energy relating thereto.

(5) The Federal Computer Incident Response
Center of the General Services Administration,
including the functions of the Administrator of
General Services relating thereto.

SEC. 203. ACCESS TO INFORMATION.

The Secretary shall have access to all reports,
assessments, and analytical information relating
to threats of terrorism in the United States and
to other areas of responsibility described in sec-
tion 101(b), and to all information concerning
infrastructure or other vulnerabilities of the
United States to terrorism, whether or not such
information has been analyzed, that may be col-
lected, possessed, or prepared by any executive
agency, except as otherwise directed by the
President. The Secretary shall also have access
to other information relating to the foregoing
matters that may be collected, possessed, or pre-
pared by an executive agency, as the President
may further provide. With respect to the mate-
rial to which the Secretary has access under this
section—

(1) the Secretary may obtain such material by
request, and may enter into cooperative ar-
rangements with other executive agencies to
share such material on a regular or routine
basis, including requests or arrangements in-
volving broad categories of material;

(2) regardless of whether the Secretary has
made any request or entered into any coopera-
tive arrangement pursuant to paragraph (1), all
executive agencies promptly shall provide to the
Secretary—

(A) all reports, assessments, and analytical in-
formation relating to threats of terrorism in the
United States and to other areas of responsi-
bility described in section 101(b);

(B) all information concerning infrastructure
or other vulnerabilities of the United States to
terrorism, whether or not such information has
been analyzed;

(C) all information relating to significant and
credible threats of terrorism in the United
States, whether or not such information has
been analyzed, if the President has provided
that the Secretary shall have access to such in-
formation; and

(D) such other material as the President may
further provide;

(3) the Secretary shall have full access and
input with respect to information from any na-
tional collaborative information analysis capa-
bility (as referred to in section 924 of the Na-
tional Defense Authorization Act for Fiscal
Year 2002 (Public Law 107-107; 115 Stat. 1199))
established jointly by the Secretary of Defense
and the Director of Central Intelligence; and

(4) the Secretary shall ensure that any mate-
rial received pursuant to this section is pro-
tected from unauthovrized disclosure and han-
dled and used only for the performance of offi-
cial duties, and that any intelligence informa-
tion shared under this section shall be trans-
mitted, retained, and disseminated consistent
with the authority of the Director of Central In-
telligence to protect intelligence sources and
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methods under the National Security Act and

related procedures or, as appropriate, similar

authorities of the Attorney General concerning

sensitive law enforcement information.

SEC. 204. PROCEDURES FOR SHARING INFORMA-
TION.

The Secretary shall establish procedures on
the use of information shared under this title
that—

(1) limit the redissemination of such informa-
tion to ensure that it is not used for an unau-
thorized purpose;

(2) ensure the security and confidentiality of
such information,

(3) protect the constitutional and statutory
rights of any individuals who are subjects of
such information; and

(4) provide data integrity through the timely
removal and destruction of obsolete or erroneous
names and information.

SEC. 205. PRIVACY OFFICER.

The Secretary shall appoint a senior official
in the Department to assume primary responsi-
bility for privacy policy, including—

(1) assuring that the use of information tech-
nologies sustain, and do not erode, privacy pro-
tections relating to the use, collection, and dis-
closure of personal information,;

(2) assuring that personal information con-
tained in Privacy Act systems of records is han-
dled in full compliance with fair information
practices as set out in the Privacy Act of 1974;

(3) evaluating legislative proposals involving
collection, use, and disclosure of personal infor-
mation by the Federal Government;

(4) conducting a privacy impact assessment of
proposed rules of the Department or that of the
Department on the privacy of personal informa-
tion, including the type of personal information
collected and the number of people affected; and

(5) preparing a report to Congress on an an-
nual basis on activities of the Department that
affect privacy, including complaints of privacy
violations, implementation of the Privacy Act of
1974, internal controls, and other matters.

SEC. 206. FEDERAL CYBERSECURITY PROGRAM.

(a) IN GENERAL—The Secretary, acting
through the Under Secretary for Information
Analysis and Infrastructure Protection, shall es-
tablish and manage a program to improve the
security of Federal critical information systems,
including carrying out responsibilities under
paragraphs (1) and (2) of section 201 that relate
to such systems.

(b) DUTIES.—The duties of the Secretary
under subsection (a) are—

(1) to evaluate the increased use by civilian
executive agencies of techniques and tools to en-
hance the security of Federal critical informa-
tion systems, including, as appropriate, consid-
eration of cryptography;

(2) to provide assistance to civilian executive
agencies in protecting the security of Federal
critical information systems, including identi-
fication of significant risks to such systems; and

(3) to coordinate research and development for
critical information systems relating to super-
visory control and data acquisition systems, in-
cluding, as appropriate, the establishment of a
test bed.

(c) FEDERAL INFORMATION SYSTEM SECURITY
TEAM.—

(1) IN GENERAL.—In carrying out subsection
(b)(2), the Secretary shall establish, manage,
and support a Federal information system secu-
rity team whose purpose is to provide technical
expertise to civilian executive agencies to assist
such agencies in securing Federal critical infor-
mation systems by conducting information secu-
rity audits of such systems, including con-
ducting tests of the effectiveness of information
security control techniques and performing log-
ical access control tests of interconnected com-
puter systems and networks, and related vulner-
ability assessment techniques.

(2) TEAM MEMBERS.—The Secretary shall en-
sure that the team under paragraph (1) includes
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technical experts and auditors, computer Ssci-
entists, and computer forensics analysts whose
technical competence enables the team to con-
duct audits under such paragraph.

(3) AGENCY AGREEMENTS REGARDING AUDITS.—
Each civilian executive agency may enter into
an agreement with the team under paragraph
(1) for the conduct of audits under such para-
graph of the Federal critical information sys-
tems of the agency. Such agreement shall estab-
lish the terms of the audit and shall include pro-
visions to minimice the extent to which the audit
disrupts the operations of the agency.

(4) REPORTS.—Promptly after completing an
audit under paragraph (1) of a civilian execu-
tive agency, the team under such paragraph
shall prepare a report summarizing the findings
of the audit and making recommendations for
corrective action. Such report shall be submitted
to the Secretary, the head of such agency, and
the Inspector General of the agency (if any),
and upon request of any congressional com-
mittee with jurisdiction over such agency, to
such committee.

(d) DEFINITION.—For purposes of this section,
the term ‘‘Federal critical information system’
means an ‘‘information system’ as defined in
section 3502 of title 44, United States Code,
that—

(1) is, or is a component of, a key resource or
critical infrastructure;

(2) is used or operated by a civilian executive
agency or by a contractor of such an agency;
and

(3) does not include any national security sys-
tem as defined in section 5142 of the Clinger-
Cohen Act of 1996.

Subtitle B—Intelligence Analysis Center
SEC. 211. INTELLIGENCE ANALYSIS CENTER.

(a) ESTABLISHMENT, NFIP AGENCY.—(1) There
is established within the Department the Intel-
ligence Analysis Center. The Under Secretary
for Information Analysis and Infrastructure
Protection shall be the head of the Intelligence
Analysis Center.

(2) The Intelligence Analysis Center is a pro-
gram of the intelligence community for purposes
of the National Foreign Intelligence Program (as
defined in section 3(6) of the National Security
Act of 1947 (50 U.S.C. 401a(6))).

(b) FUNCTIONS.—The Under Secretary for In-
formation Analysis and Infrastructure Protec-
tion, through the Intelligence Analysis Center,
shall carry out the duties specified in para-
graphs (1), (2), (3), (6), and (7) of section 201(b).

(c) DETAIL OF CERTAIN PERSONNEL.—

(1) IN GENERAL.—The Secretary and the Direc-
tor of Central Intelligence, the Secretary of De-
fense, the Attorney General, the Secretary of
State, or the head of another agency or depart-
ment as the case may be, shall enter into cooper-
ative arrangements to provide for an appro-
priate number of individuals to be detailed to
the Under Secretary to perform analytical func-
tions and duties with respect to the mission of
the Department from the following agencies:

(A) The Central Intelligence Agency.

(B) The Federal Bureau of Investigation.

(C) The National Security Agency.

(D) The National Imagery and Mapping
Agency.

(E) The Department of State.

(F) The Defense Intelligence Agency.

(G) Any other agency or department that the
President determines appropriate.

(2) TERMS OF DETAIL—Any officer or em-
ployee of the United States or a member of the
Armed Forces who is detailed to the Under Sec-
retary under paragraph (1) shall be detailed on
a reimbursable basis for a period of less than
two years for the performance of temporary
functions as required by the Under Secretary.

(d) INCLUSION OF OFFICE OF INTELLIGENCE AS
AN ELEMENT OF THE INTELLIGENCE COMMU-
NITY.—Section 3(4) of the National Security Act
of 1947 (50 U.S.C. 401a(4)) is amended—

(1) by striking “‘and’ at the end of subpara-
graph (I);
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(2) by redesignating subparagraph (J) as sub-
paragraph (K); and

(3) by inserting after subparagraph (1) the fol-
lowing new subparagraph:

“(J) the Intelligence Analysis Center of the
Department of Homeland Security; and’’.

SEC. 212. MISSION OF THE INTELLIGENCE ANAL-
YSIS CENTER.

(a) IN GENERAL.—The mission of the Intel-
ligence Analysis Center is as follows:

(1) ANALYSIS AND PRODUCTION.—

(A) Correlating and evaluating information
and intelligence related to the mission of the De-
partment collected from all sources available.

(B) Producing all-source collaborative intel-
ligence analysis, warnings, tactical assessments,
and strategic assessments of the terrorist threat
and infrastructure vulnerabilities of the United
States.

(C) Providing appropriate dissemination of
such assessments.

(D) Improving the lines of communication
with respect to homeland security between the
Federal Government and State and local public
safety agencies and the private sector through
the timely dissemination of information per-
taining to threats of acts of terrorism against
the United States.

(2) COORDINATION OF INFORMATION.—Coordi-
nating with elements of the intelligence commu-
nity and with Federal, State, and local law en-
forcement agencies, and the private sector as
appropriate.

(3) ADDITIONAL DUTIES.—Performing such
other functions as the Secretary may direct.

(b) STRATEGIC AND TACTICAL MISSIONS OF THE
INTELLIGENCE ANALYSIS CENTER.—The Under
Secretary shall conduct strategic and tactical
assessments and warnings through the Intel-
ligence Analysis Center, including research,
analysis, and the production of assessments on
the following as they relate to the mission of the
Department:

(1) Domestic terrorism.

(2) International terrorism.

(3) Counterintelligence.

(4) Transnational crime.

(5) Proliferation of weapons of mass destruc-
tion.

(6) Illicit financing of terrorist activities.

(7) Cybersecurity and cybercrime.

(8) Key resources and critical infrastructures.

(c¢) STAFFING OF THE INTELLIGENCE ANALYSIS
CENTER.—

(1) FUNCTIONS TRANSFERRED.—In accordance
with title VIII, for purposes of carrying out this
title, there is transferred to the Under Secretary
the functions, personnel, assets, and liabilities
of the following entities:

(A) The National Infrastructure Protection
Center of the Federal Bureau of Investigation
(other than the Computer Investigations and
Operations Section).

(B) The Critical Infrastructure Assurance Of-
fice of the Department of Commerce.

(C) The Federal Computer Incident Response
Center of the General Services Administration.

(D) The National Infrastructure Simulation
and Analysis Center of the Department of En-
er